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FAILURE TO IDENTIFY COMPANY OWNERS
IMPEDES LAW ENFORCEMENT

TUESDAY, NOVEMBER 14, 2006

U.S. SENATE,
PERMANENT SUBCOMMITTEE ON INVESTIGATIONS,
OF THE COMMITTEE ON HOMELAND SECURITY
AND GOVERNMENTAL AFFAIRS,
Washington, DC.

The Subcommittee met, pursuant to notice, at 2:32 p.m., in room
342, Dirksen Senate Office Building, Hon. Norm Coleman, Chair-
man of the Subcommittee, presiding.

Present: Senators Coleman, Levin, and Carper.

Staff Present: Raymond V. Shepherd, III, Staff Director and
Chief Counsel; Mary D. Robertson, Chief Clerk; Mark D. Nelson,
Senior Counsel; Elise J. Bean, Staff Director and Chief Counsel to
the Minority; Robert L. Roach, Counsel and Chief Investigator to
the Minority; Laura Stuber, Counsel to the Minority; Zachary
Schram, Professional Staff to the Minority; Steven Groves, Senior
Counsel; John McDougal (Detailee, IRS); Kate Bittinger (Detailee,
GAO); JoAnna I. Durie (Detailee, ICE); Cindy Barnes (Detailee,
GAO); Emily Germain, Intern; Jennifer Boone (Senator Collins);
Robin Landauer (Senator Coburn); Teresa Meoni, Intern; Mark
LeBron, Intern; and John Kilvington (Senator Carper).

OPENING STATEMENT OF SENATOR COLEMAN

Senator COLEMAN. This hearing of the Permanent Subcommittee
on Investigations is called to order.

Good afternoon, and thank you for attending today’s hearing. I
informed Senator Levin that I have to be on the floor of the Senate
at 2:50, so I will give my opening statement and turn the gavel
over to Senator Levin. He will do the introduction of the first panel
and then I will come back.

I said I was kind of easing myself into passing the gavel over,
so it is not like cold turkey in January.

I also want to personally thank the Senator and to say very pub-
licly that this investigation—Senator Levin has really been driving
this. He has been driving this issue about transparency, both inter-
nationally and if we are dealing with it internationally, we have to
deal with it at home. So I want to commend him for his continued
efforts in addressing the abuses of shell companies, both here and
abroad.

The purpose of today’s hearing is to examine the lack of informa-
tion collected by various States regarding the ownership of non-
publicly traded companies, and the extent to which U.S. shell com-

o))



2

panies are being used to conceal the identities of those engaged in
illicit activity.

In the United States, State governments authorize the formation
of nearly 2 million new domestic companies each year. Although
the vast majority of these companies are formed to serve legitimate
commercial purposes, the potential for abuse is great. The absence
of ownership disclosure requirements and lax regulatory regimes in
many of our States make U.S. shell companies attractive vehicles
for those seeking to launder money, evade taxes, finance terrorism,
or conduct other illicit activity anonymously.

In fact, we generally have no idea who owns the millions of U.S.
companies formed each year because most States do not ask for
this information. In a recent report prepared at the request of this
Subcommittee, the Government Accountability Office found that
none of the 50 States requires applicants to disclose who will own
a new corporation and only a few States require this information
for a new limited liability company (LLC).1

Moreover, although most States require corporations and LLCs
to file periodic reports, only three States require corporations to re-
port ownership information in these filings, and only five States re-
quire the same of LLCs.

Perhaps most troubling, the GAO found that none of the States
screens company information against criminal watch lists or
verifies the identity of company officials. This lack of transparency
not only creates obvious vulnerabilities in our financial system, but
it also threatens our homeland security.

GAO reports that the FBI has 103 open investigations involving
financial market manipulation. Most of these cases involve U.S.
shell companies. A Department of Justice report revealed that Rus-
sian officials used shell companies in Pennsylvania and Delaware
to unlawfully divert $15 million in international aid intended to
upgrade the safety of former Soviet nuclear power plants.

Schemes like these are not uncommon. But without sufficient
company ownership information, it is often difficult for law enforce-
ment to identify and prosecute the criminals behind them. For ex-
ample, Immigration and Customs Enforcement (ICE) officials re-
ported that over a 2-year period one Nevada-based corporation re-
ceived more than 3,700 suspicious wire transfers totaling $81 mil-
lion. This case has not been prosecuted, however, because ICE was
unable to identify the corporation’s owners.

Clearly, our failure to identify the owners of U.S. shell companies
is a significant deficiency in our anti-money laundering and ter-
rorist financing efforts. I am concerned that the competition among
States to attract company filing revenue and franchise taxes has,
in some instances, resulted in a race to the bottom.

Internet searches reveal that in the race to provide faster, cheap-
er company formation processes, States that collect company own-
ership information are at a competitive disadvantage. Numerous
websites laud the advantages of incorporating in States that pro-
tect privacy and limit information reporting requirements.

Company formation and service of process agents in these States
advertise packages that include nominee shareholders, nominee di-

1See Exhibit 2 which appears in the Appendix on page 149.
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rectors, local telephone listings, live receptionists, and other devices
designed to provide the veneer of legitimacy to shell companies
that employ no one and have no physical presence other than a
mailing address. That these formation and support services rival
those offered in some of the most notorious offshore tax and finan-
cial secrecy havens is simply unacceptable.

This is an issue again that this Subcommittee has explored, and
Senator Levin has been really passionate about rooting out that
level of corruption.

The United States should never be the situs of choice for inter-
national crime, but that is exactly what the lax regulatory regimes
in some of our States are inviting. U.S. shell companies have been
used to obscure the ownership and purpose of billions of dollars in
international wire transfers and to facilitate criminal activity
throughout the world. The FBI believes that U.S. shell companies
have been used to launder as much as $36 billion from the former
Soviet Union. The U.S. Treasury’s Financial Crime Enforcement
Network—FinCEN—found that between April 1966 and January
2004, U.S. financial institutions filed 397 suspicious activity re-
ports concerning a total of almost $4 billion that involve U.S. shell
companies and Eastern European companies.

It is embarrassing that foreign law enforcement agencies report
being frustrated by the lack of ownership information available on
U.S. companies and that the Department of Justice is often unable
to respond to requests for company ownership information from our
treaty partners. In our fight to win the war on terrorism, opportu-
nities to assist law enforcement efforts of our allies are too precious
to sacrifice. International criminal activities that exploit the lack of
transparency in our company registrations serve to tarnish our
country’s reputation internationally and are more costly than ever.

At the same time, there are obvious costs and inefficiencies asso-
ciated with the collection and verification of ownership information.
Many States recognize Federal law enforcement’s need for more
company ownership information, but the States do not need an un-
funded mandate from Congress. The States raise legitimate con-
cerns that collecting ownership information could delay or derail le-
gitimate business deals and drain limited State resources from
other, more pressing, needs. Moreover, it is likely that when more
stringent disclosure requirements are passed in one State, compa-
nies will simply move to those States or countries with less strin-
gent requirements.

It appears to me that what is needed is a level playing field, a
system that avoids a race to the bottom. It would be nonsensical
for someone to lock the front door but leave the back door wide
open and then go to sleep believing that their home is secured. Yet,
in our efforts to secure this Nation, we seem to have done exactly
that. We have enhanced our security and identification require-
ments at ports, airports and along the borders, but we have ignored
the obvious vulnerabilities created by anonymously-owned U.S.
companies. We must find a common sense solution that balances
our need to protect our financial system, our homeland, and our
international reputation with our need to preserve an efficient,
flexible business environment.
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I look forward to the testimony we will hear during today’s hear-
ing. It is important that we understand the specific nature of the
vulnerabilities created by anonymously-owned U.S. shell companies
and to hear proposals for steps that we can take to reduce the po-
tential for abuse while preserving a system that does not derail or
necessarily delay legitimate business.

After today’s hearing and assessing the testimony, I intend to
discuss with Senator Levin what follow up action we need to take
in order to further address the problems exposed by this investiga-
tion.

Again, I want to thank my colleague, the Ranking Member, for
his leadership on this issue. I will turn the gavel over to him and
will return after I deal with issues on the floor.

Senator LEVIN [presiding]. Mr. Chairman, before you leave, let
me just take a moment to thank you. As true of all investigations
and inquiries of this Subcommittee, these are partnerships. These
are working relationships which are established which are criti-
cally important to the success of this Subcommittee.

You have carried on that tradition as Chairman, of working on
a bipartisan basis, working together with ranking members and
other members of our Subcommittee to try to make progress in
areas we look at. But nothing that has happened or could happen
without the support of you and your staff and the full partnership
of both of you and we thank you for that.

Senator COLEMAN. Thank you, Senator Levin.

OPENING STATEMENT OF SENATOR LEVIN

Senator LEVIN. In 2004 the United States was home to 12 million
companies, including about 9 million corporations and 3.8 million
limited liability corporations, or LLCs. In that year alone, our 50
States incorporated more than 1.9 million new corporations and
LLCs. The vast majority of these companies operate legitimately,
but a small percentage do not, functioning instead as conduits for
organized crime, money laundering, securities fraud, tax evasion
and other misconduct.

In most cases, our States have no idea who is behind the compa-
nies that they have incorporated. A person who wants to set up a
U.S. company typically provides less information than is required
to open a bank account or get a drivers license. In most cases, they
do not have to provide the name, address or proof of identification
of a single owner of the new company. That is because our States
have been competing with each other to set up new companies not
only faster than ever, at less cost than ever, but with greater ano-
nymity for the company’s owners.

Most U.S. States offer electronic services that incorporate a new
company and many will set up a new company in less than 24
hours. The median fee is less than $100. In Delaware and Nevada,
for an extra $1,000, an applicant can set up a company in less than
an hour. Colorado, which incorporates about 5,000 companies each
month, told the Subcommittee that it now sets up 99 percent of its
companies by computer without any human intervention or review
of the information provided. Incorporating all of these new compa-
nies generates annual revenues totaling hundreds of millions of
dollars for our States.
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The problem with incorporating nearly 2 million new U.S. com-
panies each year without knowing anything about who is behind
them is that it becomes an open invitation for criminal abuse. Take
a look at a few websites from firms in the business of incorporating
companies around the world.!

This website, which is hard to read so I will quote from it, from
an international incorporation company promotes setting up com-
panies in Delaware by saying “Delaware, an offshore tax haven for
non-U.S. residents.” One of the cited advantages is that “owners’
names are not disclosed to the State.”

Another website from a United Kingdom firm called forma-
companyoffshore.com lists a number of advantages to incorporating
in Nevada. The cited advantages include “no IRS information shar-
ing agreement” and “stockholders are not on public record, allowing
complete anonymity.”

These are just two of the dozens of websites that portray our
States as welcoming those who want to operate U.S. companies
with anonymity.

That anonymity is exactly what this Subcommittee has been
criticizing offshore tax havens for offering to their clients. In fact,
our last Subcommittee hearing lambasted offshore jurisdictions for
setting up offshore corporations with secret U.S. owners engaged in
transactions designed to evade U.S. taxes, leaving honest taxpayers
to pick up the slack. Some U.S. company formation firms advertise
the same type of anonymity and take the same type of actions that
this Subcommittee has been criticizing in the offshore jurisdictions
for years.

Take a look, for instance, at a Nevada firm called Nevada First
Holdings.! Nevada First advertises on the Internet, offering for
sale an aged or a shelf company or companies that were set up in
Nevada years earlier, pointing out that an older company can lend
credibility to an operation.

It sells these companies that are no longer functioning to compa-
nies, to anyone, who can pay the price without obtaining any infor-
mation on the true owners of the companies since there is no obli-
gation to do so.

Nevada First offers a host of services to further hide the identity
of a company’s owners. For example, Nevada First employees can
serve as a company’s nominee director or officer to enable the true
owners to “retain a higher level of anonymity.” A Nevada First em-
ployee, acting as a company officer or director, can provide his own
name and Social Security number to open a company bank account
or obtain an Employer Identification Number from the IRS. So the
true owners do not have to use their name. That is why that em-
ployee of Nevada First uses his name, in order to keep the real
OWners anonymous.

Nevada First will also allow a company to use Nevada First’s
own business address and provide a company with mail forwarding
and telephone services, all the bells and whistles needed to make
a phony operation look like it is actually operating in Nevada.

Nevada First told the Subcommittee it has already assigned
1,850 addresses for so-called “suites” within its offices to the com-

1See Exhibit 1 which appears in the Appendix on page 144.
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panies it has formed and at least 850 of those shell companies are
still in operation.

Now there is a picture here of that building where 850 companies
have their offices. And you can see, just by the relationship to the
automobiles in front of that building, that is truly a facade. There
is no room in that building for 850 companies’ offices. It reminds
me very much of that building in the Caymans where thousands
of addresses were linked to a building that nobody ever went to or
saw.

The potential for abuse in this situation, where the companies do
not actually operate out of these offices, is obvious. It is com-
pounded by the fact that Nevada First is far from unique in offer-
ing these services, none of which by the way is illegal on its face.
The key to this entire charade is the lack of any U.S. requirement
to get the names of the true owners of the U.S. companies that are
being formed.

Law-enforcement officials testifying today are expected to de-
scribe how U.S. companies are being used for money laundering,
drug sales, securities fraud, and other misconduct and how, in too
many cases, when law-enforcement agents try to find out who the
company owners are they run smack into a blank wall. In most
cases, the States that set up the companies ask no questions about
the true owners and therefore have no ownership information for
law enforcement to investigate.

Here are just a few examples of the problems that have resulted.
Immigrations and Customs Enforcement officials reported that a
Nevada-based corporation received more than 3,700 suspicious wire
transfers totaling $81 million over 2 years but the case was not
pursued because the Agency was unable to identify the corpora-
tion’s owners. The FBI told the GAO that anonymously held U.S.
shell companies are being used to launder as much as $36 billion
from the former Soviet Union.

The FBI reported that they have 103 open cases investigating
stock market manipulation, most of which involve anonymously-
held U.S. shell companies.

U.S. Treasury’s Financial Crimes Enforcement Network reported
that between April 1996 and January 2004 financial institutions
filed 397 suspicious activity reports involving a total of almost $4
billion deposited in or wired through U.S. financial institutions by
anonymously held U.S. shell companies.

A Department of Justice report revealed that Russian officials
used anonymously held shell companies in Pennsylvania and Dela-
ware to unlawfully divert $15 million in international aid intended
to upgrade the safety of former Soviet nuclear power plants.

For decades, the leading international body fighting money laun-
dering, called the Financial Action Task Force on Money Laun-
dering has warned countries not to set up companies without first
finding out who was really behind them. In a set of 40 rec-
ommendations that have become international benchmarks for
strong and effective anti-money laundering laws, the Financial Ac-
tion Task Force has urged countries to identify the beneficial own-
ers of the companies that they establish.

FATF recommendation number 33: Countries should ensure that
there is adequate, accurate, and timely information on the bene-
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ficial ownership and control of legal persons—which includes com-
panies—that can be obtained or accessed in a timely fashion by
competent authorities.

The United States is a leading member of that Financial Action
Task Force. It has worked with that organization to convince coun-
tries around the world to comply with those 40 recommendations
of that task force.

Today even a number of offshore secrecy jurisdictions, such as
the Caymans, Bahamas, Jersey, and the Isle of Man, at least ob-
tain the information that is part of those recommendations. They
comply with the recommendation to identify the owners of compa-
nies that they establish. But the United States does not comply
and we were just formally cited for that failure in the year 2006
in that task force review of U.S. anti-money laundering laws.

So now we have 2 years to comply with recommendations that
we supported in a task force that we helped create or else we risk
expulsion from that task force.

We should not need the threat of expulsion from that task force,
which is aimed at ending the abuses of money laundering, to force
us to address this problem. We ought to correct this problem for
our own sake, to eliminate a gaping vulnerability to criminal mis-
conduct.

Criminals are using U.S. companies inside our borders to commit
crimes. They are also using U.S. companies to commit crimes out-
side of our borders, which will not only give us a bad name but also
means that U.S. companies are being used to facilitate crimes re-
lated to drug trafficking, financial fraud, corruption and other
wrongdoing that harm our national interest.

Four reports issued in the past year describe the law enforce-
ment problems caused by U.S. companies with unknown owners,
and these reports are described in my statement, which I will in-
sert in the record in full.

It is difficult to judge the scope of this law-enforcement threat
since we do not know how many companies are involved in wrong-
doing, but if just one-tenth of 1 percent of the 12 million existing
U.S. companies are engaged in misconduct, that would mean that
12,000 suspect companies are loose in this country and the world
with no record of their beneficial ownership. That is an unaccept-
able risk to our national security and our treasury.

Our lax standards have created real problems for our country in
the international arena. The United States has been a leading ad-
vocate for transparency and openness. We have criticized offshore
tax havens for their secrecy and lack of transparency. We have
pressed them to change their ways. But look what is going on in
our own backyard. The irony is that we do not suffer from a lack
of transparency, there is just no information to disclose. And when
other countries ask us for company owners, we have to stand red-
faced and empty-handed. It undermines our credibility and our
ability to go after offshore tax havens that help rob honest U.S.
taxpayers.

It also places us in the position of being in noncompliance with
the guidelines of the very international organization promoting our
message of openness and transparency.
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There are a number of possible solutions to this problem and we
can perhaps explore them at the end of this hearing so that we can
get on with the hearing. But we must address this problem for the
sake of our law enforcement, for the sake of our security, and for
the sake of our international reputation in trying to enforce laws
which will promote transparency and attack money laundering and
other crimes.

Again, I want to thank our Chairman for the strong position that
he has taken, for the support that he and his staff have provided
for the partnership that they have always provided, and for main-
taining a strong bipartisan reputation of this Subcommittee, which
will continue in the years ahead.

[The prepared statement of Senator Levin follows:]

PREPARED STATEMENT BY SENATOR CARL LEVIN

In 2004, the United States was home to 12 million companies, including about 9
million corporations and 3.8 million limited liability corporations or LLCs. In that
year alone, our 50 states incorporated more than 1.9 million new corporations and
LLCs. The vast majority of those companies operate legitimately. But a small per-
centage do not, functioning instead as conduits for organized crime, money laun-
dering, securities fraud, tax evasion, and other misconduct.

In most cases, our states have no idea who is behind the companies they have
incorporated. A person who wants to set up a U.S. company typically provides less
information than is required to open a bank account or get a driver’s license. In
most cases, they don’t have to provide the name, address, or proof of identification
of a single owner of the new company. That’s because our states have been com-
peting with each other to set up new companies faster than ever, at less cost, and
with greater anonymity for the company owners.

Most U.S. states offer electronic services that incorporate a new company, and
many will set up a new company in less than 24 hours. The median fee is less than
$100. In Delaware and Nevada, for an extra $1,000, an applicant can set up a com-
pany in less than an hour. Colorado, which incorporates about 5,000 new companies
each month, told the Subcommittee that it now sets up 99% of its companies by
computer, without any human intervention or review of the information provided.
Incorporating all these new companies generates annual revenues totaling hundreds
of millions of dollars for the states.

The problem with incorporating nearly two million new U.S. companies each
year—without knowing anything about who is behind them—is that it becomes an
open invitation for criminal abuse. Take a look at a few websites from firms in the
business of incorporating companies around the world. [Show chart.] This website
from an international incorporation company promotes setting up companies in
Delaware by saying: “DELAWARE—An Offshore Tax Haven for Non US Residents.”
One of the cited advantages is that “Owners’ names are not disclosed to the state.”
Another website from a United Kingdom firm called “formacompany-offshore.com”
lists a number of advantages to incorporating in Nevada. [Show chart.] The cited
advantages include: “No I.R.S. Information Sharing Agreement” and “Stockholders
are not on Public Record allowing complete anonymity.” These are just two of doz-
ens of websites that portray our states as welcoming those who want to operate U.S.
companies with anonymity.

That type of anonymity is exactly what we’ve been criticizing offshore tax havens
for offering to their clients. In fact, our last Subcommittee hearing lambasted off-
shore jurisdictions for setting up offshore corporations with secret U.S. owners en-
gaged in transactions designed to evade U.S. taxes, leaving honest taxpayers to pick
up the slack.

Some U.S. company formation firms advertise the same type of anonymity and
take the same type of actions that this Subcommittee has been criticizing in the off-
shore community for years. Take a look, for example, at a Nevada firm called Ne-
vada First Holdings. Nevada First advertises on the Internet, offering for sale
“aged” or “shelf” companies that were set up in Nevada years earlier, pointing out
that an older company can lend credibility to an operation. It sells these companies
to anyone who can pay the price, without obtaining any information on the true
owners of the companies, since it has no legal obligation to do so.

Nevada First offers a host of services to further shield the identity of a company’s
owners. For example, Nevada First employees can serve as a company’s nominee di-
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rectors or officers to enable the true owners to “retain a higher level of anonymity.”
A Nevada First employee, acting as a company officer or director, can provide his
own name and social security number to open a company bank account or obtain
an Employer Identification Number from the IRS, so the true owners don’t have to.
Nevada First will also allow a company to use Nevada First’s own business address,
and provide the company with mail forwarding and telephone services—all the bells
and whistles needed to make a phony operation look like it is actually operating in
Nevada. Nevada First told the Subcommittee that it has already assigned 1,850 ad-
dresses for “suites” within its offices to the companies it has formed, at least 850
of which are still in operation. None of those companies, of course, actually operates
out of those offices. The potential for abuse in this situation is obvious, and is com-
pounded by the fact that Nevada First is far from unique in offering these services—
none of which, by the way, is illegal on its face. Key to this entire charade is the
lack of any U.S. requirement to get the names of the true owners of the U.S. compa-
nies being formed.

Law enforcement officials testifying today are expected to describe how U.S. com-
panies are being used for money laundering, drug sales, securities fraud, and other
misconduct, and how, in too many cases, when law enforcement agents try to find
out the company owners, they run smack into a blank wall. In most cases, the states
that set up the companies asked no questions about the true owners and therefore
have no ownership information for law enforcement to investigate. Here are a few
examples of the problems that have resulted:

e Immigration and Customs Enforcement officials reported that a Nevada-based
corporation received more than 3,700 suspicious wire transfers totaling
$81million over 2 years, but the case was not pursued, because the agency
was unable to identify the corporation’s owners.

e The FBI told GAO that anonymously-held U.S. shell companies are being
used to launder as much as $36 billion from the former Soviet Union. The
FBI also reported that they have 103 open cases investigating stock market
manipulation,most of which involve anonymously-held U.S. shell companies.

e The U.S. Treasury’s Financial Crimes Enforcement Network (FinCEN) re-
ported that, between April 1996 and January 2004, financial institutions filed
397suspicious activity reports involving a total of almost $4 billion deposited
in or wired through U.S. financial institutions by anonymously-held U.S. shell
companies.

o A Department of Justice report revealed that Russian officials used anony-
mously-held shell companies in Pennsylvania and Delaware to unlawfully di-
vert $15million in international aid intended to upgrade the safety of former
Soviet nuclear power plants.

For decades, the leading international body fighting money laundering, called the
Financial Action Task Force on Money Laundering or FATF, has warned countries
not to set up companies without first finding who is really behind them. In a set
of 40 recommendations that have become international benchmarks for strong and
effective anti-money laundering laws, FATF has urged countries to identify the ben-
eficial owners of the companies they establish. Recommendation 33 states: “Coun-
tries should ensure that there is adequate, accurate and timely information on bene-
ficial ownership and control of legal persons”—that includes companies—“that can
be obtained or accessed in a timely fashion by competent authorities.”

The United States is a leading member of FATF and has worked with that organi-
zation to convince countries around the world to comply with FATF’s 40 rec-
ommendations. Today, even a number of offshore secrecy jurisdictions such as the
Cayman Islands, Bahamas, Jersey, and Isle of Man comply with the recommenda-
tion to identify the owners of the companies they establish. But the United States
doesn’t comply, and we just got formally cited for that failure in a 2006 FATF re-
view of U.S. anti-money laundering laws. We now have two years to comply, or we
risk expulsion from FATF which, by the way, the United States was instrumental
in forming.

We shouldn’t need the threat of expulsion from FATF to force us to address this
problem. We should correct it for our own sake, to eliminate a gaping vulnerability
to criminal misconduct. Criminals are using U.S. companies inside our borders to
commit crimes. They are also using U.S. companies to commit crimes outside of our
borders, which not only gives us a bad name but also means U.S. companies are
being used to facilitate crimes related to drug trafficking, financial fraud, corrup-
tion, and other wrongdoing that harm our national interest.

Four reports issued in the past year describe the law enforcement problems posed
by U.S. companies with unknown owners. The first is the U.S. Money Laundering
Threat Assessment, a joint report issued in December 2005 by the Departments of
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Justice, Treasury, Homeland Security, and others, to identify the most significant
money laundering problems we face. It devotes an entire chapter to law enforcement
problems caused by anonymously-held U.S. shell companies and trusts. Next was
the April 2006 report prepared by the Government Accountability Office (GAO) at
the request of the Subcommittee, entitled Company Formations: Minimal Ownership
Information Is Collected and Available, which reviewed the laws of all 50 states, de-
termined that most states have no information on the true owners of the companies
being set up within their borders, and described a variety of related law enforce-
ment concerns. A third report, issued in June 2006 by FATF, entitled the Third Mu-
tual Evaluation Report on Anti-Money Laundering and Combating the Financing of
Terrorism: United States of America, criticizes the United States for failing to obtain
beneficial ownership information for U.S. companies and flatly states that the U.S.
is not in compliance with this FATF standard. Most recent is a report released last
week by the Department of Treasury’s Financial Crimes Enforcement Network
which focuses squarely on the problem of LLCs with unknown owners.

Together, these four reports paint a picture of rogue U.S. companies breaking
laws inside and outside of U.S. borders, operating with inadequate government
records that make it hard for law enforcement to find the companies’ true owners,
conduct investigations, and cooperate with international requests. It is difficult to
judge the scope of this law enforcement threat, since we don’t know how many com-
panies are involved in wrongdoing. But if just one-tenth of one percent of the 12
million existing U.S. companies are engaged in misconduct, that means about
12,000 suspect companies are loose in this country and the world with no record
of their beneficial ownership. That’s an unacceptable risk to our national security
and our treasury.

Our lax standards have also created problems for our country in the international
arena. The United States has been a leading advocate for transparency and open-
ness. We have criticized offshore tax havens for their secrecy and lack of trans-
parency, and pressed them to change their ways. But look what’s going on in our
own backyard. The irony is that we don’t suffer from lack of transparency—there
is just no information to disclose. And when other countries ask us for company
owners and we have to stand red-faced and empty-handed, it undermines our credi-
bility and our ability to go after offshore tax havens that help rob honest U.S. tax-
payers. It also places us in the position of being in non-compliance with the guide-
lines of the very international organization promoting our message of openness and
transparency.

There are many possible solutions to this problem if we have the will to act.
FinCEN is considering issuing new regulations requiring company formation agents
to establish risk-based anti-money laundering programs which would require careful
evaluations of requests for new companies made by high-risk persons. Another ap-
proach would be for Congress to set minimum standards, so that no state would be
placed at a competitive disadvantage when asking for the name of a company’s true
owners. This nationwide approach would also ensure U.S. compliance with inter-
national anti-money laundering standards. Still another approach would be to ex-
pand on the work of a few states which already identify some ownership informa-
tion, and ask the National Conference Committee on Uniform State Laws to
strengthen existing model state incorporation laws by including requirements for
beneficial ownership information, monetary penalties for false information, and an-
nual information updates.

These and other solutions become possible only if we are first willing to admit
there is a problem. I thank our Chairman, Senator Coleman, for his and his staff’s
strong support of this effort and for their ongoing work to help find solutions to the
law enforcement problems created by anonymously-held U.S. companies.

OPENING STATEMENT OF SENATOR CARPER

Senator CARPER. Thank you, Mr. Chairman.

Senator LEVIN. Almost.

Senator CARPER. The once and future king.

Thank you, Mr. Chairman, and to Chairman Coleman as well,
first of all for your diligence on your issue.

I want to welcome our witnesses today. Thank you for joining us
and for your input.

I want to thank both Senator Levin and his staff and the Chair-
man of the Subcommittee for working closely with my staff, with
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our Secretary of State’s office in Dover, Delaware as you studied
this topic and put this hearing together.

As some of you may know, this is an important issue in my
State. Business in corporations and related fees account for roughly
25 percent of Delaware’s general fund revenues. We have been suc-
cessful, as Delaware Assistant Secretary of State Rick Geisen-
berger is going to put out later today, I think for a number of rea-
sons. We have a very highly regarded judicial system and a com-
mitment to excellence on the part of our elected leaders and Mr.
Geisenberger and his staff, on the part of their predecessors as
well. I continue to be proud that Delaware is the leading home of
incorporations for businesses in this country.

I am also proud that Delaware has also been a leader in address-
ing some of the issues and the concerns that we are going to be
discussing here today. In fact, our General Assembly passed legis-
lation earlier this year that strengthens qualification standards for
the firms that help businesses to organize or register under Dela-
ware State law.

I hope we can come away from this hearing later today with a
number of constructive ideas from Delaware and elsewhere on how
we can prevent the varying State laws on business formation from
being abused. Whatever solutions that we do pursue, it is impor-
tant that we are careful though not to hinder legitimate business
activity.

There are a number of reasons for us to encourage more trans-
parency with respect to who is really in control of a business that
might form in Delaware or might form in Michigan or might form
in Minnesota. At the same time, we need to recognize that the vast
majority of businesses set up in most States are created with abso-
lutely no intention whatsoever of breaking the law. We do not want
to do anything that would put so many burdens on legitimate busi-
ness and the people in State Governments across the country who
work with them that we see less economic activity and less job cre-
ation as a result.

So to my friend, Senator Levin, and to our Chairman, Chairman
Coleman, I just want to say thanks again. Thank you for your com-
mitment to getting to the bottom of this problem and for working
constructively to find the right solutions or maybe the right set of
solutions as we attempt to address them today and in the months
ahead.

Thanks very much.

Senator LEVIN. Thank you very much, Senator.

We will now proceed to swear in our first panel.

I want to welcome the four witnesses, Stuart Nash, the Depart-
ment of Justice’s Associate Deputy Attorney General and Director
of the Organized Crime Drug Enforcement Task Force; Steven Bur-
gess, the Director of Examination of the Small Business/Self-Em-
ployed Division of the IRS; Yvonne Jones, Director of the Govern-
ment Accountability Office’s Financial Markets and Community In-
vestment Team; and finally, Jamal El-Hindi, the Associate Director
for Regulatory Policy and Programs of the Financial Crimes En-
forcement Network, FinCEN.

I welcome each of you here today. We look forward to your testi-
mony.
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Pursuant to Rule 6 of the Subcommittee, all witnesses who tes-
tify before the Subcommittee are required to be sworn. At this
gm(zi I would ask each of you to please stand and raise your right

and.

Do you swear the testimony you will give before this Sub-
committee will be the truth, the whole truth, and nothing but the
truth, so help you God.

Mr. NaAsH. I do.

Mr. BURGESS. I do.

Ms. JONES. I do.

Mr. EL-HinD1. I do.

Senator LEVIN. Thank you all.

We will be using a timing system today. Approximately one
minute before the red light comes on you will see the light change
from green to yellow, which would give you an opportunity to con-
clude your remarks. We ask that each if you limit your testimony
to not more than 5 minutes to give us a chance to ask questions
and to have time for the second panel. Your written testimony will
be printed in the record in its entirety.

Mr. Nash, we will have you go first, followed by Mr. Burgess,
then Ms. Jones, then Mr. El-Hindi. Thank you, Mr. Nash.

TESTIMONY OF STUART G. NASH,! ASSOCIATE DEPUTY ATTOR-
NEY GENERAL AND DIRECTOR, ORGANIZED CRIME DRUG
ENFORCEMENT TASK FORCE, U.S. DEPARTMENT OF JUSTICE

Mr. NasH. Thank you. My thanks to Chairman Coleman, to Sen-
ator Levin, and to all the Members of the Subcommittee. I am
pleased and honored to appear before you today to discuss an im-
portant topic, the abuse of the company formation process in this
country, especially in the context of the highly informative report
that this Subcommittee commissioned from GAO earlier this year.

In the time that I have this afternoon, I would like to address
how the abuse of the corporate formation process in this country
has had a negative impact on our law enforcement efforts here and
abroad. Corporate vehicles play an important and legitimate role in
the global economy. Nevertheless, they may be used for illicit pur-
poses, including money laundering, corruption, financing of ter-
rorism, insider dealing, tax fraud, and other illegal activities.

The use of shell corporations to facilitate criminal schemes has
evolved over time. Initially, in the 1970s and 1980s, criminals
opened shell corporations and trusts in offshore jurisdictions to con-
ceal their ownership of assets. They would then open bank ac-
counts in the United States and abroad in the names of these cor-
porations or trusts.

As banks and law enforcement began to scrutinize off-shore shell
corporations more closely, criminals realized that they could obtain
some of the same benefits of offshore corporations from U.S. domes-
tic shell corporations with the added benefit that the U.S. corpora-
tions would not receive the same level of scrutiny.

The recent prosecution of Garri Grigorian illustrates this devel-
opment. In the Grigorian case, a 43-year-old Russian national
laundered $130 million on behalf of the Moscow-based Intellect

1The prepared statement of Mr. Nash appears in the Appendix on page 49.
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Bank and its customers through bank accounts located in the small
town of Sandy, Utah. As part of the scheme, Grigorian and his as-
sociates established three U.S. shell companies and then opened
bank accounts in Utah in the names of these companies. The shell
companies never did any actual business. They existed merely to
provide a veil of legitimacy to explain the huge amount of money
flowing through the U.S. accounts.

When Federal investigators tried to identify the beneficial own-
ers behind these shell corporations, they learned that records from
the pertinent Utah State agency provided only limited details. Pub-
lic documents for two of the companies provided no information
about the beneficial owners of the companies. While the records of
the third company did identify an owner, no address other than
Moscow, Russia was listed for that owner.

Subsequent investigation revealed that this so-called owner was
nothing more than a straw owner in any case. State law imposed
no obligation on anyone to verify in any way the information pro-
vided during the company formation process.

It was only because the true owners established bank accounts
in the names of the shell companies, and the fact that the bank
maintained information that was not maintained by the State
agency, that the true perpetrators of this scheme were eventually
identified.

The use of domestic shell corporations has continued to evolve.
After the implementation of enhanced customer identification re-
quirements that resulted from the USA PATRIOT Act, U.S. banks
began to require more information about domestic corporations
that opened accounts at their institutions. This additional scrutiny
resulted in the most recent phenomenon, whereby criminals, do-
mestic and foreign, are opening shell corporations in the United
States and then opening bank accounts on behalf of these shell cor-
porations in foreign countries where U.S.-based corporations have
an aura of legitimacy and where U.S. anti-money laundering regu-
lations do not apply.

Not only has the use of U.S. shell corporations hampered our
ability to conduct our own criminal investigations, it has also frus-
trated our ability to assist foreign law enforcement agents. In cases
where criminals use U.S.-based shell corporations to open foreign
bank accounts, a foreign law enforcement agency investigating a
crime within its jurisdiction may obtain information about the for-
eign bank that identifies a U.S. corporation as the account holder.
Having identified a U.S. corporation, the foreign agency will seek
assistance from the United States, most commonly through a Mu-
tual Legal Assistance Treaty request to identify the beneficial own-
ers of a U.S. shell corporation.

Our Office of International Affairs (OIA) has received an increas-
ing number of incoming requests for assistance involving U.S. shell
corporations. In 2004, for example, OIA received 198 legal assist-
ance requests from Eastern European countries, of which 122 in-
volved requests related to U.S. shell corporations. In 2005, these
figures increased to 281 requests, of which 143 involved U.S. shell
corporations. In most of these cases OIA, has had to respond by
saying that the information about the beneficial owners of these
U.S. shell corporations was simply unavailable.
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Finally, I would like to address the impact of our corporate for-
mation policies on our standing and reputation in the global com-
munity. In June 2006, the Financial Action Task Force (FATF), the
preeminent multilateral group that addresses worldwide money
laundering issues, presented its evaluation of the U.S.’s anti-money
laundering regime.

Its evaluation confirmed that the United States had strong and
effective money laundering laws, some of the strongest in the
world. Nonetheless, FATF found that the U.S. anti-money laun-
dering regime was noncompliant in areas implicated by today’s
hearing, including the States’ collection and maintenance of infor-
mation related to the beneficial ownership of companies formed in
the United States.

Many foreign jurisdictions, including several that have in the
past developed reputations as money-laundering havens, have
taken steps in recent years to bring themselves into compliance
with FATF recommendations in this area.

I conclude by expressing the gratitude of the Department of Jus-
tice for the continuing support that this Subcommittee has dem-
onstrated to anti-money laundering enforcement. The Department
believes that both the Federal Government and the States must
continue to strengthen and adapt our anti-money laundering laws
to confront new challenges in drug trafficking, terrorist financing,
white-collar crime, and all other forms of criminal activity that gen-
erate or utilize illegal proceeds.

We look forward to working alongside our Treasury and Home-
land Security colleagues, with this Subcommittee, and with Con-
gress as a whole to address the issues identified at this hearing.

Thank you and I would welcome any questions you might have.

Senator COLEMAN [presiding]. Thank you, Mr. Nash. Mr. Bur-
gess.

TESTIMONY OF K. STEVEN BURGESS,! DIRECTOR OF EXAMI-
NATIONS, SMALL BUSINESS/SELF EMPLOYED DIVISION, IN-
TERNAL REVENUE SERVICE, ACCOMPANIED BY ROBERT
NORTHCUTT, ACTING DIRECTOR, ABUSIVE TRANSACTIONS
OFFICE, SMALL BUSINESS/SELF EMPLOYED DIVISION, IN-
TERNAL REVENUE SERVICE

Mr. BURGESS. Good afternoon, Chairman Coleman, Ranking
Member Levin, and other Members of the Subcommittee. I am ac-
companied this afternoon by Robert Northcutt, the Acting Director
of Small Business/Self Employed Abusive Transactions Office. He
has first-hand knowledge of some of the issues that will be dis-
cussed this afternoon and will also be available for questions.

This Subcommittee has a long and distinguished history of inves-
tigating abuses of the tax code. Last August we held an important
hearing regarding offshore tax shelters. But as you are already well
aware, it is not just the secrecy laws in these foreign tax havens
that can be exploited by persons to evade taxes or conceal trans-
actions. Within our own borders, the laws of some States regarding
the formation of legal entities have significant transparency gaps

1The prepared statement of Mr. Burgess appears in the Appendix on page 75.
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which may even rival the ownership secrecy afforded in the most
attractive offshore tax havens.

This domestic transparency gap is an impediment to both U.S.
law enforcement and the enforcement of the tax laws in other coun-
tries. The lack of transparency inherent in shell companies, wheth-
er in the form of corporations, trusts, limited liability companies or
other entities, enables countless numbers of taxpayers to hide their
noncompliance behind a legal entity. This noncompliance would in-
clude such things as the non-filing of proper returns and the con-
cealment of taxable income.

State laws govern the legal formation of business entities within
respective State boundaries as well as the informational and re-
porting requirements imposed on such entities. While requirements
vary from State to State, in each instance a minimal amount of in-
formation is required in order to form the new entity. Generally,
information concerning the beneficial ownership of the entity is not
required.

The money-laundering threat assessment, issued jointly by sev-
eral government law-enforcement agencies late last year, cited
three States as being the most accommodating jurisdictions for the
organization of these legal entities: Delaware, Nevada, and Wyo-
ming.

From an IRS perspective, we see two major problems arise as we
investigate companies registered in these States. First, Nevada and
Wyoming are the only two States that permit bearer shares, which
are very effective in hiding corporate ownership. Bearer shares are
issued by the corporation upon formation and actually deem owner-
ship of the corporation to the holder of the shares. To determine
ownership, one must actually find who has physical possession of
these shares.

Second, the use of nominee officers in Nevada and Wyoming also
make it easy for noncompliant taxpayers to establish a corporation
and remain completely anonymous. While most States require that
corporate officers have some meaningful relationship to the cor-
poration, that is not required in Nevada and Wyoming.

We have authorized several investigations into promoters of Ne-
vada corporations and resident agents. These investigations have
revealed widespread abuse as well as problems in curtailing it. For
example, our office has obtained client lists. They are being used
as a source for potential non-filer audits. An initial sampling of the
client list reflected a range of 50 to 90 percent of those listed were
1currently or have been previously noncompliant with Federal tax

aws.

We have also seen instances where a promoter advises its clients
to place their stock ledger and bearer shares in an offshore entity,
thereby further ensuring that the identity of the beneficial owners
remains anonymous, thus thwarting a Nevada requirement that
the resident agents know the location of the stock ledger. If asked
who owns a particular entity, the resident agent can say that all
he or she knows is that it is owned by an entity in an offshore
country.

There is also a problem for our tax treaty partners. Most of the
tax treaty requests for exchange of information involving U.S. shell
companies are received from Eastern European countries and the
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Russian Federation. These U.S. shell companies, organized mainly
in Delaware, Nevada, Arkansas, Oklahoma, and Oregon, are used
extensively in Eastern Europe and the Russian Federation to com-
mit value-added tax or VAT fraud. While assisting as much as we
can, we are generally unable to determine the beneficial owner of
these U.S. shell companies.

Moving forward, we are looking at a number of strategies to tar-
get the widespread tax noncompliance by many of the shell compa-
nies represented by resident agents and promoters. One of the key
elements is the establishment of an issue management team (IMT),
similar to teams we have formed in other significant areas of po-
tential noncompliance. We also expect to continue audits of both
promoters and their clients. We may also consider utilization of
John Doe summonses to promoters similar to what we did with the
credit card issuers that issued cards to offshore customers.

We will continue coordinating our efforts with those of other Fed-
eral agencies. The lack of corporate transparency is a problem for
many governmental agencies, including the FBI, FinCEN, and the
Department of Homeland Security.

In summary, Mr. Chairman, the issue of disguised corporate
ownership is a serious one for the IRS in terms of its ability to en-
force the tax laws and our efforts to reduce the tax gap. Our experi-
ence has shown us that the clearer the transaction and the identity
and the role of the parties to that transaction, the higher the rate
of compliance with the tax laws and the anti-money-laundering
statutes.

I appreciate the opportunity to be here this afternoon, and Rob-
ert and I will be happy to respond to any questions you may have.

Senator COLEMAN. Thank you very much, Mr. Burgess. Ms.
Jones.

Senator LEVIN. I wonder if I could just interrupt Ms. Jones for
one minute? I know that I am speaking for all of us in thanking
the GAO for this report, which really lays out the problems in very
clear detail. The Government Accountability Office, as always, has
performed an absolutely essential function for the Senate and we
are grateful to you.

TESTIMONY OF YVONNE D. JONES,! DIRECTOR, FINANCIAL
MARKETS AND COMMUNITY INVESTMENT TEAM, U.S. GOV-
ERNMENT ACCOUNTABILITY OFFICE

Ms. JONES. Thank you very much, Senator.

Mr. Chairman and Members of the Subcommittee, we are here
today to talk about the information that is available on the owner-
ship and management of non-public companies, corporations, and
limited liability companies, LLCs. The majority of companies in the
United States are legitimate businesses that carry out an array of
vital activities. But companies can be used for illicit purposes like
money-laundering or shielding assets from creditors. Government
and international reports have said that shell companies have be-
come popular tools for criminal activity because people owning or
managing the company cannot easily be identified.

1The prepared statement of Ms. Jones appears in the Appendix on page 83.
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In my statement today, I will talk about three main points. First,
I will describe the ownership information that States collect and
their efforts to review and verify it. Next, I will address the con-
cerns of law enforcement agencies about how those companies are
used to hide illicit activities. I will also discuss how information on
those companies or the lack of it can affect investigations. Finally,
I will discuss the implications requiring that States and others col-
lect information on the owners of companies formed in each State.

Please look at the chart to your left on ownership information
that States collect.l As you can see in figure one, in the map on
the left, all States that are colored white did not require ownership
information in the articles of incorporation. For periodic reports
like annual reports, please look at the map on the right. None of
the States that are colored white ask for ownership information in
the reports.

Now please look at our next figure, which is Figure 2.1 Figure
2 is the management information that States require on articles
and periodic reports. In the map on the left more than half of all
States, the white ones, do not ask for management information in
the articles of incorporation. Roughly 25 percent of the States, the
gray ones, require this information for LLCs only. For periodic re-
ports, the map on the right shows that 28 States, the black ones,
require management information for corporations and LLCs.
Roughly a third of the States, the gray ones, require management
information for corporations only.

Besides States, third-party agents collect information on compa-
nies for billing and for sending legal and tax documents. Most
agents told us that they rarely collect information because the
States do not require them to, and the States do not ask them to
verify the information they collect.

A few agents said that they verify identities by asking for pass-
ports or checking against the OFAC lists.

States themselves do not review filings to verify identities. They
review findings for accuracy of the information they request on ap-
plications.

Besides States and agents, a few other places might have infor-
mation on company ownership and company management. Finan-
cial institutions have some information but they said that they al-
ready have significant reporting requirements to their regulators.
The IRS is also a potential source but it does not have information
on all companies. Also, statutes prevent sharing of some IRS infor-
mation with law enforcement agencies.

Law enforcement agencies, we learned, feel some sense of frus-
tration because they are unable to collect information that they
need from the States and from third-party agents for many of the
reasons that have been mentioned earlier.

Occasionally law-enforcement agencies can collect relevant infor-
mation from State websites or articles of incorporation and some-
times they may find information about agent clients. Occasionally,
some of the owners of these companies actually put their names

1The chart referred to appears in the prepared statement of Ms. Jones in the Appendix on
page 84.
1Figure 2 referred to appears in the prepared statement of Ms. Jones in the Appendix on page
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and addresses on their incorporation documents or in their periodic
reports.

To summarize, any requirement that States, agents, or both col-
lect more ownership information would need to balance these con-
flicting concerns between law-enforcement officials, States, and
agents. Those conflicting concerns include potentially increased
costs that the States or the agents might incur if they had to collect
more information. It might also require, in some States, that State
statutes be changed. It may also require that data collection sys-
tems be changed in some States.

What would need to happen is that the conflicting concerns be-
tween law-enforcement officials and States and agents would need
to be balanced and any changes would need to be uniformly applied
in all U.S. jurisdictions. Otherwise, people wanting to set up shell
companies for illicit activities could simply move to the jurisdiction
with the fewest obstacles. This would undermine the intent of the
requirements.

Mr. Chairman, this concludes my prepared statement. I would be
happy to respond to any questions that you or other Members of
the Subcommittee may have at this time.

Senator COLEMAN. Thank you, Ms. Jones. Mr. El-Hindi.

TESTIMONY OF JAMAL EL-HINDI,* ASSOCIATE DIRECTOR FOR
REGULATORY POLICY AND PROGRAMS, FINANCIAL CRIMES
ENFORCEMENT NETWORK, VIENNA, VIRGINIA

Mr. EL-HINDI. Thank you. Chairman Coleman, Senator Levin
and distinguished Members of the Subcommittee, thank you for the
opportunity to appear before you today to discuss the Financial
Crimes Enforcement Network’s (FinCEN) ongoing efforts to ad-
dress money laundering and terrorist financing concerns associated
with the lack of transparency in the ownership of certain legal enti-
ties.

We appreciate the Subcommittee’s interest in this important
issue and your continued support of our efforts to help prevent il-
licit financial activity.

I am also pleased to be testifying with my colleagues from the
Department of Justice and Internal Revenue Service. Each of these
agencies plays an important role in the global fight against money
laundering and terrorist financing, and our collaboration on these
issues has greatly improve the effectiveness of our efforts.

FinCEN’s mission is to safeguard the financial system from the
abuses of financial crime, including terrorist financing, money
laundering, and other illicit activity. Key to our mission is the pro-
motion of transparency in the U.S. financial system so that money-
laundering, terrorist financing, and other economic crime can be
deterred, detected, investigated, prosecuted, and ultimately pre-
vented. Our ability to work closely with our regulatory, law-en-
forcement and international partners assists us to achieve consist-
ency across our regulatory regime and consequently to better pro-
tect the U.S. financial system.

As mentioned in my written testimony, FinCEN has been evalu-
ating the vulnerabilities to the financial system by the misuse of

1The prepared statement of Mr. El-Hindi appears in the Appendix on page 107.
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legal entities. While a lack of detailed reporting or disclosure re-
quirements under most State laws allows for expeditious formation
of legal entities, this practice poses potential risks for money laun-
dering and other financial crime.

In response to concerns raised by law-enforcement regulators and
financial institutions regarding the lack of transparency associated
with the formation of shell companies, FinCEN prepared an inter-
nal report in 2005 on the role of domestic shell companies, and par-
ticularly LLCs, in financial crime and money laundering. An up-
dated version of this report was publicly released last week.

The study concludes that the lack of transparency in the forma-
tion process of shell companies, the absence of owner disclosure re-
quirements, and the ease of formation of these legal entities make
these corporate vehicles attractive to financial criminals to launder
money or conduct illicit financial activity. This, in turn, poses
vulnerabilities to the financial system both domestically and inter-
nationally.

That is why finding a way to address the misuse of legal entities
in the context of the Bank Secrecy Act has been and continues to
be a priority for FinCEN.

FinCEN is undertaking three key initiatives to deal with and
mitigate the risks associated with misuse of legal entities. Concur-
rent with the findings of our report, FinCEN issued an advisory to
financial institutions highlighting indicators of money laundering
and other financial crime involving shell companies. The advisory
emphasizes the importance of identifying, assessing, and managing
the potential risks associated with providing financial services to
such entities.

FinCEN is continuing its outreach efforts and communication
with State governments and trade groups for corporate service pro-
viders to explore solutions that would address vulnerabilities in the
State incorporation process, particularly the lack of public disclo-
sure and transparency regarding beneficial ownership of shell com-
panies and similar entities.

Finally, FinCEN is continuing to collect information and study-
ing how best to address the role of certain businesses specializing
in the formation of business entities and what role they might play
in addressing the vulnerabilities that are the subject of this hear-
ing.

In conclusion, Mr. Chairman, we are grateful for your leadership
and that of the other Members of this Subcommittee on this issue,
and we stand ready to assist in continuing efforts to ensure the
safety and soundness of our financial system.

Thank you for the opportunity to appear before you today. I look
forward to any questions you have regarding my testimony.

Senator COLEMAN. Thank you very much, Mr. El-Hindi.

You indicated that money-laundering and terrorist financing are
the concerns, I just want to reiterate that. These are national secu-
rity‘?issues that are raised by the lack of transparency; is that cor-
rect?

Mr. Er-HiNDI. That is correct.

Senator COLEMAN. Ms. Jones, you indicate that a majority of
companies are certainly legitimate. This is not casting an asper-
sion. But the challenge then becomes, and the challenge of the Sub-
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committee is how do we deal with the potential for abuse out there
because of the lack of information? Mr. Burgess talks about the
connection between transparency and accountability. If we had
more transparency, we would get compliance.

I would presume on the next panel we are going to hear from
folks who are going to talk about the importance of speed in these
transactions and the fact that most companies are legitimate.

Help me figure out a way, I am trying to figure out a way that
we work through this. Are there specific changes in Federal law
that could be made. If you were in a position to simply change an
existing statute, what would be the change that you would make
to increase the measure of transparency, accountability, and com-
pliance without undermining some of the business concerns that
have been raised? Whoever wants to respond to that. To me, that
is the $64,000 question.

Mr. NAsSH. Mr. Chairman, I think you are right, that is the
$64,000 question. And we are not yet in a position to propose spe-
cific statutory fixes. I think, as you pointed out in your opening
statement, there are a number of interests that need to be balanced
here. And I do not want to minimize for a second the problem. The
problem, from a law enforcement perspective, is a hugely signifi-
cant problem and we are having investigations, and important in-
vestigations, that are hitting brick walls because there is no one
out there that has the information regarding beneficial ownership
that we need to pursue those investigations.

But certainly balanced against the magnitude of the problem are
issues related to both federalism concerns with respect to the
States, this has been traditionally an area that States have regu-
lated at that level. And so I think a Federal response should be
viewed as the last alternative, and we are not quite there yet to
say that we are ready for the last alternative.

And then the third group of concerns is, of course, the fact that
the vast majority of these corporate institutions are legitimate
business institutions, and we would not want to be doing anything
to disrupt the formation of legitimate businesses for legitimate
commercial activities.

Senator COLEMAN. I want to just, if I can though, push back a
little bit. And by the way, it is not just hitting a brick wall in our
investigations, but it is impacting our relationships with other
countries. Other folks are coming in and saying hey, can you give
us information? Our answer is no, because we do not have it.

Mr. NAsH. That is absolutely right.

Senator COLEMAN. I am still going to ask you to respond to my
question for specific changes, but I will throw one additional ques-
tion on the table. I understand the sensitivity about a Federal re-
sponse, but it seems from what we have been looking at, reading
the various reports, that one of the problems you have, absent a
Federal uniform standard, is that the States who step forward to
be accountable put themselves at a financial disadvantage. Is there
a need for minimal Federal standards?

Are there some things that we can do at the Federal level that
would provide a level playing field, would help us in our ability to
get greater transparency, but would not undermine legitimate busi-
ness activity? Mr. Burgess, would you want to offer anything here?
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Mr. BURGESS. I echo the comments of my colleague. I think the
sensitivity is while we have been discussing a number of issues,
there are not any one thing that I can propose. I would venture to
say it is probably going to be a combination of a lot of factors. I
heard one of my other colleagues from FinCEN talk about out-
reach. I know that there is efforts by the States in terms of under-
standing the problems it presents.

So I would venture to say there is probably no one solution. But
I can say, not being in the policy arm of the IRS, I am not able
today to offer you a recommendation.

Senator COLEMAN. Thank you. Ms. Jones.

Ms. JONES. Mr. Chairman, as you and the other Members of the
Subcommittee are aware, our work actually focused on how compa-
nies are formed in each State and identifying the information
which is currently collected. Given the State/Federal issue, it was
actually outside the scope of our work to look at other possible op-
tions or changing existing laws.

Senator COLEMAN. And I understand the hesitancy. I am asking
you to rely upon your own good common sense, without putting you
at risk in terms of policy for department or anything. You have
looked at the problem. You have studied the problem. I am just try-
ing to get a little guidance here of a couple of things that we can
put on the table and then we will ultimately sort it out ourselves.

Mr. El-Hindi, do you want to be a little bolder here?

Mr. EL-HINDI. I think what we are focusing on are the things
that we can actually do within the existing statutory framework.
And we have identified some things that we can do. Outreach and
changing the culture of what is going on in the United States is
key, and making sure that people are aware how these vehicles can
be misused.

We also will be considering a regulatory approach in terms of
trying to work with the Bank Secrecy Act and identifying ways in
which its promotion of transparency and the entities covered under
that could be used, as well.

You mentioned the issue of change in laws. One of the things
that we point out in our study, in our preliminary study, is our pre-
liminary assessment of the laws in place right now. Our study indi-
cates that the States changing those laws to increase transparency
does not necessarily lead to a flight away from those jurisdictions.

Senator COLEMAN. Thank you, Mr. El-Hindi. Senator Levin.

Senator LEVIN. I would like to ask you to be a lot bolder, frankly.

This has been a problem for how long, Mr. Nash?

Mr. NasH. Well, there has never been a regime in place where
beneficial ownership

Senator LEVIN. I am talking about law-enforcement’s problem in
getting information it needs. How long has that been a problem?

Mr. NaAsH. I think it has been a problem since at least the late
1970s and probably before.

Senator LEVIN. With the IRS, Mr. Burgess, how long has this
been a problem?

Mr. BURGESS. I think the first State to pass that statute was in
1977. So I would say starting from that point forward.

Senator LEVIN. When can we expect some recommendations from
the Executive Branch to get at this problem, which is we cannot
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determine who the real owners are of corporations. Therefore, they
not only escape tax liability but it opens up the misuse of corpora-
tions to abuse, to money laundering and so forth. When can we ex-
pect some specific recommendations from your agencies?

Mr. NAsH. There has been a multi-agency task force that was set
up right in the wake of the FATF finding that found us non-compli-
ant with respect to Recommendation 33. They are in the midst of
putting together their thoughts on this and coming up with a rec-
ommendation. I cannot give you a time frame as to when their
work will be completed, but I do not want you to come away from
this with the impression that this is a matter that the Administra-
tion is throwing up their hands and identifying the problem and
not going to be in a position to come forward with recommenda-
tions. I fully expect we will have recommendations. I just do not
have them for you today.

Senator LEVIN. Could you give us some kind of an idea as to
when those recommendations would be forthcoming?

Mr. NAsH. Other then to tell you that the time frame that FATF
has given us to come within compliance is—they are going to look
again at us in 2 years. And so clearly we want to be in a position
to present any recommendations to Congress well in advance of
that 2-year time frame. I would expect you could expect something
within the next calendar year.

Senator LEVIN. Mr. Burgess, when is the IRS going to give us
some recommendations to address this law-enforcement problem
which you and Mr. Nash have very appropriately described as a
very significant law-enforcement problem?

Mr. BURGESS. Senator, one of the things we have underway, as
I mentioned in my testimony, is an issue management team. And
that is a collection of issue specialists from every realm. And what
we are doing is looking into the scope of this, trying to basically
size the problem up from every angle.

One of the outcomes of that team would be recommendations
going forward through our legislative channels through Treasury.

As to an exact time frame when they will work their way to this
Subcommittee, I cannot give you an exact time. Hopefully, it would
be some time during the next year, in terms of those being obvi-
ously shared with Treasury. There is a lot of discussion.

One thing I might share with you—I know there was some pre-
liminary discussion in preparation, and we have given a lot of
thought to this—about things that we could currently do? One of
the suggestions was requiring when someone requests an Employee
Identification Number to also reveal who the beneficial owner is.

There is a lot of merit to that, but when you look at it, it is not
quite so simple. First of all, all of these entities did not have to
have an Employer Identification Number. The second thing is own-
ership of these entities changes. We have no way of tracking own-
ership. Some of the things that I described in my testimony, like
the bearer shares and some of the other things, are frequent by
changing.

The third problem, as Ms. Jones discussed in her testimony, is
that the information would become part of tax-related information.
Certainly under Section 6103, it could not be freely disclosed. So
what I am saying is sometimes under the surface of things, it is
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not quite so simple. But we are definitely pursuing the issue and
there is much discussion going on in terms of ideas we can hope-
fully advance to you.

Senator LEVIN. There is always complexity to issues. There is not
an issue that I know of that we deal with that is not complex. But
you have been dealing with this problem for two decades or more.

I think the people who pay taxes in this country and who are
abused by money laundering and who are less secure because of
the abuses of money laundering and other problems have a right
to our agencies and to us acting. And it is not good enough, frank-
ly, to simply say you are studying it and it is complex. Been there,
done that.

I think we ought to expect from your agencies some kind of an
estimate as to when we could expect proposals to address problems
which you acknowledge. I mean, we have a GAO report which is
one of a series of reports. Your agencies have come up with reports.
We all know it is a major problem. Your testimony is clear about
the problem. And it seems to me that we have a right to expect
from your agencies an estimate as to when you will be proposing
corrections for what are acknowledged to be significant threats to
our financial security and to our national security.

Can we expect that you would tell us for the record, after going
back and consulting with your agencies, approximately when we
could expect recommendations? Is that a request, Mr. Nash?

Mr. NAsH. That is a fair request.

Let me just say, Senator Levin, that one reason you have not got
requests before now is that it is only recently that this has become
the largest problem that we face in the realm of trying to get infor-
mation related to money laundering investigations, in large part
because of the good work of this Subcommittee and Congress, in
general. Up until now or up until very recently the significant
problem was getting information out of financial institutions. And
a number of the measures that were passed in the PATRIOT Act
and in response to law-enforcement concerns in this realm that
have come up in recent years have taken some of the more signifi-
cant issues off the table that have left this as a very significant
issue that is yet to be addressed.

I just throw that out in defense of our agencies and that this has
gotten to the top of the to do list only because some of the more
significant issues that were above it have gotten crossed off.

Senator LEVIN. My time is up. Thank you.

Senator COLEMAN. Thank you, Senator Levin. Senator Carper.

Senator CARPER. Thanks, Mr. Chairman.

Ms. Jones, thank you for your testimony and for the submission
and the work that GAO has done.

On page 12 of your testimony, I read in bold print on the left-
hand margin of that page. It says more company ownership infor-
mation could be useful to law-enforcement but concerns exist about
collecting it. And then you have four bullet points along the side
of the second half of that page.

Just run through those again for me. And what I am really inter-
ested in are what are those costs? What are the benefits if those
costs are incurred by States and others? And are the benefits worth
the costs?
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Ms. JONES. Senator Carper, I can speak about the costs. We ac-
tually did not try to do a cost-benefit analysis but I can give you
a little bit more detail about the costs that the States could incur.

First of all, a number of States told us that it could require more
time, therefore more staff effort. That is where the cost comes in.
It could increase the workloads for State offices and agents if they
were required to collect more information.

Because a lot of companies place a lot of emphasis today on cre-
ating corporations in a short amount of time, the States were con-
cerned that requiring more information could mean that some com-
panies would feel that the amount of time required to create the
corporation might not be worth the effort to do so.

Some of the State officials felt that they could lose State revenue,
particularly if all 50 States information requirements were not uni-
form. They felt that the States with more stringent requirements
could lose business to other States or to other countries.

And they also mentioned that there might be a loss of business
for agents because individuals can form their own companies. They
might choose that option. And agents also thought that it could be
difficult to collect and verify more company information if they
were required to do so.

Senator CARPER. This is sort of an observation. We are reluctant
in Congress, on the part of the Federal Government, to impose un-
funded mandates on States, ask them to do certain things and to
incur certain costs, unless we know what those costs are somehow
made up for.

I agree with you that there are costs, and I think you have sum-
marized them pretty well. It would be interesting to know what the
benefits are and how we could quantify those relative to the costs.

I do not know who to direct that to but I would just raise that
as an issue.

I would like to ask, and this can be for anyone on the panel, are
you all aware of any States that have taken action on their own
to address some of the problems in their laws on business forma-
tion, on incorporation and registration of new businesses, that can
lead to things like money laundering and to tax evasion?

Mr. ErL-HIinDI. With respect to Delaware, for example, we have
completed our initial assessment in 2005. And part of the update
of our study for the public release enabled us to assess changes
that had occurred in Delaware. It is referenced in our report where,
for example, standards of conduct with respect to corporate agents
or corporate service providers were bolstered. That is one step, we
would say, in the right direction. And we use that as an example
of pointing out how outreach to the States and discussing with
them this problem can lead to some developments.

Senator CARPER. Are there other States that you picked up as
you updated your study?

Mr. EL-HINDI. I could get back to you.

Senator CARPER. Would you do that for the record, please?
Thanks. Anybody else?

I think, Mr. Burgess, it was in your testimony that you singled
out several States—I think Nevada, Wyoming, and Delaware—as
three States that are—I think your term was most accommo-
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dating—for those businesses that might want to hide their owner-
ship information for one reason or another.

Is there some reason why these three States or maybe some oth-
ers should be singled out? Is there any legitimate reason for some
of the features these States and others might have in common?

Mr. BURGESS. Let me speak first to Wyoming and Nevada. They
are two States that have a number of registered agents that can
also serve as nominees, nominee officers, as well as the registered
agents, which is unique to that particular State.

There are also, as I mentioned in my testimony, two States that
also allow the issuance of bearer shares, meaning that anyone who
physically is in possession of those is in ownership of the corpora-
tion.

In reference to Delaware, the reference there was primarily due
to the requests we receive from our tax treaty countries. Delaware
is prominent in that. And one of the reasons 1t might be, and I will
offer this, is because Delaware obviously has a status in terms of
being recognized in terms of a U.S. corporation. I think that might
be one of the reasons. But there is a prominence. And I was really
speaking, when I spoke of Delaware in the testimony, in that re-
gard. It tends to be one of the States that tends to be favored as
shell companies are actually sold and resold to others outside of
this country, in Eastern Europe and the Russian Federation. It is
one of the States that tends to be one of the largest recognized in
those requests that we receive.

Senator CARPER. Anyone else want to comment on that?

Would you repeat your answer, Mr. Burgess? [Laughter.]

Mr. BURGESS. That is like asking me to reach over and hit that
third rail.

Senator CARPER. I did not count the number of times I heard the
term beneficial owner mentioned, but I heard it a lot. And there
are obviously beneficial owners and then there are other owners.
Can somebody give us a primer on the difference between bene-
ficial owners and some of the other categories of ownership? Why
do we focus so much on beneficial ownership?

Mr. BURGESS. Just quite simply, I would say a beneficial owner
is actually the person in control—that actually possesses the con-
trol over the operations of the corporation. It directs its activities.
In many cases, that may not be what appears on the surface. You
have a president, for instance, that may be a nominee officer. But
it is the person that truly exercises control.

Senator CARPER. My time has expired.

There is a second half to my question. Mr. Chairman, could I just
ask them to answer the second half?

Senator COLEMAN. Absolutely.

Senator CARPER. Just mention, other than beneficial ownership,
what are some of the other categories of ownership that we should
be mindful of?

Ms. JONES. There are directors and managers of corporations and
limited liability companies and they can also exercise a high degree
of control. So it is important to know who those people are, too.

Senator CARPER. OK, thank you very much.

Senator COLEMAN. Ms. Jones, I think it is very fair to say that
your report, particularly the conclusion, is very balanced in the
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end. You lay out that on the one hand there are legitimate con-
cerns that are raised by the States. On the other hand, we have
a situation here where there are deep concerns, legitimate concerns
that law enforcement has.

Let me ask you, in your conversations—I want to get back to so-
lutions if we can. In your conversations with the States, did any
of the State officials offer up any ways in which the system could
be improved? Did they offer some solutions? I recognize the con-
cerns they have, as I do, about unfunded mandates. But did they
come up and say here are some things I think we could do that we
are not doing today?

Ms. JONES. Senator Coleman, we spoke to a number of States in
the course of doing our work. And at the moment I do not actually
recall that any particular State offered solutions. But I would be
happy to get back to you on that.

Senator COLEMAN. I would appreciate it if you would. Again, as
I said, the report does a very good job of laying out this balance.

INFORMATION PROVIDED FOR THE RECORD FOLLOWS:

Question from Senator Coleman: In your conversations with the States,
did any of the State officials offer up any ways in which the system could
be improved? Did they offer some solutions?

Response of Ms. Yvonne Jones for the record: In our interviews with State
officials, we heard of potential changes to the system from one State, Dela-
ware. We learned in our interview with Delaware officials that the Corpora-
tions Division of Delaware’s Department of State was discussing with the
State legislature various approaches to enhancing the State’s authority to
oversee registered agents. One approach they were discussing would be to
require the Secretary of State to verify the ability of a registered agent to
serve process. If the State found that the agent did not have the ability to
serve process, then the State would refuse to certify the individual or entity
to be a registered agent. Another approach would define specific informa-
tion about Delaware business entities that registered agents must main-
tain. They also were discussing the idea of requiring registered agents to
know beneficial owners and maintain the ownership information but the
economic impact on Delaware was a concern. An official said there was
some consensus, however, that registered agents should at least know who
seeks their services. An official said another idea discussed with the reg-
istered agent community was to have the State license registered agents in
Delaware, but the State had not explored what the cost implications of this
option would be. The official noted that another idea might be to turn the
licensing of agents over to the industry. The official said that both options
could pose problems for the small registered agents.

Senator COLEMAN. The problem is the status quo does not reflect
the balance. The status quo reflects the concerns. And certainly, as
the report indicates, they are very legitimate concerns. But it does
not then say is how we are going to address those concerns, here
is what we are going to do to deal with the potential we have for
money laundering, the potential we have for hiding assets. The
problems with nominees, of not knowing who the beneficial owner
is. In Nevada, as I think you indicated, Mr. Burgess, there is no
requirement that the person listed in the company registration
have any connection with the corporation. So you have a sham, a
shell owner. That is the problem. You can have shell ownership
and no way for law-enforcement to understand where the money is
coming from?

So how do we close this information gap—we load up our banks
with a whole range of reporting requirements to combat money
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laundering. It seems to me we have a big hole here. We have a big
hole. And I am looking for some way to fill it, being sensitive to
the concerns that are raised.

So please, I would ask you to go back, and if there have been
specific recommendations, give them to us because we need that.

Mr. Burgess, there has been, I think, a number of individuals.
Mr. El-Hindi talked about outreach at least as one of the things
that can be done.

Does the IRS has some responsibility? Who is going to do the
outreach? If you are going to talk to States and the private sector
about some of the concerns and the danger here, who has the re-
sponsibility of doing that?

Mr. BURGESS. Within the IRS, we have a stakeholder group, and
we do have a working relationship with the States. And let me say,
I have not found the States to be uncooperative. I do not think that
is the issue that we are saying from that standpoint. But certainly,
we do have an arm that can do outreach.

I think one of the other things that the issue management team
that I explained to you would also explore is whether there is a role
for outreach to the registered agents here? One of the things that
I highlighted in my testimony was dealing with registered agents,
who also serve as nominees and nominee officers and others. Is
there a role there in terms of outreach that we can do with their
organization regarding potential guidelines they can mandate for
themselves within their own industries.

Senator COLEMAN. I would urge then that we go back and look
at this issue of outreach and figure out who has some responsibility
and then be prepared to move forward on that. Senator Levin.

Senator LEVIN. Thank you, Mr. Chairman.

We have to get some more examples of these problems that you
have summarized in your testimony. And I think there are some
folks with you today who can describe to us some specific incidents,
examples, cases. Mr. Burgess, are there one or more people with
you, for instance, that could tell us what IRS is up against? And
then I will turn to you, Mr. Nash.

Mr. BURGESS. Yes, Senator. I have Robert Northcutt accom-
panying me today. Robert has first-hand experience in dealing with
some of these transactions. Robert is our Director of our Abusive
Transactions Office. I would be happy to have him answer.

Senator LEVIN. I wonder if you could give us your name. Do we
need to swear him in? I am not sure.

Senator COLEMAN. I think we need to.

Do you promise that the testimony you are about to give before
the Subcommittee is the truth, the whole truth, and nothing but
the truth, so help you, God?

Mr. NORTHCUTT. I do.

Senator COLEMAN. You may proceed.

ROBERT NORTHCUTT, ACTING DIRECTOR, ABUSIVE TRANS-
ACTIONS OFFICE, SMALL BUSINESS/SELF EMPLOYED DIVI-
SION, INTERNAL REVENUE SERVICE

Mr. NORTHCUTT. Yes, sir, you asked my name. It is Robert
Northcutt. Currently I am the Acting Director of Abusive Trans-
actions with the Small Business/Self Employed Division.
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Senator LEVIN. Of the IRS?

Mr. NORTHCUTT. Yes, sir, with the Internal Revenue Service.

In addition, I am a program manager who is overseeing this par-
ticular issue management team that was discussed by Mr. Burgess.
It is something that originated approximately 4 or 5 months ago,
and essentially what has occurred is, under Code Section 6700 of
the Internal Revenue Code, we are allowed to go ahead and pursue
promoter investigations.

We have pursued a couple of these investigations with respect to
some of these registered agent or nominee incorporating service
businesses. We have, at present, a cooperative promoter and an un-
cooperative promoter. With respect to the cooperative one, we have
managed to secure a list of its clientele for every other letter of the
alphabet. In fact, we did a non-statistical sample of one letter of
the alphabet. And in checking the records of corporate filings and
other information, we discovered that roughly 50 percent of the en-
tities that have been formed under the letter O, in fact, had compli-
ance problems, some of them rather extensive.

In one particular case, there were even Federal contracts that
had been entered into with various Federal agencies. And this cor-
poration, in fact, was not filing tax returns, and the 100 percent
shareholder was not filing tax returns, to the extent of several mil-
lion dollars.

With respect to the uncooperative registered agent promoter, the
difficulty we have is we are not getting access to its clientele. And
so we are actually having to go in and trace the money as far as
the funds this registered agent received for setting up these cor-
porate entities, and then go backwards from where the money
originated, identifying the entities that are actually involved. In
that particular case, we are seeing an even higher incidence of non-
compliance with the Federal tax laws.

We have recently canvassed our revenue agents and collection of-
ficers in the field with respect to obstacles that they have encoun-
tered and some of the issues that they have observed. With respect
to our collection activities, it is extensive in the sense that any time
we have a nominee or shell corporation, it presents an obstacle in
trying to levy or lien assets upon which we can collect tax defi-
ciencies. Some of these have recently involved listed transactions,
specifically an intermediary transaction, that falls out under Notice
2001-16.

But in addition to that, we have seen these nominee and shell
corporations set up to facilitate employee stock option plans, Roth
IRA schemes, corporation sole, obviously offshore credit cards and
debit cards, LLCs that do not file returns because they, in fact,
have a separate filing requirement.

With a limited liability corporation you have what is called a
“check the box.” You can operate as a sole proprietorship, a part-
nership, or a corporation. And depending on how the box is
checked, it will have a different filing requirement.

Senator LEVIN. The transactions that you made reference to, you
are talking there about tax shelters?

Mr. NORTHCUTT. Yes, sir. I am sorry.

Senator LEVIN. But all of these items that you just rattled off,
each of those could have some real tax compliance problems?
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Mr. NORTHCUTT. That is correct, Senator. And there are other
items, as well, and it is not just with respect to Federal taxes. We
have also observed situations in which parallel corporations will be
established, one with an operating business in one State and then
a shell corporation in another State that perhaps has some of the
difficulties we have described. And what will occur is the shell cor-
poration will act as a management company for the operating busi-
ness, and funds will then be transferred from the operating busi-
ness to the shell corporation.

As I am sure you are aware, there is not a requirement for a
1099 reporting or anything like that between corporations. So the
only thing we observe is a canceled check or wire transfer to a sep-
arate corporation. In the event that we are looking at the operating
company, to conduct an examination, to prove the expenses we
would obviously ask for a receipt, an invoice, those kinds of things.

In this environment, those documents are easy to prepare and
appear legitimate for our examiners who are looking at the oper-
ating company. Very rarely would we have that same examiner
cross State lines to examine the company that received the funds
or even, for that matter, pursuing whether or not it had, in fact,
filed a tax return.

Those are some of the additional things. We have also warehouse
banking arrangements, offshore brokerage accounts. And in fact, as
I was pointing out, the State schemes are not just defeating our
purposes. They also defeat the State income tax and sales tax ac-
tivities.

Senator LEVIN. The lack of the ownership information here is one
of the key problems that you face in tracking and tracing these
transactions; is that accurate?

Mr. NORTHCUTT. Yes, sir, it is. That is very accurate, Senator.

Senator LEVIN. So what you need is to know who the beneficial
owners, who the real owners are of these entities, and that is not
available to you?

Mr. NORTHCUTT. That is correct, Senator.

Senator LEVIN. You can do the tracking if you can find out who
the beneficial owners are; is that correct? In other words, the key
issue—and this is where, Ms. Jones, it seems to me we have to
come back to you. You talk about listing and verifying. I think they
probably, for starters at least, would be happy just to have a list
of the beneficial owners so they can track these folks down. But if
they are using nominees or agents that are registered agents that
have no ownership interest or they are using lawyers who say that
is a privileged transaction or a privileged matter as to who the
owners are, they run into blank walls.

So when you look into cost benefit, which is obviously relevant,
you should look not just at the cost of listing, which seems to me
to be nominal, but the look at the benefit to knowing who the bene-
ficial owners are. A number of States do it and we insist that other
countries do it. And a lot of the tax haven countries do it. They tell
us at least they have the information. They will not tell us, but
they have the information as to who the beneficial owners are.

We cannot get the States to list the beneficial owners, not even
getting to the verification issue, which involves a cost because
there is transfer involved and so forth.
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So when you go back and look at this on cost benefit, I hope you
will look not just at cost of listing and verifying, but just the cost
of listing to give at least a leg up to our law-enforcement people
so they can start tracking. And of course, if they list fraudulently,
or if they do not list the real owners, then you have a fraud issue.
You have a false information issue with the local government.

Your testimony, Mr. Burgess, is extreme helpful.

I am way over. Senator Carper, I am holding you up, too.

Mr. Nash, do you have someone here with you who can do the
same thing here and give us specific examples?

Mr. NasH. I am afraid I do not have anyone to take my place,
but there is one category of cases that I do not think has received
quite enough attention in this discussion that I would like to just
discuss briefly, which is the terrorist financing cases. I am not sure
anyone has quite outlined for the Subcommittee yet why it is that
this poses a particular issue in the area of terrorist financing.

That is, as you know, Senator Levin, the way our statutory re-
gime is set up with respect to terrorist financing, it relies on a des-
ignation process. And through the State Department and through
OFAC, certain entities are named and designated as entities that
our government believes are terrorist organizations. And financial
transactions with those entities, those designated entities, are
therefore prohibited. It is prohibited to give material support to
those organizations. And if they appear on the OFAC list, it is a
crime to engage in any financial transactions with them.

When you focus on that, it is very easy to see how this particular
problem that we are talking about today becomes such a problem
in the area of terrorist financing, because obviously a terrorist or-
ganization that finds themselves on the State Department list or
on the OFAC list, the first thing they are going to want to do is
establish an alter ego that is not designated and that to the world
is a clean face that can engage in financial transactions and the
world can engage in financial transactions with that entity without
the stigma of dealing with a designated terrorist organization.

And so in that realm, it is very important for us to be able to
track beneficial ownership with respect to company formations so
that we can track that back to a designated terrorist organization.

Senator LEVIN. To whom the real owners are, which will be the
terrorist organization in your example; is that correct?

Mr. NAsH. That is right.

Senator LEVIN. And if they just, for instance, buy an old shell
corporation or have it formed by some company that forms corpora-
tions for $100 over the Internet, then they appear to have a clean
company. It is not on the list. But the real owner, the beneficial
owner, is the terrorist organization.

Mr. NAsH. That is right.

Senator LEVIN. And unless the beneficial owner, that terrorist or-
ganization, is listed, law enforcement is frustrated. Is that correct?

Mr. NasH. That is correct.

Senator LEVIN. Thank you. Thank you, Mr. Chairman.

Senator COLEMAN. Thank you very much, Senator Levin.

I will excuse this panel. I want to thank you for your testimony.

If T could paraphrase a movie, “Houston, we have a problem.” I
am not sure that we have arrived at the solutions today but clear-
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ly, particularly given the last line of questioning, Senator Levin, we
clearly have a problem that needs to be better addressed.

I want to thank the panel.

Senator LEVIN. And if our witnesses could let us know when
those recommendations would be forthcoming, we would very much
appreciate it.

And Mr. El-Hindji, if you would let us know whether or not your
organization is going to be issuing a regulation next year. Do we
expect that?

Mr. EL-HINDI. I will follow-up with you on that. Something like
that is certainly a possibility but it is one of many possibilities in
terms of how we approach this.

Senator LEVIN. Can you fill us in for the record as to whether
that is going to be forthcoming?

Mr. EL-HINDI. Yes, sir.

Senator LEVIN. Thank you, Mr. Chairman.

Senator COLEMAN. Thank you.

I would now like to welcome our second and final panel of wit-
nesses to today’s hearing. Richard J. Geisenberger, the Assistant
Secretary of State for Delaware; Scott Anderson, Deputy Secretary
of State for Commercial Recordings of the office of the Secretary of
State for the State of Nevada; and finally Laurie Flynn, the Chief
Legal Counsel for the Office of the Secretary of the Commonwealth
for the Commonwealth of Massachusetts.

I would welcome each of you to today’s hearing and look forward
to your testimony.

As you are aware, pursuant to Rule 6, all witnesses who testify
before this Subcommittee are required to be sworn. At this time I
would ask you to all stand and raise your right hand.

Do you swear the testimony you are about to give before this
Subcommittee is the truth, the whole truth, and nothing but the
truth, so help you, God?

Mr. ANDERSON. I do.

Mr. GEISENBERGER. I do.

Ms. FLYNN. I do.

Senator COLEMAN. We have a timing system. I think we have the
new boxes there, by the way.

Senator LEVIN. What are they, Mr. Chairman?

Senator COLEMAN. I do not think you have to press a button for
the sound to go on now. I think it is perhaps a little more auto-
mated there. High tech. We are getting very high tech, Senator
Levin.

I believe that one minute before the red light comes on you will
see the light change from green to yellow. So at that point please
summarize your, testimony. Your written testimony will be printed
into the record in its entirety.

We will start with you, Mr. Geisenberger, then go to you, Mr.
Anderson. And finally we will conclude with you, Ms. Flynn, and
then we will proceed with our questions.

Mr. Geisenberger, you may proceed.
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TESTIMONY OF RICHARD J. GEISENBERGER,! ASSISTANT SEC-
RETARY OF STATE, STATE OF DELAWARE, DOVER, DELA-
WARE

Mr. GEISENBERGER. Mr. Chairman, Members of the Sub-
committee, thank you for this opportunity to testify on this impor-
tant subject.

Delaware is the legal home to more than half of all publicly trad-
ed companies in the United States and 61 percent of the Fortune
500 companies. The reasons to incorporate in Delaware are compel-
ling, as mentioned by Senator Carper, modern and flexible cor-
porate laws, a highly regarded judiciary to name just a few.

More than 750,000 business entities representing every sector of
our Nation’s economy are registered in Delaware, from small mom-
and-pop businesses, private investment vehicles, religious and
charitable organizations, to large well-capitalized companies, from
publicly held General Motors to privately held Cargill. Many Dela-
ware legal entities are affiliated with such large firms and are cre-
ated to facilitate the financings, alliances and investment vehicles
in which those large businesses engage.

We commend the GAO for a generally balanced and factually ac-
curate report highlighting the challenges involved in collecting ben-
eficial ownership information and the role of third parties in the
company formation process.

Unfortunately, it is our view that the money-laundering threat
assessment and the FATF reports present a far less-balanced view.
We take strong exception to the FATF’s conclusion that Delaware
encourages secrecy and its State policies are driven by “a powerful
lobby” of company formation agents. Indeed, as shown in the GAO
reports, no State does verification and no States collected true ben-
eficial ownership information reaching down to the actual individ-
uals that own equity and exert control.

To the contrary, Delaware’s laws promote the efficient flow of
capital by allowing businesses to order their affairs in ways that
meet ever changing business conditions. Our laws reflect the input
of corporate attorneys across the United States and are driven by
a balancing of interests among companies, investors, law-enforce-
ment, and others.

With respect to the role of company formation agencies and reg-
istered agents, for over a decade Delaware has applied standards
of conduct to its online agents. The State has also led the Nation,
enacting a new statute this year that sets enhanced qualifications
for Commercial Registered Agents and creates procedures to put
rogue registered agents out of business.

As for beneficial ownership disclosure, it is the view of Delaware
that: One, a reporting system that includes public companies would
be a logistical and costly nightmare for corporate America; two,
that even a self-reporting system that exempted public companies
and their affiliates would have immense verification costs and sev-
eral definitional problems; and three, such a system would impose
costs on legitimate private businesses that seem vast in relation to
the benefits that are, at best, uncertain.

1The prepared statement of Mr. Geisenberger appears in the Appendix on page 115.
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Indeed, FinCEN’s recent report acknowledges that a system of
self-disclosure of managers and members is easily thwarted be-
cause money-launderers will falsify identities and most U.S. invest-
ment strategies rely extensively on the use of other business enti-
ties as equity holders.

But perhaps the single greatest concern we have is the likelihood
that the role of Delaware, and indeed the United States, would
shift from that of providing an attractive investment environment
for domestic and international capital, one that values privacy, effi-
ciency and the ease of capital formation, to being replaced by one
of having regulatory and investigative oversight of the equity hold-
ers of the millions of legitimate enterprises in the United States.

Indeed, we believe that reforms are best focused on enhancing
the ability of government officials to follow the money through the
financial services system and providing resources needed to inves-
tigate and deter illicit activities. Delaware’s recent amendments
are a step in the right direction and deserve consideration in other
jurisdictions. We also recommend that the Federal Government
study whether existing Federal laws should be augmented.

For example, to create the level playing field mentioned by Sen-
ator Coleman, the Federal Government could study the costs and
benefits of gathering additional beneficial ownership information
through the Federal Tax ID application process.

Delaware is merely one stakeholder in this issue. We recommend
that any discussion of these issues have input from the countless
large and small companies and investors that would be most af-
fected by a beneficial ownership disclosure requirement. It is criti-
cally important to hear their voices on the relative costs and bene-
fits of such a system.

On behalf of the State of Delaware, I thank you for this oppor-
tunity to share these oral comments and our written testimony and
look forward to answering any questions.

Senator COLEMAN. Thank you, Mr. Geisenberger. Mr. Anderson.

TESTIMONY OF SCOTT W. ANDERSON,! DEPUTY SECRETARY
OF STATE FOR COMMERCIAL RECORDINGS, OFFICE OF THE
SECRETARY OF STATE, STATE OF NEVADA, CARSON CITY,
NEVADA

Mr. ANDERSON. Thank you, Mr. Chairman.

Good afternoon, Mr. Chairman, Mr. Levin, and Subcommittee
Members. My name is Scott W. Anderson. I am Deputy Secretary
of State for Commercial Recordings for Nevada Secretary of State,
Dean Heller.

It is an honor to be here before you today and I thank you very
much for the opportunity to participate in this hearing.

My comments today will be a brief summary of the information
included in my written presentation that was submitted earlier to
the Subcommittee. To begin, I would like to qualify my written
statement, included in your materials, regarding the GAO report
“The U.S. Money-Laundering Threat Assessment and the FATF
Report.” My comments were strictly from a Nevada filing officer’s

1The prepared statement of Mr. Anderson with an attachment appears in the Appendix on
page 133.
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standpoint and do not reflect the standpoint of others on issues
outside the processes of the filing office.

The Commercial Recordings Division of the Nevada Secretary of
State’s Office is responsible for the processing and filing of the or-
ganizational and amendatory documents of entities organized pur-
suant to Title 7 of the Nevada Revised Statutes. Nevada’s business
friendly statutes, tax structure, liability protections, and commit-
ment to service, and an active resident agent and service provider
industry have all helped make Nevada a leader in the business en-
tity formation.

Historically, the Commercial Recordings Division of the Sec-
retary of State has been strictly a filing office with no regulatory
authority over the entities on file. Documents are reviewed for stat-
utory requirements for filing and if those requirements are present,
the documents must be filed. Minimal filing requirements allow for
ease of filing. No beneficial ownership information is or has been
required for entities filing in our office.

Additionally, the information contained in the filings submitted
is not verified.

In fiscal year 2006, the Commercial Recordings Division proc-
essed over 85,000 new entities and over 300,000 initial, amended
and annual lists. Over 40,000 each of corporations and limited li-
ability companies were formed last year.

The Secretary of State’s Office provides electronic services for the
e-filing of initial and amended annual lists which is available on
our website. There are plans to develop online services for the fil-
ing of articles of incorporation and other filing processes.

The Secretary of State does not actively promote the advantages
of organizing in the State of Nevada. The resident agents and serv-
ice companies actively promote the State of Nevada. It is estimated
that 60 percent of the filings received in our offices are submitted
through use of a resident agent. The Secretary of State does not
regulate the resident agents that do business with our office. It is
my understanding that portions of the Model Resident Agents Act,
as proposed by the National Conference Committee on Uniform
State Laws, will be introduced during the 2007 session of the Ne-
vada Legislature.

In regards to beneficial ownership, beneficial ownership informa-
tion is not required for filing in the Office of the Secretary of State
and therefore is not maintained by the State or by resident agents.
Resident agents are required to maintain a copy of the stock ledger
or a statement as to the location of the ledger and our Nevada De-
partment of Taxation may have some beneficial ownership informa-
tion from the annual business license filings it receives.

As noted in the reports, some beneficial ownership information
may be present on the public record from the information required
for filing and that is provided by those filing in our office. We have
received no specific requests for beneficial ownership information
from law enforcement agencies, and additionally we have received
no complaints from law enforcement other than what was stated in
the reports and the meetings preliminary to the report, such as the
GAO report, that a lack of beneficial ownership information has
impeded any investigation.
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Nevada has been working on several of the issues that have been
brought forth in the different reports. Proposed legislation for the
prohibition of bearer shares and a limitation on the use of nominee
officers, as well as the provisions of the Model Resident Agents Act,
are expected to be introduced during the 2007 Nevada legislature.
Additionally, in the 2005 legislative session, provisions making it
a Category C felony to knowingly offer fraudulent documents in the
Office of the Secretary of State, and requiring beneficial ownership
information on certain transactions were passed.

Currently the Secretary of State is attempting to facilitate a
meeting with the Resident Agent Association in the State of Ne-
vada, the State Bar Association and State legislators to fully dis-
cuss the collection of beneficial ownership information.

The entire issue is of great interest to our office and we recognize
the importance of being involved in assisting this Subcommittee in
its work.

Thank you again for this opportunity to participate today and I
would be happy to answer any of your questions.

Senator COLEMAN. Thank you, Mr. Anderson. Ms. Flynn.

TESTIMONY OF LAURIE FLYNN,! CHIEF LEGAL COUNSEL,
OFFICE OF THE SECRETARY OF THE COMMONWEALTH OF
MASSACHUSETTS, BOSTON, MASSACHUSETTS

Ms. FLYNN. Good afternoon. Thank you, Mr. Chairman, Senator
Levin, and Subcommittee Members. My name is Laurie Flynn. I
am Chief Legal Counsel to the Secretary of the Commonwealth.

I applaud the Subcommittee’s efforts for providing a national
forum to discuss the adequacy of public disclosure in the business
entity formation process. I hope that Massachusetts’ recent delib-
erations and resulting resolutions in this area will assist the Sub-
committee in its effort to balance the need for beneficial ownership
information with the privacy concerns of legitimate business inter-
ests.

By way of background, Massachusetts recently adopted a new
corporation law, Chapter 156D of the General Laws. The act was
the first comprehensive revision of the corporate laws in Massachu-
setts in over 100 years and was prepared by a joint task force of
the Boston Bar Association and the Massachusetts Bar Association,
aptly named the Task Force on the Revision of the Massachusetts
Business Corporation Law.

The task force consisted of over 50 experienced corporate practi-
tioners, members of the legislature and representatives of the Of-
fice of the State Secretary. The task force chose the American Bar
Association’s Model Business Corporation Act as the basis for its
corporate statute because the act had been adopted in a substantial
majority of States.

However, Massachusetts deviated from the Model Act in a num-
ber of relevant areas, including the role of the Secretary of State
in the entity formation process and the type of information dis-
closed in business organization documents. Such differences reflect
a carefully crafted balance between public interest in adequate dis-
closure and the privacy concerns of the business community.

1The prepared statement of Ms. Flynn appears in the Appendix on page 140.
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With regard to the role of the Secretary of State, Massachusetts
retained the authority of the Secretary of State to review docu-
ments for compliance with law. Such provision is the basis for the
Secretary’s ability to hold administrative hearings if information
provided in organizing documents is inaccurate or otherwise fails
to comply with law. The Model Business Corporation Act relegates
State authority in this area to a ministerial function. So essen-
tially, if anything is provided, you have to take it.

Second, the new act authorizes the Secretary to require more in-
formation in the formation process than is collected in a Model Act
State. In Massachusetts, the articles of organization contain a sup-
plemental information that includes a description of the business
activity, the name and address of the president, treasurer, sec-
retary, and each of the directors, the name and address of the reg-
istered agent, the location of the corporation’s principal office, and
the location of the office in the Commonwealth where certain
records required to be maintained by the act will be kept. One of
the required records is indeed a list of the names and addresses of
all shareholders, in alphabetical order, by class of shares, showing
the number and class of shares held by each.

The new act does not authorize the issuance of bearer shares nor
does it permit the use of nominee directors and/or officers. With re-
gard to nominee shareholders, though, Massachusetts corporate
law recognizes registered and beneficial holders. Nevertheless, the
statute contemplates that standard bylaws will contain explicit
statements to the effect that the corporation will only recognize the
registered holder for purposes of voting, dividend distribution and
other shareholder actions and entitlements. The exception that
proves the rule are the appraisal provisions of 156D, under which
beneficial holders may assert statutory appraisal rights only if the
registered holder has filed a nominee certificate with the corpora-
tion.

The Massachusetts Limited Liability Company Act, Chapter
156C, and the Massachusetts Revised Uniform Limited Partner-
ship Act, contain similar provisions. Each requires the Secretary to
review documents for compliance with law and requires the disclo-
sure of managers or authorized principals and general partners.
Each also requires the entity keep a list of members or limited
partners in the State at the statutorily required office.

Furthermore, the limited partnership statute requires that such
lists be made available to the State Secretary within five business
days of receipt of a written request by the Secretary stating that
said information is required in connection with an investigation or
an enforcement proceeding.

These provisions, the ability to review for compliance with law,
the identification on the public record of officers, directors, man-
agers or principals—and not nominees—and the requirement that
shareholder, member, or partnership lists be maintained in the
Commonwealth accessible to the State Secretary, reflect Massachu-
setts’ attempt to balance public interest in disclosure with the ano-
nymity demanded by the institutional and individual investors in
today’s capital markets.
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As I have not yet received any complaints from law-enforcement
or from the business community and very few complaints from the
public, I assume we have been successful.

I will just highlight, in response to your questions, a number of
provisions that I think are helpful. Massachusetts has about
232,169 non-publicly traded corporations and 67,493 limited liabil-
ity companies. The process for each of those in forming them would
be for a document to be submitted with the appropriate informa-
tion. That information would then be reviewed. If it was found to
comply with law it would be filed. Once it is filed, it is scanned into
our system, summary information is data entered, and it is avail-
able on the web, immediately by 7 o’clock that night.

The fees for forming a corporation are $275 if submitted in per-
son or by mail and $250 if filed online. All documents are reviewed
by both a clerk and an attorney. The fees for forming a limited li-
ability company are somewhat higher, they are $500.

Again, Massachusetts does not collect beneficial ownership infor-
mation during or subsequent to the incorporation process. That has
been since 1951. Prior to 1951, we did collect that information.

We do, however, require that that information be maintained in
the Commonwealth and accessible to law enforcement and the Sec-
retary.

Massachusetts does not provide for third-party agents. We have
only registered agents whose only role is to accept service of proc-
ess on behalf of corporations.

We do not permit the use of nominee officers or directors. We do
allow for nominee shareholders. We do not allow for bearer shares.

Massachusetts has not received any requests from law enforce-
ment for beneficial ownership information in the last 5 years, and
that may be because they can get that information directly.

One of the things that we have been determined to do as a result
of these ongoing discussions with the Subcommittee and with the
GAO is that the Secretary will file legislation in this upcoming ses-
sion that will require limited liability companies and corporations
to disclose members and shareholders to the State Secretary if, in
his judgment, the public interest requires such disclosure. And we
will require that disclosure must be made within 48 hours. Failure
to provide such information will result in involuntary dissolution of
the entity and the imposition of fines and penalties.

Last, I would like to say Massachusetts, after September 11, was
notified that there were two nonprofit corporations that were sus-
pected of funneling money to terrorist organizations and we
promptly revoked their charters. We gave them notice, opportunity
to be heard, and revoked their charters. So we have been somewhat
more proactive in this area. Thank you.

Chairman COLEMAN. Thank you, Ms. Flynn.

I think it is fair to say that some of the things you are talking
about are certainly movement in the right direction and we appre-
ciate it.

Is it fair to say, by the way, across the board, Mr. Geisenberger,
in Delaware you do not have bearer shares? That is not something
that you allow in Delaware.
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Mr. GEISENBERGER. Delaware law has never permitted bearer
shares. We made it explicit in our statute in 2002, in response to
the FATF report.

Senator COLEMAN. In Nevada, you are moving in that direction.

Mr. ANDERSON. We are moving in that direction.

Senator COLEMAN. Is there any question that bearer shares are
problematic and should be prohibited?

Mr. ANDERSON. According to the Bar Association, in my discus-
sions with the Bar Association, there has not been a large problem
with bearer shares. However, because there is no prohibition of
bearer shares in State law, there is this belief that there is wide
use of bearer shares. So with that, they are proposing changes to
1egdis1ation to prohibit the use of bearer shares in the State of Ne-
vada.

Senator COLEMAN. I would question the accuracy of your state-
ment that it has not been a problem. And I think everything that
we have seen and we have heard confirms that the potential for
abuse is great. But, again, I understand you are moving in that di-
rection.

I am trying to find some common ground that everyone says we
know this is a problem. Limitations of use of nominee officers, how
is that handled in Delaware, Mr. Geisenberger?

Mr. GEISENBERGER. With respect to corporations, officers have to
be natural persons and directors have to be natural persons. Share-
holders can be nominees, and obviously in publicly traded compa-
nies they are almost exclusively nominees. With respect to limited
liability companies, the managers and the members can be other
business entities. And that is really the issue we are talking about
here. Most investment vehicles in the United States, that is how
they are structured. It is a business owning a business owning a
business before you get to the actual human being that has the
beneficial interest in the asset. And reaching down to that level
raises lots of issues about costs and certainly questions about pri-
vacy and the legitimate anonymity of being able to—for everyone
not to know exactly what you are invested in.

Senator COLEMAN. Ms. Flynn, in the Commonwealth of Massa-
chus?etts, do you have any limitations on the use of nominee offi-
cers?

Ms. FLYNN. Massachusetts does not permit the use of nominee
officers or directors.

Senator COLEMAN. Mr. Anderson.

Mr. ANDERSON. It is common practice in the State of Nevada that
there be nominee officers. However, the Nevada Resident Agents
Association is looking at legislation in the 2007 session of the Ne-
vada legislature to limit that use, and I do not know what that lim-
itation would be? However, we are moving away from that.

Senator COLEMAN. Mr. Geisenberger, you indicated it would be
important as we move forward, to bring in a broad array of stake-
holders in this discussion. I agree with you on that. I do think we
have to strive for the balance, but again understand that there is
a problem today and one that exposes us, as we heard from the
other panel, to risks—that you could have terrorist organizations
and our ability to deal with those is an ID system. We know that
this is a terrorist organization. And they literally can move in and



39

take over existing corporations without any risk of exposure. And
I think that is problematic. To me it just seems like we have a big
gaping loophole there.

A question, if I can, about Delaware law. You did mention that
Delaware is doing some things dealing with registered agents. My
question on that, and just from my information, please correct me
if I am wrong, that the Delaware law dealing with registered
agents which would require more stringent qualifications applies
to—I have information that it applies to 237 out of 32,000 reg-
istered agents. Is my information incorrect?

Mr. GEISENBERGER. That is correct. There are 32,000 registered
agents in Delaware. I would imagine they have very large numbers
in other States, as well, because a company can form itself. Most
registered agents in the State of Delaware, indeed the vast major-
ity, represent three or fewer entities. Ninety-six percent of our
32,000 agents maybe just represent a civic association or a not-for-
profit. They could be the company themselves, a small mom-and-
pop business.

Senator COLEMAN. Your testimony indicated the new statute for
registered agents would put rogue registered agents out of busi-
ness. My only question is does this new statute apply to more than
237 out of the 32,000 registered agents?

Mr. GEISENBERGER. The new statute establishing additional
qualifications, like having a business license, applies only to the
237. However, the statute allowing the Court of Chancery to enjoin
a registered agent from doing business for not meeting certain
qualifications about having an address, not meeting certain quali-
fications about retaining customer information, applies to all
32,000 registered agents in the State.

Senator COLEMAN. My time is up. I am going to come back to one
other line of questioning but I will turn to my colleague, Senator
Levin.

Senator LEVIN. Thank you.

Ms. Flynn, you said near the end of your testimony that the rea-
son that there is not a request from law enforcement to your agen-
cy for the list of beneficial owners is that they can get that infor-
mation directly?

Ms. FLYNN. That is correct. Massachusetts entities are required
to maintain lists of shareholders, lists of limited partners in an
LLC’s instance, list of members at their principal office or statu-
torily required office in the Commonwealth.

Senator LEVIN. Is that true in Delaware?

Mr. GEISENBERGER. No, there is no requirement to maintain that
list in the State of Delaware.

Senator LEVIN. So in one State law enforcement has access, in
another State it does not have access to the beneficial owners. Why
is that such a huge burden in Massachusetts? Obviously, it is not
a huge burden, they are able to do it. So why do you think it is
such a huge burden in Delaware?

Mr. GEISENBERGER. Massachusetts, to put it in perspective, I be-
lieve you form 25,000 new entities a year. We form about 135,000
new entities a year. The types of entities that we are forming in
Delaware tend to be everything from large publicly traded compa-
nies to their affiliates. As I mentioned earlier, it may be possible
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to create a requirement for director and officer, or even manager
and member information.

I think it is important to recognize the distinction between man-
ager and member information, director and officer information, and
true beneficial ownership—an actual natural person who owns the
business. So were you to go down that path and require that in
Delaware, which is something that certainly could be examined,
you would still end up with a list of other business entities being
the beneficial owners or being the registered holders of these other
businesses.

Senator LEVIN. Of course, but that allows law enforcement to
track those other business owners.

Mr. GEISENBERGER. That is correct.

Senator LEVIN. It is important that we have that capability. And
you do not seem to recognize the importance of that. You talk
about the cost of it but you have another State and that did not
turn out to be a very burdensome cost.

Mr. GEISENBERGER. I think it needs to be, as I mentioned in my
testimony, balanced against the interests of privacy and efficiency.

Senator LEVIN. Don’t they have those interests in Massachu-
setts?

Mr. GEISENBERGER. I do not have.

Senator LEVIN. Let me tell you they do. They care just as much
about their privacy and efficiency as people in Delaware or all over
the world that use Delaware or Nevada or anyone else. There is no
difference in terms of human beings wanting anonymity or privacy,
but they just do not allow it in Massachusetts. They say you can
get to those owners by going to the companies that have registered
agents.

So I do not know why you say that your privacy interest is any
greater than any other States’ concern for privacy.

Mr. GEISENBERGER. Our concern, and this is not unique to Dela-
ware, I think it is a concern that we have generally from a national
perspective, which is that if we create a requirement that says that
the beneficial ownership of every business entity in the United
States is a matter of public record or is easily accessible, that it
creates a number of issues ranging from identity theft to not the
technical publicly-traded securities definition of insider trading, but
the possible use that information by the people who are collecting
it, the resident agent community and others.

Senator LEVIN. That is not what anybody is proposing, it is a
straw man. Just go to what Massachusetts does, try that. You say
that could be done. That is helpful. Law enforcement finds that
helpful. Why doesn’t Delaware do it?

Mr. GEISENBERGER. Delaware does not do it because we have a
concern—the reason the Secretary of State does not do it is because
it is not part of our statute.

Senator LEVIN. Why do you resist?

Mr. GEISENBERGER. The reason we do not advocate it is a con-
cern——

Senator LEVIN. Why do you resist it?

Mr. GEISENBERGER. We have resisted because we believe that
there are legitimate business transactions and that the vast—as
you mentioned, I believe, earlier in your discussion, there are 15
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million business entities in the United States. If 0.1 percent of
them are engaged in illegitimate practices and the other 99.9 are
in legitimate enterprises, we have concerns about how that infor-
mation put on the public record could be misused.

Senator LEVIN. Thank you.

Mr. Anderson, if you could take a look at Exhibit 1,1 this is
formacompanyoffshore.com that talks about Nevada company for-
mations. It is one of those first four pages. I am not sure which of
the first four it is but it is—we are going to put the board up there.
I think you may be able to read it there.

It talks about Nevada. No IRS information sharing. Stockholders
are not on public record, allowing complete anonymity. Do you see
that that could create a problem for law-enforcement? That is ad-
vertised as why go to Nevada.

Mr. ANDERSON. The reason Nevada does not have an IRS sharing
agreement is because Nevada does not have a personal or corporate
income tax, and therefore we do not have information to share with
the Internal Revenue Service.

Now all the information that we do require for filing is available
to the Internal Revenue Service, just as it is available to any other
person wishing to look at the public record.

Senator LEVIN. In terms of the ownership, stockholders are not
on public record, allowing complete anonymity. That is one of the
selling points for Nevada, as it is for Delaware and other States.

Mr. ANDERSON. I could see this as being a potential problem.
However, resident agents are required to hold the stock ledger or
a statement of where the stock ledger is located, so that law en-
forcement officers should be able to get that information.

Senator LEVIN. The actual owners?

Mr. ANDERSON. It is a list of the stockholders, the stock ledger
that is part of Nevada revised statutes.

Senator LEVIN. Which could be nominees and other corporations;
is that correct?

Mr. ANDERSON. Potentially, yes.

Senator LEVIN. If you would take a look at Exhibit 9,2 perhaps
both of you, representing both Delaware here and Nevada. This is
a country comparison chart. This is people who are telling folks all
over the world, “Hey, incorporate in these States and you will have
no taxes and you will have anonymity.”

Take a look at what it says here. Incorporate in Delaware and
Nevada for top-notch privacy.

Can you see the problem for law-enforcement when that is ped-
dled as the reason to incorporate in your States?

Mr. GEISENBERGER. I can tell you, Senator, that when we put to-
gether our statute this year, looking at the question of what should
be the reasons that would allow our Court of Chancery to enjoin
a registered agent from doing business, we looked at this issue be-
cause obviously it is this kind of—we certainly do not advocate this
sort of promotion of Delaware. It is not how we promote Delaware.

Se(z)nator LEVIN. Are you troubled when Delaware is promoted this
way?

1See Exhibit 1 which appears in the Appendix on page 144.
2See Exhibit 9 which appears in the Appendix on page 352.
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Mr. GEISENBERGER. I am very troubled that Delaware is pro-
moted this way. Unfortunately, we could not come to consensus on
a statutory remedy that would limit the free speech of these types
of businesses. They are not prohibited.

Senator LEVIN [presiding].7 Try the Massachusetts approach.

My time is up. Senator Carper.

Senator CARPER. Thanks, Mr. Chairman.

Let me just say, by way of introduction, let me ask Mr.
Geisenberger a question. Have you always worked in the Division
of Corporations, Department of State?

Mr. GEISENBERGER. No, I have not.

Senator CARPER. Did you ever have a previous stint in State gov-
ernment?

Mr. GEISENBERGER. Yes, I had a wonderful stint in State govern-
ment as the economic policy advisor for Governor Thomas Carper.

Senator CARPER. I knew I had seen you before. [Laughter.]

Senator LEVIN. I was distracted. Is there some kind of a conflict
that I missed here?

Senator CARPER. I hope not.

It is great to see you. Thank you very much for your service to
the people of Delaware. And thanks very much for being here today
and joined by your colleagues, Mr. Anderson and Ms. Flynn.

Go back again and just take another minute and explain to us
the changes that were made in Delaware law earlier this year.
Why the State made those, why you think that is a good thing, and
whether or not other States might want to consider doing some-
thing similar to that.

Mr. GEISENBERGER. I think to the points that were made earlier
that outreach is important, and we have been doing a lot of work
over the last 6 years, and we have had FinCEN and OFAC come
to Delaware, meet with our registered agent community, educate
them on what their responsibilities are. We have had discussions
with the FATF, with the U.S. Department of Treasury and others
about what kinds of things we could and should be doing.

In response to that, we decided to look at our existing registered
agent statute and see what we could do. One of our biggest con-
cerns, and we think it was a legitimate concern, was when law-en-
forcement said what happens if you have a bad registered agent?
How do you get rid of them? And the answer was we had no mech-
anism within which to do that.

So we adopted a statute that said there are these qualifications.
If you are in the business of being a registered agent there is cer-
tain information you need to provide the Secretary of State so that
we know exactly who you are, so that we know who the people are
who are doing business in Delaware. Again, those companies rep-
resenting 50 or more entities.

We established a requirement that they have a Delaware busi-
ness license which means they have to fill out certain tax forms in
Delaware which give us more information about who they are. We
established a requirement that every Delaware registered agent or
that every company and every LLC and the State is required to
keep with their registered agent the name of a natural person who
is the communications contact for that business entity. So that
when a law enforcement agency goes to a registered agent, the reg-
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istered agent is not a dead end in the investigatory process. The
registered agent has to have on file the name of the communica-
tions contact for that business entity so that law enforcement can
continue down that trail.

And then we said if an agent is failing to do that, failing to re-
tain this information, failing to have a business license, failing to
have an office open for business during normal business hours, the
Secretary of State can go to the Court of Chancery and get them
enjoined from doing business in the State or their officers and di-
rectors.

This act takes effect January 1, 2007 and we look forward to en-
forcing it. There may be some registered agents in Delaware that
may not be in Delaware anymore after we take certain actions.

Senator CARPER. Are there other changes? Delaware corporate
law is dynamic and it changes from time to time and updated by
the legislature and governor. Are there other changes that you
foresee that might be considered along these lines?

Mr. GEISENBERGER. I think the question of whether Delaware
would eventually require that a manager be part of the public fil-
ing is something that the State may consider, taking the input of
corporate attorneys and others in the law-enforcement community.
I think our biggest concern is requiring that every business entity
in Delaware and in the United States then track that ownership
down to the level of a natural person because in so many legitimate
business transactions the managers and members are other busi-
ness entities.

Senator CARPER. As Ms. Flynn reviewed the law in the Common-
wealth, one of the questions I had, and I again direct it to Mr. An-
derson and Mr. Geisenberger, did you hear anything there that she
described and said that might make sense for us?

Mr. ANDERSON. Yes, Senator Carper. While it may make sense,
it is something that I would definitely take back and discuss with
our resident agents and with our business law section of the State
Bar Association. The Secretary of State generally does not make
the substantive changes to the commercial law and I would defi-
nitely have to defer to the business law section of the State Bar
and the resident agents in regards to this.

However, in hearing some of the ideas brought forth from the
State of Massachusetts and from Delaware, this is information that
I can take back to them as part of our discussion.

Senator CARPER. Mr. Geisenberger, before you respond, Ms.
Flynn as you heard your fellow witnesses from Nevada and Dela-
ware testify with respect to what we do in our State and what they
do in Nevada, does anything pop up for you that says they may
want to do that differently and we have some ideas that might
apply?

Ms. FLYNN. There are two things that I think I would suggest
they do differently, and the first would be to change the way in
which they review documents. I think presently both Nevada and
Delaware, the review of documents submitted is a ministerial re-
view, which does not give them room to determine that documents
comply with law. So if there is something that appears unlawful on
their face, they have no ability to take action. So I would suggest
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that is the more appropriate standard for a corporate formation
agency.

And second, I think that there are a number of things that they
can do with regard to beneficial ownership. I understand the con-
cerns that maybe investors do not want beneficial ownership on the
public record, because everything in our office is immediately acces-
sible online and there are some very strong privacy concerns. But
I think that those concerns can be——

Senator CARPER. Could you give an example or two of one of
those privacy concerns?

Ms. FLYNN. I will give you an example. Jerry Lewis was an offi-
cer and director of the Jerry Lewis Telethon. And at one point,
under Massachusetts law he had to provide his residential address
on filings with our office. That was fine when those documents
were just microfilmed. But when those documents were now
scanned and put out on the web for anyone to see, his home ad-
dress became accessible to anyone who had the ability to do a little
bit of searching and therefore his security was jeopardized.

Senator CARPER. Where does he live?

Ms. FLYNN. He has since moved.

And there are concerns of others, law-enforcement personnel and
that type of thing, those types of people who necessarily do not
want their home address on the public record, people who have
been involved in peacekeeping in other countries who now return
home where they do not want their addresses on the public record.

So one of the things that we did was to change from residential
addresses to business addresses.

And with regard to beneficial owners, that list is not maintained
in the Secretary of State’s office where it would be public record
but it is maintained in the Commonwealth and is accessible to law
enforcement upon request and to the Secretary.

Senator CARPER. Mr. Chairman, if I could just bounce it back to
Mr. Geisenberger, and if you have any response to the points that
Ms. Flynn made and some areas that we might want to take under
advisement in Delaware.

Mr. GEISENBERGER. First, I need to say that the review that
Delaware officials take of documents is not a ministerial function.

Senator CARPER. How would you describe it?

Mr. GEISENBERGER. If there is something that does not follow the
law, we reject the document or suspend the document until such
time as the document comes into compliance with the law.

We get dozens of requests every single day in Delaware for bene-
ficial ownership information. The typical phone call that I get is
from somebody with a small-town newspaper in wherever it might
be, North Dakota, saying we want to know who owns ABC LLC,
a Delaware corporation. We will frequently ask why because we are
kind of interested. And they will say well, they are trying to build
a development and people want to oppose that development and we
need to know who really owns it.

My concern about making this kind of information on the public
record is that if that is the kind of thing—I think that could have
tremendous economic impact on the United States. If we put infor-
mation on the public record that will actually prevent legitimate
businesses from assembling parcels of real estate, investing in var-
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ious investment vehicles, if it creates situations where an investor
wishes to invest in multiple funds that maybe compete with each
other, and then everybody knows oh, that guy is invested in my
competitor, which creates a lot of issues for the types of businesses
that form in Delaware.

Keeping the record with the registered office is certainly some-
thing, as you know we have a Corporation Law Council, it 1s really
something they can be reviewed by that Corporation Law Council.
I think it raises a lot of issues because, as we said, one of the
things we want to make sure of is that we are not inhibiting the
free flow of capital and the ease of capital formation.

Frequently shares of corporations, certainly publicly traded com-
panies, but even privately held companies, those shares freely flow
to different owners every single day of the year. Even on an
intraday basis. So the lists you are likely to have at the time that
law enforcement makes a request, I think it would be very difficult
for those types of business entities that have thousands of bene-
ficial owners, or in some cases millions of beneficial owners, to be
able to keep track of that in their registered office on a daily basis
or an intraday basis.

Senator CARPER. My thanks to each of you and we appreciate
your testimony and we appreciate your responses to our questions.
Thanks so much.

Senator LEVIN. In Delaware now there is a communication con-
tact. Is that what is required by law?

Mr. GEISENBERGER. That is correct. Every business entity must
provide a communications contact to their registered agent.

Senator LEVIN. Does that person have knowledge of the bene-
ficial owners?

Mr. GEISENBERGER. They may or they may not.

Senator LEVIN. They are not required to?

Mr. GEISENBERGER. They are not required to.

Senator LEVIN. Is there any reason not to require them to have
the beneficial owners?

Mr. GEISENBERGER. I think it raises the same question I just
mentioned to Senator Carper, which is that the beneficial owners
frequently are changing on a regular basis, on a daily basis, and
even an intraday basis for both corporations and for LLCs.

Senator LEVIN. Is that not true in Massachusetts?

Mr. GEISENBERGER. I believe it is. I do not know how many pub-
lic traded or large companies

Senator LEVIN. We are not talking publicly traded.

Mr. GEISENBERGER. Even large privately held companies.

Senator LEVIN. It is true in all the States, I assume? We all in-
corporate. Delaware may have more than others, but we all incor-
porate.

Mr. GEISENBERGER. It may well be true that the same situation
exists in those other States.

Senator LEVIN. But if they are able to keep track of it, why can-
not your communications person keep track of it in a non-public
corporation?

Mr. GEISENBERGER. I will use an example. I mentioned Cargill,
which is one of the largest privately held companies in the country.
They have 2.7 billion authorized shares. They are not publicly trad-
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ed. Those 2.7 billion shares are owned by thousands of individuals.
I do not know how those shares trade on a daily basis or do not
trade on a daily basis or get transferred to other individuals on a
daily basis.

I think it would be difficult to keep that in the State of Delaware
and to say to a resident agent “from now on you are the recorder
of who are the owners of this entity at any given moment.”

Senator LEVIN. Does anybody keep track of the beneficial owner?

Mr. GEISENBERGER. I would assume that Cargill keeps a share-
holder registry of their own.

Senator LEVIN. Could not the communications person say go to
Cargill?

Mr. GEISENBERGER. That would be the holder of record, not nec-
essarily the actual beneficial owner.

Senator LEVIN. Does anybody keep a record of all of those bene-
ficial owners, do you think?

Mr. GEISENBERGER. Certainly these large companies do not know
the actual beneficial holders of trusts, LLCs and others that are
the beneficial holders of shares in privately held institutions.

Senator LEVIN. Do most States require annual reports?

Mr. GEISENBERGER. Most States require an annual report of di-
rectors and some officers for corporations. Many States do not re-
quire an annual report for limited liability companies.

Senator LEVIN. So what you are saying is that when it comes to
beneficial ownership in non-publicly traded corporations that there
is no central place where those lists are kept inside the company?
That is what you are saying?

Mr. GEISENBERGER. I am saying that the actual natural person
that is the beneficial owner, no, there is no requirement.

Senator LEVIN. I am not saying requirement. There is no place
inside that company where those owners are named and listed?
That is the ordinary course of business, that inside a non-publicly
traded company——

Mr. GEISENBERGER. There is no requirement to do so.

Senator LEVIN. I am not saying a requirement. I am saying that
when a company is formed, a corporation is formed, that is not a
publicly traded corporation, you are saying as a matter of common
practice that there is no place where the owners of that company
are listed?

Mr. GEISENBERGER. Typically an LLC, certainly one with one or
two members, would have, in their own office, a record of who are
the owners of that entity.

Senator LEVIN. Who would ordinarily keep the list of the owners
of a non-publicly traded company? Would they not almost ordi-
narily have a——

Mr. GEISENBERGER. With respect to an LLC, it would probably
be the manager of the LLC, which could be another business enti-
ty.
Senator LEVIN. Would the manager of a non-publicly owned com-
pany ordinarily keep a list of the owners of that company?

Mr. GEISENBERGER. They would keep a list of the owners or busi-
ness entities that are the owners, yes.
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Senator LEVIN. So is there any reason why your communications
person could not let the law enforcement person know who the
manager is that keeps that list?

Mr. GEISENBERGER. You mean require that the communications
contact be the person that maintains that list?

Senator LEVIN. No, that they cooperate with law enforcement to
identify who that owner is, who that manager is?

Mr. GEISENBERGER. It is certainly something to consider. I think
it could be a requirement, that the communications contact is
aware of the—is able to communicate with the manager that is
tracking the holders of record. It is worthy of consideration, sir.

Senator LEVIN. That would be very helpful. Somehow or another
we are going to have to crack this nut. It is not acceptable that we
just simply say that we are not going to be able to identify the
owners of companies and we are going to allow them to be anony-
mous and therefore do whatever nefarious action they might be en-
gaged in. We are going to have to find ways and if the States can-
not do it, it seems to me the Federal Government is going to have
to have some kind of a minimal requirement to do it.

That is not a particularly onerous requirement, to say since there
is a communications connection to a corporation that that person
be able to identify the manager who keeps a list of the beneficial
owners. There is no great problem in terms of an unfunded man-
date in that regard.

Hopefully the States are going to do this on their own and recog-
nize the importance to all of our security and all of our well-being
that we know who these folks are who own these companies.

I do not think the purpose of a corporation ever was to provide
anonymity. I used to study corporation law about 50 years ago, so
maybe my memory is a little off. But we have checked with more
current—with people who teach corporation law and that is not the
purpose of a corporation, to provide anonymity to shareholders. It
is to provide limited liability, it is to provide easy ability to transfer
stocks, but it is not to provide anonymity.

We have people who file assumed name certificates who form
companies, who form partnerships. Those are listed in our Sec-
retary of State’s offices and in our local clerks’ offices. It is done
all the time and should be done.

I agree and I understand the sensitivity about home addresses.
I am 100 percent with Jerry Lewis, both in his telethon and in pro-
tecting his home address. Those addresses should be and are pro-
tected.

But in terms of the identity as to who the owners are of compa-
nies, I just do not think that we can argue that the owners of com-
panies can incorporate, thereby protecting themselves from being
identified from law-enforcement. The stakes are too high, it seems
to me, in terms of law enforcement for us to accept that as the rule.

I would hope that all of the States, I include Delaware, I include
Nevada, all of the States would really be concerned when they see
the way incorporating in their States are being peddled around the
world. When you look at these websites, it is not that you have a
great judiciary or wonderful corporation law that is selling Dela-
ware on these websites. It is that owners’ names are not disclosed.
It is that we have top notch privacy restrictions. It is that you can
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use a lawyer, I think in the case of Wyoming, they claim that you
can have a lawyer to be your incorporator. And that lawyer can as-
sert a lawyer-client privilege to stop law enforcement from getting
access to information, which I do not believe is right. But nonethe-
less, that is what they claim.

I think there is a shared responsibility that we all have. Corpora-
tions serve obviously a very important function. We all acknowl-
edge that. We also have to bring those disclosures into the real
world that we have to deal with, which is a world where there is
money laundering, where there is fraud, where there is misuse of
the corporate entity, where now globally you are able to incorporate
in some island in the Caribbean or some guy in some country can
incorporate in one of our States on a computer in 10 minutes and
thereby gain the kind of anonymity which then allows that corpora-
tion to be the person or entity that is shipping and laundering
money coming into the United States.

Everyone talks about globalization. We need our corporate citi-
zens—and you are citizens—to meet these needs.

In the meantime, the problem has existed apparently since 1977,
we were told earlier today, more immediately and with greater im-
mediacy, with the recent changes in our laws, including the PA-
TRIOT Act. And so we are going to have to ask our States to seri-
ously consider what law enforcement needs are. But in the mean-
time we have to do what we did earlier today, I believe, which is
to ask law enforcement to tell Congress what it is they need to
know and how are we going to require access to that information,
hoping that it will not be necessary to pass Federal requirements.
But if it is, hopefully they will be minimal, non-obtrusive, non-ex-
pensive, but at least require information to be maintained which
would be accessible. If not verified, at least maintained so that our
law enforcement people would have an opportunity then to track
the names that are needed.

We extended an invitation to the Financial Action Task Force’s
Executive Secretary to appear at today’s hearing. Due to prior com-
mitments he was unable to attend. He did submit a written state-
ment. This statement will be included in the printed hearing record
as an exhibit.1

Senator CARPER. I am all done.

Senator LEVIN. I want to thank you, as always, for your contribu-
tions. I will not interject too partisan a note here, but I think every
Member of this body, Democratic or Republican, is thrilled with the
decision of the people of Delaware to return our dear colleague,
Tom Carper, to the Senate. And I do not think if there were Repub-
licans sitting over here, there would be any disagreement on that.

Thank you for your coming here today to this panel and we will
stand adjourned.

[Whereupon, at 5:02 p.m., the Subcommittee was adjourned.]

1The prepared statement from Financial Action Task Force appears in the Appendix as Ex-
hibit 3 on page 225.
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Associate Deputy Attorney General
United States Department of Justice
November 14, 2006
Before the Permanent Subcommittee on Investigations
Committee on Homeland Security and Governmental Affairs
United States Senate

Chairman Coleman, Ranking Minority Member Levin, Members of the
Subcommittee, I am pleased and honored to appear before the Permanent Subcommittee on
Investigations to discuss the important topic of company formation in this country, especially
in the context of the highly informative report this Subcommittee commissioned from the
Government Accountability Office (GAO) earlier this year.

The words “shell corporation” often trigger the image of offshore financial centers
and money laundering havens. Many people are surprised to learn that an Internet search on
the words “shell corporation” will bring up dozens of domestic websites touting the
anonymity, speed, and ease of using their services to incorporate in various states. For
example, when we recently searched “shell corporation,” the first website returned was one

advertising corporations in Nevada and Wyoming. (See

http://www.corp935 .com/?source=adwords).

This website advertises that a Nevada corporation “may provide for anonymous and

1
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bearer shares,” and that, “There is no sharing agreement with the IRS.” With respect to
Wyoming, the website promotes anonymous ownership and bearer shares. Such corporations
can be opened for $69, plus state filing fees. If you would like to purchase a “Shelf
Corporation” that has a history, the website offers such aged corporations for an extra fee,
and notes that, “You can have these complete companies by TOMORROW MORNING!”

In my testimony this morning, I would like to discuss with you some of the
difficulties that we in the law enforcement community encounter both in our domestic
investigations and in our ability to assist our foreign law enforcement counterparts in
investigating their cases, as a consequence of the exponential increase in the formation of
such domestic shell corporations. I would point out, however, that in this day and age, except
for the most local of cases, the categories of “domestic” or “foreign™ law enforcement cases
are almost archaic. Virtually every major “domestic” investigation involving an organized
criminal group has an international dimension, and many major “foreign” cases, if nothing
else, involve the transfer of funds through the U.S. financial system. Whether the case
involves narcotics trafficking, fraud, or terrorism financing, the funds involved in these cases
circle the globe and have an impact on several continents. So, while it is helpful in some
respects to discuss the impact of the corporate formation process in terms of the impact on
our domestic cases and on our ability to assist our foreign colleagues, in the end, there is little
distinction. United States law enforcement and our foreign counterparts are joined in a global
offensive against organized crime and terrorism, and we must consider this problem in that
broad context.

In addition, beyond the law enforcement context, I will also discuss the impact of our
corporate formation policies on our standing and reputation in the global community. As|

will discuss in more detail later in my testimony, the Financial Action Task Force (FATF),
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the pre-eminent and highly respected multilateral group that focuses on combating money
laundering and terrorist financing, identified shortcomings in our corporate formation process
as an area of vulnerability in its recent evaluation of the United States’ anti-money laundering
regime.

Background

Corporate vehicles play a complex, varied, and essential role in modern economies.
Legal entities, including corporations, trusts, foundations, and partnerships with limited
liability characteristics, conduct a wide variety of commercial activities and support a broad
range of entrepreneurial activities in market-based economies. However, despite the
important and legitimate roles these entities play in the global economy, they may, under
certain conditions, be used for illicit purposes, including money laundering, bribery and
corruption, improper insider dealings, tax fraud, financing of terrorist activities, and other
forms of illegal activities.

In order to move money obtained through criminal activity, or intended to promote or
facilitate criminal activity, criminals must have access to accounts at financial institutions. Of
course, criminals could simply open up such accounts in their own names, but as we know, criminals
do not like to do business in their own names, nor do they like to identify themselves or provide any
identifying information. One way to conceal their identities is to form a legal entity and open a bank
account in the name of the legal entity.

In order to form a corporation, a company principal or someone acting on the
company’s behalf submits formation documents to the appropriate state office. Documents
may be submitted in person, by mail, or, increasingly, online, and “the process can take
anywhere from 5 minutes to 60 days.” Company Formations: Minimal Ownership

Information is Collected and Available (GAO-06-376) (GAO Report). The GAQ Report
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notes that, “A minimal amount of basic information generally is required to form a company.”

(GAO Report, p.7) Typically, the documents must give the company’s name, an address
where official notices can be sent to the company, share information for corporations, and the
names and signatures of the persons handling the incorporation process.

As the GAO Report indicates, “Most states do not require ownership information at
the time a company is formed,” and only a few states require ownership information on
annual or biennial reports in those states that require such periodic reports. (GAO Report,
p-13) While all states require corporations to prepare a list of shareholders and maintain the
list at the corporation’s principal or registered office, this information is not always accurate
or up to date. (GAO Report, p.43) The list could include nominee shareholders (i.e., the
shareholder on record may not be the beneficial owner), and a few states (according to the
GAO Report, Nevada and Wyoming) allow “bearer shares” where the names of the
shareholders are not on the stock certificates because ownership passes to whoever is
physically holding the stock certificates.

While most states reviewed incorporation filings for the required information and
fees, and checked to see if the proposed corporate name was available, none of the states
reported verifying the identities of incorporators or company officials. (GAQ Report, p.21)
Not one state reported that it used federal criminal records or watch lists to screen the names
of the incorporators. In sum, a person from within or outside of the United States, without
any verification of identification, can submit the appropriate paperwork to form a corporation,
and establish a corporation within as little as five minutes. The corporation is then a legal
entity that can engage in business and open a bank account. Yet, some of the most important
information about the corporation — its ownership — is nowhere recorded. If that corporation

were to engage in fraudulent or negligent activity, it would be very difficult, or even
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impossible, to identify its beneficial owners. If a subpoena were to be issued to the state
office that keeps the register of corporate information, that office would not have any
information about the beneficial owners of the corporation. If the incorporation process was
handled by a third-party agent, that agent would probably not have any information
concerning the identity of the beneficial owners. Domestic or foreign law enforcement agents
would be stymied in their attempts to conduct an investigation because they would be unable
to find out who is behind the illegal activity.
Abuse of Shell Corporations

As the discussion above indicates, shell corporations provide an opportunity for
criminals or terrorists to engage in criminal activity while concealing the identities of the
persons involved in the illegal activity. When business or financial transactions are
conducted under the guise of a shell corporation, the identities of the persons actually
conducting and benefiting from the transactions are concealed and may be difficult or
impossible to identify. As the case examples below will illustrate, the use of shell
corporations to facilitate criminal schemes has evolved over time. Initially, criminals used to
open shell corporations and trusts in offshore jurisdictions to conceal their ownership of
assets They would then open bank accounts in the names of these corporations or frusts. As
banks began to scrutinize offshore shell corporations more closely, criminals realized that
they could obtain some of the same benefits of offshore corporations from U.S. domestic
shell corporations, with the added benefit that the U.S. corporations would not receive the
same level of scrutiny.

However, after the enhanced customer identification requirements that resulted from
the USA PATRIOT Act, U.S. banks began to require more information about domestic

corporations that opened accounts at their institutions. This additional scrutiny resulted in the
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most recent phenomenon whereby criminals — domestic and foreign — are opening shell
corporations in the United States and then opening bank accounts in the names of these
corporations in foreign countries where U.S.-based corporations have an aura of legitimacy.
As we know, and as the examples below demonstrate, criminals are always quick to adapt to
changes in the regulatory and law enforcement environment.

“Daisy Chain” Schemes

The practice of using U.S. shell companies to hamper criminal investigations is not
new to U.S. law enforcement authorities. In the late 1980s and early 1990s, Russian and
Italian organized crime groups, often working in concert with one another, developed
elaborate schemes using U.S. shell companies to defraud the federal government, as well as
several state governments, of hundreds of millions of dollars of motor fuel excise taxes due
and owing on the sale of gasoline and diesel fuel. These schemes, commonly known as
“daisy chain” schemes, were designed to give the appearance that fuel was sold through a
series of distributors prior to reaching the end-user, making it difficult for federal and state
revenue authorities to assess and collect the taxes, and to trace the proceeds of the scheme.
See e.g., United States v. Macchia, 35 F.3d 662, 665 (2d Cir. 1994); United States v. Morelli,
169 F.3d 798, 801 (3d Cir. 1999); Enright v. United States, 347 F. Supp. 2d {159 (D.N.J.
2004).

Several of the distributors making up a “daisy chain” were merely shell companies, or
front companies, that never took possession of, or title to, the fuel, but were inserted in the
distribution chain solely to generate false invoices and to conceal the identities of the
individuals and entities who were actually buying and selling bootleg fuel — that is, fuel on
which the excise taxes had not been paid. The fuel was ultimately sold to unwary retailers for

an amount which included the cost of the tax, but instead of properly paying the tax to the
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government, the conspirators kept the funds for their personal enrichment.

The daisy chain schemes were structured so that the relevant excise tax lability
appeared to be incurred by one of the shell companies, which usually consisted of little more
than a mail drop, a telephone and a fax machine. When IRS agents and state revenue
examiners attempted to assess and collect the taxes, they were typically frustrated because the
company had essentially disappeared, and only listed nominees as the officers and directors.
Likewise, bank accounts held in the names of these shell companies were used to launder the
proceeds of the schemes, which were often wired to offshore accounts. The operation of
these schemes was most prevalent in the northeastern United States. Many of these shell
companies were incorporated in Delaware and Pennsylvania.

United States v. Semion Mogilevich

Semion Mogilevich and his co-conspirators are presently wanted in the Eastern
District of Pennsylvania to stand trial for racketeering, fraud and money laundering, in
connection with a multi-million dollar scheme responsible for defrauding thousands of
investors in the United States, Canada and abroad in the stock of YBM Magnex International,
Inc. (“YBM?), a public company headquartered in the United States.

The Indictment, filed on February 26, 2003, alleges that Semion Mogilevich funded
and controlled the “Mogilevich Enterprise,” which consisted of a network of individuals and
companies throughout the world. Between 1993 and September 1998, these defendants
conspired to defraud investors of over $150 million through a sophisticated scheme designed
to create an illusion that YBM was a highly profitable international business, engaged
primarily in the magnet industry. YBM operated in over twenty different countries including
the United States, Canada, England, Hungary, Russia, the Ukraine, and Isracl. The scheme

ultimately collapsed in May 1998 with the execution of federal search warrants in
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Pennsylvania and the suspension of the trading of YBM stock by the Ontario Securities
Exchange.

The scheme made extensive use of shell companies to conceal the involvement of
Mogilevich and his associates as the beneficial owners of YBM, to fraudulently inflate the
value of YBM stock, to create false financial books and records, to control ownership of the
stock, and to launder proceeds from the scheme. For example, approximately ten U.S shell
companies incorporated in New York and Delaware appeared on the false books and records
of YBM as buyers of YBM products, or as vendors of raw materials needed to manufacture
magnets. The actual ownership and operation of the companies were located in Eastern
Europe. However, these shells (with U.S. addresses) allowed YBM to misrepresent to
securities regulators, auditors and the investing public that YBM was a lucrative investment
opportunity with substantial sales in stable North American markets. This served to raise the
value of the YBM stock. In reality, the conspirators were only using the shell companies as
conduits to launder the proceeds from the sales of artificially inflated stock.

Securities Fraud Cases

Shell corporations have proved to be a popular mechanism to facilitate other securities
fraud schemes as well. For example, in an FBI undercover operation labeled “Operation
Uptick,” 120 defendants, including members of all five New York City Mafia crime families,
were indicted for participating in a securities fraud scheme that cost investors $50 million.
Charges included racketeering, securities fraud, pension fund fraud, bribery, extortion, money
laundering and witness tampering. The investigation involved the sale of fraudulent private
placement offerings to the investing public. The subjects marketed the private placements to
investors as an opportunity for investors to get in early on new growth companies. In reality,

these domestic shell companies were often fronts designed to give the impression of
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legitimate companies. The investors’ proceeds were stolen by the principals of the sham
companies. In addition to the stolen funds, brokers were paid cash kickbacks to push these
offerings on unwitting clients. The kickbacks were paid by promoters and insiders of the
thinly-traded stocks so that they could take advantage of the falsely-inflated price and sell off
their shares before the price crashed. Payments of kickbacks to brokers on these stocks were
made through numerous shell companies. As a result of the investigation, 157 individuals
were convicted and $153 million was seized for forfeiture.
Tax Cases

Michael Hogan Case

Shell corporations are frequently used in income tax evasion schemes to hide money
from the Internal Revenue Service (IRS). While our IRS colleagues are also testifying today,
I would like to highlight two cases that demonstrate how domestic shell corporations have
been used in tax evasion schemes. The first such case involved two brothers named Michael
and Terrence Hogan, who were indicted in Ohio in 1998. Michael Hogan operated various
airline-related businesses. At some point in his life, Michael Hogan decided that he was no
longer going to file income tax returns. According to the indictment, in the early 1990s,
Hogan began setting up front companies in Nevada and Delaware, and he transferred
airplanes and other assets into the names of those corporations. He then purported to lease
the airplanes to his company, Miami Valley Aviation (MVA), thereby creating false lease
payable deductions for MVA and a mechanism by which he could siphon funds from MVA.
Hogan opened bank accounts in the names of the front companies to stash his money. He
opened numerous accounts in Ohio, Nevada, and Georgia, and later opened accounts in
offshore jurisdictions including the Cayman Islands, Costa Rica, and the British Virgin

Islands. Between 1991 and 1995, MV A evaded paying taxes on $3.8 million of income.
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Hogan and his brother pled guilty to tax evasion charges in 1999. Hogan received a 36-
month sentence.

The use of the domestic shell corporations in this case made it difficult to prove that
the funds deposited in the shell corporation's bank accounts and the assets purchased in the
names of the shell corporations were actually income and assets that belonged to Michael
Hogan. The government was required to prove that, despite the cloak of the corporations and
their nominees, Michael Hogan owned and controlled the funds and the assets. This proof
required extensive use of subpoenas for documents and testimony, and made the investigation
much longer and more difficult, especially if one compares how much easier it would have
been to meet our burden of proof if either (1) the corporations were in Michael Hogan’s
business’s name, or (2) the corporate records explicitly identified him as the beneficial
owner.

Terry Neal Case

The second tax fraud case involves a defendant named Terry Neal, who was convicted
of tax-related offenses in the District of Oregon. On April 23, 2003, a grand jury returned a
thirteen-count indictment against Terry Neal and others. The indictment alleged that, since at
least 1995, the defendants conspired to hide assets, income and expenditures from the IRS,
for themselves and their clients. The defendants established foreign and domestic shell
corporations for themselves and their clients, and then established domestic and foreign bank
and securities accounts for the corporations, and devised a variety of ways they and their co-
conspirators could use the funds in the United States without making the funds easily
traceable to the true owner or paying taxes on them. These methods included “income
stripping,” the use of “warehouse banks,” offshore credit or debit cards, false mortgage loans,

false insurance policies, and offshore brokerage accounts.
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The “income stripping” scheme involved setting up a Nevada corporation, which then
billed the client’s legitimate business for fictitious consulting or other services. The
legitimate business would fraudulently deduct the payments as a business expense on its tax
return. A “warehouse bank™ account is a bank account at a regular commercial bank in which
all clients’ funds are commingled or pooled, for the purpose of concealing the clients’
respective ownership interests of the funds. Clients would send instructions to Neal or his co-
conspirators, who would conduct the transactions at their direction. Similarly, offshore bank
accounts were used to conceal a client’s funds, with credit or debit cards issued by an
offshore bank used as one means for repatriating monies as needed.

The defendants also advised clients to purchase an “insurance policy” from a fictitious
foreign insurance company. The client’s legitimate business would deduct the insurance
premium as a business expense on its tax return. The money would be sent offshore to the
defendants, who kept six to nine percent as their fee. After a year, the balance of the funds
would be deposited to one of the client’s foreign bank accounts and would again be available
to the client for withdrawal by debit card or other means.

In order to further conceal the scheme, the defendants prepared false, fictitious, and
fraudulent documents to create a veneer of legitimacy to their clients’ tax evasion. These
documents included alleged false invoices for “consulting” or “services,” promissory notes,
consulting agreements, and insurance policies. They also prepared and filed false tax returns
for the clients’ Nevada corporations. These tax returns usually showed little or no tax due.
When clients were contacted by the IRS, the defendants advised the clients to lie about their
connection to the Nevada and offshore corporations and to destroy documents. The
defendants charged substantial fees for their services.

Neal was sentenced in March 2006 to 60 months in prison and three years of
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supervised release for his role in the operation of an offshore tax fraud scheme. At least
fourteen clients of this fraudulent tax scheme have pled guilty in connection with their
involvement. According to the Government’s Supplemental Sentencing Memorandum,
“Defendant (Neal) is directly responsible for defrauding the United States out of millions of
dollars in taxes. His tax fraud was, quite simply, massive and on a scale rarely seen in this
district. . .” The government’s calculation of the tax loss was over $22 million.
Russian Money Laundering Schemes

In the cases discussed above, the criminal activity was primarily directed against the
United States. However, over the past several years, we have seen numerous cases where
domestic shell corporations have been established to facilitate foreign criminal activity.
Several of these cases have involved activity designed to move money outside of Russia,
either to evade Russian taxes or else to facilitate organized crime schemes.

Bank of New York
The Bank of New York (BNY) case was an early example of such a scheme. The BNY
investigation in the Southern District of New York focused on misconduct related to the
opening in 1996 of accounts at a retail branch of BNY in the names of Benex International
Co., Inc. (“Benex™) and BECS International LLC (“BECS”), two shell corporations that had
no real legitimate business. These corporations were formed offshore. The bank accounts
were opened by Peter Berlin, a Russian émigré, with the assistance of his wife, Lucy
Edwards, also a Russian émigré, who was a BNY vice president. During the next three and
one-half years, approximately $7 billion originating in Russia flowed through the Benex and
BECS accounts to third-party transferees around the world.

The Benex and BECS accounts were part of an underground money transfer business

that was operated by a bank located in Moscow and a company located in Queens, New
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York. From a small single-room office in Queens, company employees executed hundreds of
wire transfers per day from the Benex and BECS accounts, using electronic banking software
provided by BNY to carry out wire transfer instructions provided by the Moscow bank.
Despite the obvious money laundering risks associated with such an operation, BNY failed to
conduct adequate due diligence or make “know your customer” inquiries with regard to
Berlin or the Benex and BECS accounts. BNY also failed to monitor adequately the activity
in the Benex and BECS accounts, which were the highest fee-producing accounts in the One
Wall Street Branch where they were located.

These compliance lapses resulted in BNY entering into a non-prosecution agreement
with the United States Attorneys’ Offices for the Southern and Eastern Districts of New York
in November 2005 to resolve two separate criminal investigations. BNY admitted its
criminal conduct, agreed to forfeit $26 million to the United States, and to pay $12 million in
restitution to victims of a fraud scheme in the Eastern District case. The bank also agreed to
make sweeping internal reforms to ensure compliance with its antifraud and money-
laundering obligations, and to be subject to monitoring by an independent examiner.

United States v. Garri Grigorian

A nore recent case that followed the pattern of the scheme in the BNY case but
utilized domestic shell corporations is the case of Garri Grigorian. On August 8, 2003, Garri
Grigorian, a 43-year old Russian national living in Sandy, Utah, was sentenced to 51 months
imprisonment and ordered to pay $17.42 million in restitution to the Russian government for
his role in laundering over $130 million on behalf of Moscow-based Intellect Bank and its
customers through bank accounts located in Sandy, Utah.

The criminal charges arose out of a relationship between Grigorian and Intellect Bank

that began in 1998. In order to carry out the scheme, Grigorian, his co-conspirators, and an
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associate established three U.S. shell companies and then opened bank accounts at banks in
New York and Utah in the names of these shell companies. The shell companies never did
any actual business. They formed two Limited Liability Corporations (LLCs) in Utah and
one corporation in New York. These companies were acquired so that bank accounts could
be established in their names, and thus make it appear as though wire transfers to and from
those bank accounts were in furtherance of legitimate foreign trade with a U.S. company.
Grigorian and his co-conspirators opened bank accounts in business names, at local
bank branches in Utah, to enable Intellect Bank to conduct U.S. dollar wire transfers on
behalf of its customers. Intellect Bank regularly transferred large amounts of funds to the
business bank accounts on behalf of Intellect Bank’s customers. Intellect Bank would
transmit instructions to Grigorian and his co-conspirators in Utah, directing where to wire
transfer the funds deposited in the business accounts. Deposits were then made to the
business accounts in bulk amounts on a daily basis. Then, Grigorian admitted, he and his co-
conspirators transferred the funds out of the accounts to a large number of third-party
transferees located around the world. Typically, there were numerous wire transfers in a
single day to and from the business accounts. The investigation disclosed that there were
more ihan 5,000 wire transfers to and from the business accounts in Utah from in or abour
October 1998, up to and including in or about January 2001, totaling more than $130 million.
Records from the Utah state agency provided limited details of the owners of the shell
companies. Documents for the first company formed provided only the names of a registered
agent and two managers of the company. Documents for the second company formed
provided the name of a registered agent and a manager of the company. While a name was
provided for the owner of the company, no address other than Moscow, Russia was listed, It

was only through the verification of bank records that investigators were able to determine
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that the actual owners of the companies were two individuals listed on the documents as a
manager and an officer. Thus, the name provided on the state agency documents as the
owner was merely a nominee name used in an effort to conceal and disguise the true owners.
It was only because the true owners established bank accounts in the names of the shell
companies and the fact that the bank maintained information that was not accessible from the
state agency, that the true perpetrators of the scheme were revealed.

However, while the investigators could get to the owners of the Utah shell companies,
the money flowing through the account was linked to numerous other U.S. shell companies.
The fact that we could not determine the owners of those companies made it difficult to
charge Grigorian with money laundering because we were unable to determine the source of
the funds. Had we been able to ascertain the owners of those companies, our investigation
could have proceeded further. We attempted to get details on the beneficial owners of the
accounts from the banks, but most of the money went through correspondent accounts of
foreign banks so that was a dead end. We had allegations of corrupt foreign officials using
these shell accounts to launder money, but were unable -- due to lack of identifying
information in the corporate records -- to fully investigate this area.

Recent Developments in Domestic Law kntorcement Cases

Criminals have learned from the Bank of New York and Grigorian prosecutions, and
devised a more complicated version of the same scheme to evade law enforcement. Criminals
who establish shell corporations in the United States are now increasingly opening bank
accounts for those corporations in offshore jurisdictions where customer identification
requirements may be less rigorous. However, these corporations are still able to gain access
to the U.S. financial system if the foreign bank has a correspondent account at a U.S.

financial institution. As the GAO Report noted:
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Customer Identification Program (CIP) requirements implemented by the USA
PATRIOT ACT in 2001 establish minimum standards for financial institutions to
follow when verifying the identity of their customers in connection with the

opening of an account. Under these standards, financial institutions must collect

the name of the company, its physical address (for instance, its principal place of

business), and an ID number, such as the tax identification number. . . . One

representative said that his institution also checked names against the OFAC

[Office of Foreign Assets Control] list and requested photo identification from all

signers on the account.
GAO Report, p44.!

Thus, now the criminals establish U.S. shell companies in the names of nominees and
through intermediaries. The criminals then establish bank accounts in the name of the U.S.
shell companies in foreign jurisdictions. Latvia remains a popular jurisdiction for opening
such bank accounts, but other jurisdictions are used, as well. Because the customer is a U.S.
corporation, the customer has a certain aura of legitimacy. The foreign bank, in turn, has a
correspondent account with a U.S. money-center bank in New York. The criminals then run
the same scheme, described above, through the foreign bank, using the U.S. correspondent
account to facilitate transactions.

On the surface, it appears as though wire transfers are being made to further foreign
trade with a U.S. company that has a bank account in New York. In actuality, the criminals
are running ar underground banking channel in which it is nearly impossible to determine the

source, nature, or destination of the money moving through it (which by all estimations

amounts to billions of dollars). U.S. law enforcement agencies cannot determine who is

i With respect to beneficial ownership of the corporation, representatives of the financial community told
the GAO investigators that, although they are not required to obtain ownership information in all cases, as a
result of our “risk-based approach” to customer identification requirements, financial institutions routinely
investigate high-risk applicants in order to uncover the ultimate beneficial owners. They further said that
conducting the necessary due diligence on a company can be expensive and time-consuming because
“institutions must sometimes peel back layers of corporations or hire private investigators to find the actual
beneficial owner or owners of a company.” (GAO Report, p.45) The resuit is that financial institutions, through
their due diligence obligations, end up having to compensate for the fact that little or no due diligence is
conducted when a corporation is established by a state agency.

16



66

perpetrating the scheme by reviewing the records maintained by the state where the U.S. shell
company was formed because the criminals use nominees on the paperwork and purchase the
shell company via an intermediary. Law enforcement also cannot determine who is
perpetrating the scheme by reviewing the U.S. bank account records. The U.S. bank account
records only identify the account holder of the correspondent account (i.e., the foreign bank,
itself). The records do not identify who controls the accounts within the foreign bank. U.S.
law enforcement must get this information from the foreign country.

Getting such information from foreign countries is time consuming at best and often
very difficult for a variety of reasons, including the prerequisites for Mutual Legal Assistance
Treaty (MLAT) requests and lack of cooperation from some foreign countries. Even under
the best of circumstances, the MLAT process is time-consuming. In some cases, following
the money trail requires MLAT requests or other formal outgoing requests to multiple
countries to obtain the necessary evidence. The combination of using domestic shell
companies, where little or no useful information is available, with foreign financial
institutions, where information can be difficult or time-consuming to obtain, makes these
cases very difficult for us to investigate and prosecute.

Incoming Mutual Lega! Assistance Requests

The use of domestic shell corporations in criminal schemes not only frustrates our
domestic law enforcement efforts, but also frustrates the efforts of our foreign law
enforcement counterparts. When the perpetrators use U.S. shell corporations to open bank
accounts in foreign countries to launder money or otherwise facilitate criminal activities in
those countries, foreign law enforcement will go to the foreign bank to obtain information
about the owners of the accounts. If the bank account is in the name of a U.S. corporation,

foreign law enforcement will have to request information on the beneficial owners of the
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corporation from the United States. This is most commeonly done through an incoming
request pursuant to an MLAT with the United States if one is in effect, or else through the
more cumbersome Letters Rogatory process.

The Office of International Affairs (OIA) in the Criminal Division of the Department
of Justice is the central authority for handling incoming requests for assistance from foreign
countries. When OIA receives a request for assistance, it will usually transmit the request to
the U.S. Attorney’s Office in the district in which the evidence is located unless it appears
that all the evidence sought in the request in that district could be obtained without a
subpoena. Requests for corporate records are transmitted to the FBI because the information
is generally available without a subpoena. However, depending on what other assistance is
sought in the request, the request may be transmitted to the U.S. Attorney’s Office to execute
in coordination with the FBI field office. In Delaware, because of the volume of requests,
OIA relies upon the U.S. Attorney’s Office for the District of Delaware to execute all of these
requests. However, because of the lack of adequate disclosure or reporting requirements at
the state level, the corporate records filed with the state agency -- either the articles of
incorporation or the periodic reporting records -- will not identify the beneficial owners of the
corporation. Morecver, it is not uncommon for the corporations to be inactive, so any
information may be out of date. Consequently, the foreign investigation may be stymied at
this point.

While the Department of Justice does not maintain statistics based on legal assistance
requests specifically related to shell corporations, OIA, as the central authority for executing
requests for international evidence, gains intelligence which both corroborates and
illuminates the scope of the U.S. shell corporation problem. A review of MLAT requests

received during 2004 and 2005 disclosed that, over the past several years, OIA has received
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an increasing number of incoming legal assistance requests which, in the course of being
executed, are revealed to involve U.S, shell corporations. This survey indicated that in 2004,
OIA received 198 legal assistance requests from Eastern European countries, and that 122 of
these requests involved U.S. shell corporations. In 2005, those figures increased to 281
requests received from Eastern European countries, with 143 of those requests involving
information involving U.S. shell corporations. The majority of those requests came from
Russia and the Ukraine. In most of those cases, OIA had to respond by saying that
information about the beneficial owners of the corporation is not available. At a time when
we are trying to foster good relationships with our law enforcement counterparts and
encourage international cooperation, such responses are counterproductive and damaging to
our credibility.

Company Formation Agents

Another factor that contributes to the frustration of law enforcement when
investigating shell corporations is the use of company formation agents. Company formation
agents help individuals or companies form companies by filing formation documents and
other paperwork with the appropriate state agencies. In some cases, these agents perform
other services as well, such as serving as an agent for service of process, or even serving as a
director of the newly-formed corporation. As the GAQO Report points out, there is very little
oversight of these agents by the states. The agents rarely collect information on ownership
since the states do not require it. States generally do not require the agents to verify the
information collected from clients. Some of the company formation agents open thousands of
corporations and market these corporations around the world. In response to an incoming
request for assistance in a foreign investigation, a registered agent told U.S. authorities that

he estimated that he opened more than 8,000 companies for a foreign company broker over a
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ten-year period, primarily in Delaware and Oregon, without meeting anyone personally or
having any knowledge about the business purposes for these entities. These foreign brokers
are then able to sell the U.S. corporate entities to anyone willing to pay the price fora U.S.
corporation.

Our colleagues at the U.S. Immigration and Customs Enforcement (ICE) have advised
us that their special agents have encountered several cases where third-party agents
incorporate vast numbers of businesses in various states. When ICE encounters cases
involving the use of shell corporations, it is usually incidental to other violations, such as
money laundering or fraud.

In one such case, the investigation began with information (a Suspicious Activity
Report or SAR) received from a bank that an individual received over $1 million in his
account from various banks in Latvia, Russia, and Lithuania. The amount of money moving
through the accounts seemed unusual because the individual listed his occupation as a self-
employed construction worker. One of the financial transactions was conducted on behalf of
a company registered in both Austria and Salem, Oregon. The registered agent for the
company in Oregon was identified and interviewed for information in November 2003.

During that interview, the third-party agent outlined his involvement in registering
companies. Basically, he advertises his status as a third-party agent on the Internet and
responds to requests from overseas to register companies in the U.S. The agent receives $80
for every corporation he establishes. Over the course of several years in that business, the
agent registered over 2,000 corporations, over 1.200 of which were still active companies at
the time of the interview. The registrations took place mostly in Oregon, but also in
Arkansas, Colorado, Idaho, Towa, Kentucky, Montana, South Dakota, Washington, and West

Virginia.
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Most of the requests to the third-party agent for incorporating businesses in the USA
involved “Eastern Europeans.” According to the agent, Oregon maintains some of the lowest
costs for forming corporations, and Oregon law requires very minimal information when
forming corporations. Also, once he completes the paperwork and forwards the information
to the requesting party, he no longer has a part in the business.

ICE ultimately closed this case because the main target of the original case had moved
and could not be found. However, many investigations lead to a similar fate. Banks file
numerous SARs disclosing suspicions movements of money by corporations, and
investigations initiated on the basis of these SARs frequently lead to a dead end because the
case involves a U.S. shell corporation that has opened an account at a foreign bank, and
sufficient information concerning the purpose or the true nature of the transaction cannot be
obtained. -

The Financial Action Task Force

The FATF is the preeminent multilateral group that addresses money laundering
issues. The United States is one of the founding members of FATF. Since its creation in
1989, the FATF has spearheaded the effort to adopt and implement measures designed to
counter the use of the financial systuin by criminals. It established a series of 40
Recommendations in 1990 that set out the basic framework for anti-money laundering efforts
and are intended to be of universal application. These Recommendations were revised in
1996 and in 2003 to ensure that they remain up to date and relevant to the evolving threat of
money laundering,

In reviewing the rules and practices that impair the effectiveness of money laundering
prevention and detection systems, the FATF found that:

Shell corporations and nominees are widely used mechanisms to launder the
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proceeds from crime, particularly bribery (e.g. to build up slush funds). The ability
for competent authorities to obtain and share information regarding the
identification of companies and their beneficial owner(s) is therefore essential for
all the relevant authorities responsible for preventing and punishing money
laundering.

See FATF Report on Misuse of Corporate Vehicles, p.5 (October 2006) (available at
http://www fatf-gafi.org/pages/0.2987.en_32250379 32235720 1 1 1 1 1.00.html).

Consequently, several of the 40 Recommendations address steps that nations
should take with respect to shell corporations, most notably Recommendation 33:

Countries should take measures to prevent the unlawful use of legal persons by

money launderers. Countries should ensure that there is adequate, accurate and

timely information on the beneficial ownership and control of legal persons that

can be obtained or accessed in a timely fashion by competent authorities. In

particular, countries that have legal persons that are able to issue bearer shares

should take appropriate measures to ensure that they are not misused for money
laundering and be able to demonstrate the adequacy of those measures. Countries
could consider measures to facilitate access to beneficial ownership and control
information to financial institutions undertaking the requirements set out in

Recommendation 5.

Probably the most unique element of the FATF, and a major contributor to its success,
is the process of peer review. The 40 Recommendations are exactly that — recommendations.
The Recommendations are not binding on any member. However, compliance with the 40
Recommendations is encouraged by the process of peer review implemented through a
program of mutual evaluaticns. Under the mutual evaluation program, each jurisdiction 1s
periodically examined by a team of reviewers to assess cach member’s compliance with the
40 Recommendations. Jurisdictions are given a ranking of Fully Compliant (FC), Largely
Compliant (LC), Partially Compliant (PC), or Non Compliant (NC) with respect to each
Recommendation.

The United States has undergone three such evaluations, with the most recent one

taking place earlier this year. The evaluation report was presented to the FATF Plenary in

June 2006. While the overall evaluation of the United States was very positive and lauded
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our efforts in terms of investigations, prosecutions, and seizures, the United States received
four rankings of NC. Two of these four NC rankings were based on our laws and regulations
relating to legal entities and beneficial ownership (Recommendations 33 and 34). The Report
found that the United States is not compliant with respect to Recommendation 33
(“Transparency of Legal Persons and Arrangements™) because:

While the investigative powers are generally sound and widely used, there are no

measures in place to ensure that there is adequate and timely information on the

beneficial ownership and control of legal persons that can be obtained or accessed

in a timely fashion by competent authorities.

As a result of these NC rankings and the PC ranking the U.S. received on core
Recommendation 5 regarding customer due diligence (of which identification of beneficial
owners is a significant part), the United States must provide a succinct update to the FATF
Plepary in June 2008 describing the corrective actions it has or is taking.

Of course, company formation processes within the United States have traditionally
been within the province of the individual states. As FATF itself recognized, it is an over-
simplification to simply label the “United States” as non-compliant in this area. Rather it is
the company formation mechanisms within fifty individual states that are currently deficient
in this respect.

However, it is important to recognize that, as the GAO Report points out, some
jurisdictions that have had reputations as “money laundering havens” have enacted measures
to regulate firms that provide services such as company formation. The United Kingdom
Crown Dependencies of Jersey and the Isie of Man began regulating company service
providers in 2001 and 2000, respectively. In those jurisdictions, company service providers
now must be licensed, and are required to conduct due diligence to verify the identity of their

clients and to obtain company ownership information to form a new company. By
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implementing these measures, Jersey and the Isle of Man have taken a major step toward
ensuring that information concerning the beneficial ownership of new corporations will be
obtained. In order to address privacy concerns, the ownership information is not maintained
in the public record, but is kept at the registry in Jersey and with company service providers
in the Isle of Man, and is available only to law enforcement.

In fact, many jurisdictions in the Caribbean, once labeled as “money laundering
havens,” have taken similar measures. For example, the Cayman Islands has enacted
legisiation to regulate company service providers. They are now governed by the Companies
Management Law (2003 Revision) and its accompanying regulations, and supervised by the
Fiduciary Services Division of Cayman Islands Monetary Authority (CIMA). A large range
of service providers falls within the ambit of the law — law firms; asset managers; those
providing registered office, company secretary, and alternate director facilities; administering
offices; and trust service providers. Allowance is also made for additional corporate services
to be included. A corporate service license is required for those providing basic services such
as company formation, and the filing of statutory returns. Service providers controlling
assets or acting as secretary, authorized custodian, or other more substantive functions
require a companies-management license. Trust companies are, however, licensed under the
Banks and Trust Companies Law (2003 Revision), while insurance and fund managers are
licensed under the insurance and securities investment business laws.

Compliance with the Cayman money laundering requirements is effected through
CIMA’s supervisory process. CIMA’s Fiduciary Supervisory Division is responsible for
supervising trust companies and company management service providers. and applies the
same high standards during the licensing and “Know Your Customer” process as is applied in

other industry sectors. An on-site inspection program has been implemented that reflects the
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Offshore Group of Banking Supervisors’ Trust and Company Service Providers Statement of
Best Practice. Company managers must submit audited financial statements to CIMA. In
addition, company manager directors must submit a certificate of compliance with the AML
requirements on an annual basis. The Money Laundering Regulations require that Cayman
Islands Financial Service Providers (FSPs) implement procedures regarding customer
identification, suspicious transaction reporting, employee training, and record keeping. Laws
protect those who make reports, and tipping-off (i.e., notifying a customer that a suspicious
transaction has been reported) is penalized. Additionally, any bearer shares issued by a
corporation must be immobilized and held by a custodian outside of the corporation. The
steps taken by other jurisdictions to address the problems presented by shell corporations
demonstrate that the problem is not insurmountable.
Conclusion

I would like to conclude by expressing the gratitude of the Department of Justice for
the continuing support that this Subcommittee has demonstrated for anti-money laundering
enforcement, especially in the area of correspondent banking. The Department believes that
we must continue to strengthen our anti-money laundering laws, not only to fight drug
trafficking but also to fight terrorism, white collar crime and all forms of criminal activity
that generate or utilize illegal proceeds. The downside of globalization is that it affords
perpetrators of crime new outlets and vehicles for these crimes, and thus poses new threats to
confront. We in the Department of Justice look forward to working alongside our Treasury
and Homeland Security colleagues, with this Subcommittee and with your colleagues in the
Senate and the House to address the issues identified in this hearing.

I would welcome any questions you may have at this time.
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Good afternoon, Chairman Coleman, Ranking Member Levin, and other Members of the
Permanent Subcommittee on Investigations. Iam Steve Burgess, Director of Examination
for the Small Business/Self Employed (SB/SE) division of the Internal Revenue Service. 1
am accompanied this momning by Robert A. Northeutt, the Acting Director of SB/SE’s
Abusive Transactions Office. He has first-hand knowledge of some of the issues that will
be discussed this afternoon and he will join me in responding to your questions.

It is my pleasure to appear before you today to discuss a critical issue relating to our ability
to enforce our nation’s tax laws adequately --- the need for transparency of beneficial
ownership of legal entities so that taxpayers cannot conceal such interests for the purpose
of evading tax obligations or facilitating other financial fraud and money laundering.

In August, this Subcommittee held a hearing on offshore tax shelters and released a report
that discussed the billions of dollars being lost to the United States Treasury by corporate
and individual taxpayers seeking to hide income in foreign tax havens or shelter income by
claiming it was earned in low tax jurisdictions.

At that hearing, Commissioner Everson commented that, by their very nature, offshore
abusive tax avoidance transaction (ATAT) arrangements are designed to conceal the
identity of the taxpayers and to shield their ownership of assets and income from detection.

That hearing received significant press coverage. As a result, many people may have been
astonished to learn that corporate and individual taxpayers could so easily “go offshore” to
avoid reporting and payment of their Federal taxes and exploit the financial secrecy laws
deliberately created in certain foreign jurisdictions to attract foreign business.

As T'will discuss today, and as this committee is already well aware, it is not just the
secrecy laws in these foreign tax havens that can be exploited by persons to evade taxes or
conceal criminal transactions. Within our own borders, the laws of some states regarding
the formation of legal entities have significant transparency gaps which may even rival the
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secrecy afforded in the most attractive tax havens. This domestic transparency gap is an
impediment to both U.S. law enforcement and the enforcement of tax laws in other
countries.

Need for Transparency

A key component of our ability to enforce tax laws in almost any area is the availability of
information regarding the transaction in question. This is especially true in a global
environment where the transaction in question may involve multiple corporate entities,
both foreign and domestic.

Not only must information about the transaction itself be available, but relevant
information about the parties to the transaction must be available, as well. A critical
element in evaluating and understanding transactions is to identify the beneficial owners of
the corporations in question. The “beneficial owner” is the person who ultimately owns or
exercises effective control over the legal entity. This would include an individual, a
foundation, or a group of individuals represented by an investment advisor or mutual fund,
for example.

The lack of transparency possible in corporations, trusts, limited liability companies
(LLCs), and other entities enables countless numbers of taxpayers to hide their
noncompliance behind a legal entity. This noncompliance would include such things as
the non-filing of proper returns and the hiding of taxable income.

A huge industry exists that uses the internet and other channels to promote “asset
protection” over the internet and through other channels. While “asset protection” is a
common and generally legitimate estate-planning strategy, the term has also become a
buzz phrase that attracts individuals interested in facilitating tax fraud, non-compliance
with tax and other laws, financial crimes, and even terrorist financing.

Privacy and protection against personal liability have long been important and necessary
components for the formation of corporations and the operation of a successful market
economy. However, once formed this same privacy and secrecy can be used to shield the
owner’s identity in such a manner that it will often impede a government investigation to
the point where the investigation must be discontinued.

Corporate Formation

In accordance with our federal system of government, state laws govern the legal
formation of business entities within their boundaries, as well as the informational and
reporting requirements imposed on such entities. While requirements vary from state to
state, in each instance a minimal amount of information is required in order to form the
new entity. Generally, information concerning the beneficial ownership of the entity is not
required.
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According to a report from the Government Accountability Office (GAO) on company

formations in April, 2006, only four states --- Alabama, Arizona, Connecticut, and New
Hampshire --- request some ownership information. Even in these states, however, the

requirement applies solely with respect to the formation of LLCs.

State officials and agents told the GAO that collecting company ownership information
could be problematic. According to the report,

“Some state officials and agents noted that collecting such information could
increase the cost of company filings and the time needed to approve them. Some
officials said that if they had additional requirements, companies would go to other
states or jurisdictions. Finally, officials and agents expressed concerns about
compromising individuals’ privacy because owner information disclosed on
company filings would be part of the public record, which has not historically been
the case for private companies.”

It is important to note that large, publicly traded companies whose securities are registered
with the Securities and Exchange Commission (SEC) are already subject to federal
disclosure requirements regarding beneficial ownership. New requirements imposed by
states would likely have a greater impact on private companies and smaller companies that
do not currently file with the SEC.

This competition among states for corporate registrations has created what some have
characterized as a “race to the bottom” in terms of establishing minimal information and
verification requirements in corporate formation and reporting. According to the Money
Laundering Threat Assessment, issued jointly by several federal law enforcement agencies
late last year, a handful of U.S. states offer company registrations with cloaking features ---
such as minimal information requirements and limited oversight --- that rival those offered
by offshore financial centers. The three states cited as the most accommodating for the
organization of these legal entities are Delaware, Nevada, and Wyoming,

From an IRS perspective, non-compliant taxpayers, including non-filers, fraudulent
taxpayers, abusive promoters and under-reporters, have taken advantage of certain state
laws, particularly in Nevada. Nevada has laws that may be used to help hide the identity of
the non-compliant taxpayers; these laws are perceived by some taxpayers as available to
facilitate taxpayer non-cooperation with the IRS; and non-compliant taxpayers may take
advantage of an established industry for forming and servicing corporate entities.

Wyoming has similar laws. In fact, Wyoming incorporators advertise that a Wyoming
corporation can offer the same benefit of “asset protection™ as Nevada but at a lower cost
and without the perceived stigma of a Nevada corporation.

Bearer Shares and Nominee Officers

Bearer shares and nominee officers are particularly effective and popular in establishing an
anonymously owned entity. Bearer shares are issued by the corporation upon formation
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and actually deem ownership of the corporation to the holder of the share. To determine
ownership, one must actually find who has physical possession of the shares. Nevada and
Wyoming are the only states that permit bearer shares.

Nominee officers also make it easy for non-compliant taxpayers to establish a corporation
and remain completely anonymous. While most states require that corporate officers have
some meaningful relationship to the corporation, Nevada and Wyoming do not require this.
An internet search of “Nominee Officer” will reveal hundreds of businesses offering
Nevada and Wyoming entities, the owners of which are never reported to the state. A
single nominee can serve as all of the officers for a Nevada or Wyoming corporation. The
nominee officer is reported to the State, but is essentially just a name on a piece of paper.
Corporate owners, who wish to remain anonymous, can hold the title of vice president,
which is not reported to the State, and hire a nominee to hold the other offices. With
relative ease, corporate owners can shift income to another, similarly formed entity, and
the only available information regarding that entity will be the nominee and the nominee’s
address. These nominees are often resident agents (or abusive promoters) who primarily
forward mail to a P.O. Box. If asked, many nominees claim they do not know the identity
of the owner. If the entity had been established by another promoter, using bearer shares
and nominee officers, they could be telling the truth.

IRS Investigations

There are approximately 250 resident agents in Nevada that each service 185 or more
corporations. The largest of these serves nearly 30,000 entities. The IRS has authorized
several investigations under Section 6700 of the Internal Revenue Code (IRC) into
promoters of Nevada corporations and resident agents. These investigations have revealed
widespread abuse, as well as problems in curtailing that abuse.

1t should be noted that the promoters themselves are generally not engaged in overtly
abusive activity subject to penalties under Section 6700. The activities they undertake on
behalf of their clients are consistent with the state laws under which they operate.
However, many of their clients are engaged in fraudulent activity in violation of tax,
money laundering, and other laws.

For example, our office, as a result of several promoter investigations has obtained client
lists that are being used as a source for potential non-filer audits. An initial sampling of
the client lists showed that anywhere from 50 to 90 percent of those listed are currently, or
have been previously, non-compliant with Federal tax laws. These included non-filers,
under-reporters and those who exploit “Corporation Sole” statutes. Used as intended,
Corporation Sole statutes enable religious leaders ~ typically bishops or parsons — to be
incorporated for the purpose of insuring the continuation of ownership of property
dedicated to the benefit of a legitimate religious organization. However, some promoters
facilitate a particularly abusive scheme whereby they exploit legitimate laws to create
sham, one-person, non-profit religious corporations.
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We have also seen instances where a promoter advises its clients to place their stock ledger
and bearer shares in an offshore entity, thereby further ensuring their anonymity and
thwarting a Nevada requirement that the resident agents know the location of the stock
ledger. If asked who owns a particular entity, the resident agent can say that all he/she
knows is that it is owned by an entity in an offshore couniry.

While the non-compliance rates found in the client samples of the promoters we have
investigated (50 to 90 percent) are probably not the norm across all Nevada corporations,
even if non-compliance is a fraction of those numbers the potential loss to the Treasury is
still considerable. There are over 650,000 active and inactive entities in Nevada.

It is important to remember that this is for only one state.
Moving Forward

We are looking at a number of strategies to target the widespread tax non-compliance by
many of the shell companies represented by resident agents and promoters. One of the key
elements of this is the establishment of an Issue Management Team (IMT) similar to teams
we have formed in other significant areas of potential non-compliance. There are several
things that the IMT might pursue.

First, the Service has authorized audits for a small number of taxpayers in Nevada who are
non-filers. As part of this, we are contemplating mass audits of non-filers that would
produce a list of non-filer and non-compliant participants. This list would be categorized
from the most egregious (high income non-filers, corporation sole, fraud, etc.) to the least
egregious taxpayers as a means to plan efficient and effective audits. This audit list would
be compiled from promoter audits, the Nevada Secretary of State database, and possible
John Doe summonses.

Second, we are also looking at additional promoter investigations. Even if the promoters
themselves are not found to be in violation, accessing their client lists could provide
valuable information. Criteria for selection of promoters for such investigations could
include the size of the entity, the existence of corporation sole, the number of inactive
corporations, the company’s own compliance data, etc. Once authorized, the
investigations could concentrate on securing a client list to determine levels of non-
compliance and conducting audits to determine whether the promoter made any overt
abusive statement in the formation and administration of the corporations.

Third, the Service will consider “John Doe summonses” to resident agents, The
summonses would be similar to the ones issued to credit card companies related to the use
of offshore credit cards. Nevada resident agents and incorporation companies provide a
legitimate service to a group of unknown “Does” whom the Service has reason to believe
are using these valid services to abuse the tax system. The John Doe summons could
request the identity of individuals who are paying for resident agent services or who have
paid for the formation of a Nevada corporation. This information should reveal ownership
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of active and inactive Nevada Corporations which the Service suspects could include a
large amount of non-filers and abusive schemes.

Fourth, we are coordinating our efforts with those of other Federal agencies. As indicated
in the GAO report, the lack of corporate transparency is a problem for many governmental
agencies including the FBI, the Financial Crimes Enforcement Network (FinCEN) in the
Department of the Treasury, and the Department of Homeland Security.

Finally, we understand that Nevada may be changing its approach to these types of entities,
The president of the Nevada Resident Agent Association may support legislation in the
2007 legislative session that outlaws nominee officer services. Some political leaders in
the state have also indicated that they may address the nominee officer issue.

Information Sharing With Trading Partners

Foreign governments that are trying to enforce their own tax laws are often stymied by the
use of shell corporations in the United States for which beneficial ownership information is
difficult to obtain. Most of the tax treaty requests for exchange of information involving
U.S. shell companies (LLCs and Corporations) are received from Eastern European
countries and the Russian Federation. These U.S. shell companies, organized mainly in
Delaware, Nevada, Arkansas, Oklahoma, and Oregon, are used extensively in Eastern
Europe and the Russian Federation to commit Value Added Tax (VAT) fraud.

The IRS has received requests from other treaty countries relating to U.S. shell
companies; however, the number of these cases has not been tracked in countries other
than Eastern Europe and the Russian Federation due to the low volume. Of the 306
Eastern European and Russian requests relating to U.S. shell companies made in 2002, 40,
26, and 18 percent were from Russia, Lithuania, and Latvia, respectively. In 2003, 63
percent of the 440 requests were from Russia, and 14 and 13 percent were from Lithuania
and Latvia, respectively. Of the 363 requests in 2004, 37, 23, 14, and 14 percent were
from Russia, Latvia, Lithuania, and the Ukraine. In 2005, 77 percent of the 561 requests
were made by Russia, 9 percent by the Ukraine. Of the 369 requests made in 2006, 64
percent were from Russia and 7 percent were from the Ukraine.

The IRS is generally unable to determine the "beneficial owner" of these U.S. shell
companies. However, the IRS has pursued for its tax treaty partners all legal means
available in the U.S. to obtain information on the broker and reseller of the U.S. shell
companies. The IRS checks its internal records to determine whether the U.S. shell
company has an Employer Identification Number and files U.S. tax returns, searches for
information on a nationwide commercial service, and frequently obtains information from
Secretary of State websites.

The IRS also requests information from the U.S. Company Formation Agents (Agents) by
Information Document Requests and summonses. The Agent is usually able to supply a
limited amount of information that reveals the client who commissioned the creation of the
U.S. shell company along with contact names, addresses, billing information, emails, and
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other information regarding the shell companies, brokers, and resellers. In most cases, the
clients are foreign agents (foreign resellers) that pay for the formation of large numbers of
U.S. shell companies for sale to other foreign persons.

While the IRS is often unable to provide its treaty partners with beneficial ownership
information regarding U.S. shell companies, it encourages its treaty partners to pursue the
leads that are provided by making exchange of information requests to the country where
the foreign reseller is located. However, the country of the foreign reseller usually does
not have an exchange of information program with the country attempting to verify the
transaction and obtain beneficial ownership information.

Since Russia, Latvia, Lithuania, and the Ukraine are the main countries affected by this
type of tax fraud, they continue to express their concern that the U.S. Limited Liability
Company (LLC) regime is an offshore haven used to falsify VAT transactions.

Potential Solutions

I understand that the Subcommittee is interested in developing solutions to this problem,
and, in discussions with the Subcommittee staff, several suggestions were advanced that
may be worthy of consideration. Included among these is the development of model state
laws that would make the ownership and control of all corporations more visible, at least
for law enforcement.

It has also been suggested that perhaps the IRS could collect more information.
Specifically, one idea is to add a line to the application (Form SS-4) that must be
completed prior to the issuance of an Employee Identification Number (EIN). Currently,
Form SS-4 requires the name and tax identification number (such as the Social Security
number) of the principal officer if the business is a corporation, or general parter if it is a
partnership, or owner if it is an entity that is disregarded as separate from its owner
{(disregarded entity), such as a single member LLC. The additional line would ask for the
name of the beneficial owner(s) of the corporation seeking the EIN. This would apply to
all corporations seeking an EIN. Since this information is already required of publicly
traded companies, as stated above, this would likely increase the burden of reporting more
significantly for private and smaller companies.

While this sounds like a relatively simple solution, it would not fully address the problem.
Some companies do not request or need EINs. For example, a single member LLC with no
employees would not need an EIN. In addition, some EINs become inactive after a certain
period, dropping off the IRS database. For example, U.S. shell companies being used in
foreign criminal activity are sometimes inactive in the United States. In addition,
ownership information on LLCs owned by foreign individuals or entities would only be
available if the LLC obtained an EIN for income that was subject to tax in the United
States.
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In addition, the IRS is not always notified when the ownership changes. In the instance of
bearer shares, beneficial ownership changes each time the shares are passed from one
person to another.

There is also an issue relating to the IRS’ inability to share data with other Federal
agencies. As part of the administration of federal tax laws, IRS investigators can use IRS
data in their investigations of tax and related statutes, but access by other federal and state
law enforcement is restricted by 26 U.S.C. § 6103. For example, in order for other federal
law enforcement officials to access IRS information provided by taxpayers (or their
representatives) a federal court must issue an ex parte order. The agency requesting the
information must show that it is engaged in preparation for a judicial, administrative or
grand jury proceeding to enforce a federal criminal statute or that the investigation may
result in such a proceeding.

That said, there are several examples of tax information sharing currently authorized by the
Internal Revenue Code. For example, there are additional provisions currently in the tax
code providing for disclosure, in certain limited situations, of such information relating to
criminal or terrorist activities or emergency circumstances. Additionally, state law
enforcement officials can access IRS information for enforcement of state tax laws. Law
enforcement officials can also obtain IRS information with the taxpayer’s consent.

Summary

Mr. Chairman, the issue of disguised corporate ownership is a serious one for the IRS in
terms of its ability to enforce the tax laws and in our efforts to reduce the tax gap. Our
experience has shown us that the clearer the transaction and the identity and role of the
parties to that transaction, the higher the rate of compliance with the tax laws and the anti-
money laundering statutes.

Unfortunately, the lack of transparency caused by states not requiring sufficient beneficial
ownership information upon the formation of a legal entity allows individuals who are
intent on tax fraud, money laundering, and even terrorist activities to operate under a veil
of secrecy that can frustrate the best efforts of law enforcement. We even see instances
where we are unable to provide the full assistance requested by our tax treaty partners as
they attempt to enforce the tax laws in their own countries.

The IRS has formed an Issue Management Team to address this matter. We will be going
after both the promoters and their clients. We want to continue to work with FinCEN, the
FBI, the Department of Homeland Security, and other Federal agencies. We also want to
work with the states, both in sharing information and in making sure they recognize the
risks of allowing the formation of corporations using techniques such as nominee officers
and directors and bearer shares.

I appreciate the opportunity to be here this afternoon and Robert and I will be happy to
respond to any questions.
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COMPANY FORMATIONS

Minimal Ownership Information Is
Collected and Available

What GAO Found

Most states do not require ownership information at the time a company is
formed or on the annual and biennial reports most corporations and limited
liability companies (LLC) must file. Four of the 50 states and the District of
Columbia require some information on members {owners) of LLCs (see
figure). Some states require companies to list information on directors,
officers, or managers, but these persens are not always owners. Nearly all
states screen company filings for statutorily required information such as the
company’s name and att address where official notices can be sent, but no
states verify the identities of company officials. Third-party agents may
submit formation documents for a company but usually collect only billing
and statutorily required information and rarely verify it.

Federal law enforcement officials are concerned that eximinals are
increasingly using U.S. “shell” companies—companies with generally no
operations—io conceal their identities and illicit activities. Though the
magnitude of the problem is hard to measure, officials said that such
companies are increasingly involved in criminal investigations at home and
abroad. The information states collect on companies has been helpful in
some cases, as names on the documents can generate additional leads. But
some officials said that available information was limited and that they had
closed cases because the owners of a company under investigation could not
be identified.

State officials and agents said that collecting company ownership
information could be problematic. Some noted that collecting such
information could increase the cost and time involved in approving company
formations. A few states and agents said that they might lose business to
other states, countries, or agents that had less stringent requirements.
Finally, officials and agents were concerned about compromising
individuals’ privacy, as information on company filings that had historically
been protected would become part of the public record.
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Mr. Chairman and Members of the Subcommuittee:

I appreciate the opportunity to participate in today's hearing on company
formation practices among the states. My testimony, which is based on our
April 2006 report to this subcoramittee, will provide an overview of the
information about the owners of nonpublicly traded companies that is
routinely collected and made available by the 50 states and the District of
Columbia.’ As you know, the majority of companies in the United States
are legitimate businesses that carry out an array of vital activities and are
the backbone of our economy. However, companies can also be used for
illicit purposes, such as laundering money or shielding assets from
creditors. For example, government and international reports have said
that “shell” companies—companies with generally no operations-~have
become popular tools for facilitating criminal activity because the persons
controlling the company are not easily identifiable.? State statutes, which
have historically governed the corpany formation process, generally
provide for the privacy of the identities of company owners. This privacy
may protect owners and their assets in the event of a lawsuit, but it can
also be used to conceal the identity of the beneficial owners, or the
persons who ultimately own and control a business entity.

In my statement today, I will address three main points. First, I will
describe the ownership information that states collect on companies and
their efforts to review and verify it. Next, I will discuss the concerns of law
enforcement agencies about how companies can be used to hide illicit
activity and how information on those companies, or the lack of it, can
affect investigations. Finally, I will discuss the implications of requiring
that states and others collect information on the owners of companies
formed in each state. OQur report, and this testimony, is based on extensive
audit work that included a survey of officials from all of the states and the
District of Columbia, a review of state statutes and company formation
forms, and interviews with academics, third-party agents, law firms,

1,

GAQ, Comyp Foy i Minimal Information Is Collected and Available,
GAO-06-376 (Washington, D.C.: April 7, 2006).

*See U.S. Departments of Treasury, Justice, Homeland Security, et al, U.S. Money
Laundering Threat Assessment Working Group, U.S. Money Laundering Threat

A ¢ (Washi D.C.: December 2005); and Organization for E ic Co-
operation and Development (OECD), Behind the Corporate Veil: Using Corporate Entities
JSor Lilicit Purposes (Paris: 2001).
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financial institutions, law enforcement, and other state and federal
officials.”

In summary:

Most states do not require companies or third-party agents that represent
them to provide ownership information at formation or in periodic reports.
Similarly, states usually do not require information on company
management, such as corporate officers and directors and limited liability
company (LLC) managers, in the company formation documents, but most
states require this information on periodic reports. Third-party agents that
submit formation documents to the state on a company’s behalf usually
collect only information they need to bill the company for their services
and statutorily required information. The information they collect
generally does not include information on company owners. States and
agents are generally not required to verify any information on company
ownership or management or to screen names against criminal watch lists,
although almost all state officials reported that they screen filings for the
presence of statutorily required information such as the company name
and an address where official notices can be sent. With rare exceptions,
the agents we spoke with did not request additional information on
company owners or verify clients’ identity.

Law enforcement officials we spoke with were concerned about the use of
shell companies in the United States that enable individuals to conceal
their identities and conduct criminal activity. These officials said that they
have also had difficulty investigating U.S. shell corapanies that were being
used for illicit purposes because they could not identify the owners.
Quantifying the magnitude of the criminal use of shell companies is
difficult, but law enforcement officials told us about investigations, both
domestic and international, that have involved such companies and the
movement of billions of dollars, The law enforcement officials we
interviewed said that they had obtained some company information from

The survey and a complete tabulation of state-by-state and aggregated results can be
viewed at http://www.gao.gov/cgi-bin/getrpt? GAO-06-377SP. Third-party agents include
company formation agents who help individuals form companies and agents for service of
process who receive legal and tax documents on behalf of a company. Agents can be
individuals or companies operating in one state or nationally with only a few clients to
thousands of clients.

“Creating a shell company is not a crime bui rather can be a method for hiding criminal

activity, When we refer to “shell companies” in this statement, we mean U.S. companies
that do not conduct any legitimate activity,
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company formation documents or periodic reports and occasionally from
agents during investigations and that this information had generated
additional leads. But some officials noted that the information available
from the states often did not reveal who owned the company and that
cases had been closed because owners could not be traced.

State officials, agents, and others we interviewed said that collecting
company ownership information could be problematic, for several
reasons. For example, state officials told us that the costs and time
involved in approving company formations could increase, potentially
slowing down or derailing business dealings. In addition, a few states and
agents said they might lose business to other jurisdictions with less
stringent requirements. State officials and agents also expressed concerns
about maintaining the privacy of the owners of legitimate businesses that
historically had been protected from public scrutiny. State officials,
agents, and other experts in the field suggested that internal company
records, financial institutions, and the Internal Revenue Service (IRS)
could be alternative sources of ownership information for law
enforcement investigations, but we found that using these sources could
also be problematic.

Background

The company formation process is governed and executed at the state
level. Formation documents are generally filed with a secretary of state's
office and are commonly called articles of incorporation (for
corporations) or articles of organization (for LLCs). These documents,
which set out the basic terms governing the company’s existence, are
matters of public record. According to our survey results, in 2004, 869,693
corporations and 1,068,989 LLCs were formed in the United States. See
appendix I for information on the nurabers of corporations and LLCs
formed in each state. Appendix II includes information on states’ company
formation processing times and fees.

Although specific requirements vary, states require minimal information
on formation docuraents. Generally, the formation documents, or articles,
must give the company’s name, an address where official notices can be
sent, share information (for corporations), and the names and signatures
of the persons incorporating. States may also ask for a staterment on the
purpose of the company and a principal office address on the articles.
Most states also require companies to file periodic reports to remain
active. These reports are generally filed either annually or biennially.
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Although individuals may submit their own company filing documents,
third-party agents may also play a role in the process. Third-party agents
include both company formation agents, who file the required documents
with a state on behalf of individuals or their representatives, and agents
for service of process, who receive legal and tax documents on behalf of a
company. Agents can be individuals or companies operating in one state
or nationally. They may have only a few clients or thousands of clients. As
a result, the incorporator or organizer listed on a company’s formation
docurnents may be the agent who is forming the company on behalf of the
owners or an individual affiliated with the company being formed.

Businesses may be incorporated or unincorporated. A corporationisa
legal entity that exists independently of its shareholders—that is, its
owners or investors—and that limits their liability for business debts and
obligations and protects their personal assets. Management may include
officers—chief executive officers, secretaries, and treasurers—who help
direct a corporation’s day-to-day operations. LLCs are unincorporated
businesses whose members are considered the owners, and either
members acting as managers or outside managers hired by the company
take responsibility for making decisions. Beneficial owners of
corporations or LLCs are the individuals who ultimately own and control
the business entity.

States and Agents
Generally Do Not
Collect or Verify
Information on
Company Ownership
and Management

Our survey revealed that most states do not collect information on
company ownership (see fig. 1). No state collects ownership information
on formation documents for corporations, and only four—Alabama,
Arizona, Connecticut, and New Hampshire-—request some ownership
information on LLCs.” Most states require corporations and LLCs to file
periodic reports, but these reports generally do not include ownership
information. Three states (Alaska, Arizona, and Maine) require in certain
cases the name of at least one owner on periodic reports from
corporations, and five states require companies to list at least one member
on periodic reports from LLCs.* However, if an LLC has members that are

*In response Lo a question on requirements for LLC member information, a2 Connecticut
official said that either a member’s or 2 manager’s nare was required on the articles of
incorporation. In New Hampshire, 2 member or manager is required to sign the articles of
organization. One state did not respond to the survey question on providing names of
owners of corporations, and two states did not respond to the question on the addresses of
owners.

“The five states are Alaska, Connecticut, Kansas, Maine, and New Hampshire. One state did
not respond to this survey question,
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acting as managers of the company (managing mermbers), ownership
information may be available on the formation documents or periodic
reports in states that require manager information to be listed.

Figure 1: States Requiring Ownership information in Articles and Periodic Reports

Artioles

Na respense

| Notrequired

LGs only

! Carporations oty

- Baoth corparations and LLCS

Sources. GAQ survey of state officials responsible for company lormation (data); Art Explosion {map).

Note: Arkansas and New Mexico omitted responses to cerlain questions on our survey. Arkansas
responded that LLC member information is not required on articles or reports. We tound from our
legal review that Arkansas doss not require the address of a corporation’s owner on articies or
periodic reports. Our legal review also found that New Mexico does not require corporations to list the
name or address of an owner on articles ot penomc reports. For LLCs, we found that New Mexico
does not require member names and or pericdic reports.

States usually do not require information on company management in the
formation documents, but most states require this information on periodic
reports (see fig. 2). Less than half of the states require the names and
addresses of company management on company formation documents.
Two states require some information on officers on company formation
documents, and 10 require some information on directors. However,
individuals named as directors may be nominee directors who act only as
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instructed by the beneficial owner.” For LLCs, 19 states require some
information on the managers or managing members on formation
documents.? Most states require the names and addresses of corporate
officers and directors and of managers of LLCs on periodic reports. For
corporations, 47 states require some information about the corporate
officers, and 38 states require some information on directors on periodic
reports. For LLCs, 28 states require some information about managers or
managing members on the periodic reports.

7A nominee director may be an individual who is located where the business was formed
and may sign official documents for the business on behalf of the beneficial owner,
Typically, the nominee director will have no k ledge of the busi affairs or

cannot control or influence the business, and will not act unless instructed to by the
beneficial owner.

®0One state did not respond to this survey question.
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Figure 2: States Requiri Names or Add in Articles and Periodic Reports

g
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Sources: GAO survey of stale officials responsibie Jor company formaton {data); Art Explosion (map).
Note: New Mexico responded on our survey that information on corporate officers is required on
reports and information on directors is required for both arlicles and reports, but did not respond to
the questions about the names and of LLC i We found in
our tegal review that New Mexico does not require this information on LLC filings.

In addition to states, third-party agents may also have an opportunity to
collect ownership or management information when a company is formed.
Third-party agents we spoke with generally said that beyond contact
information for billing the company and for forwarding legal and tax
documents, they collect only the information states require for company
formation documents or periodic reports. Several agents told us that they
rarely collected information on ownership because the states do not
require it. Further, one agent said it was not necessary to doing the job. In
general, agents said that they also collected only the management
information that states required. However, if they were serving as the
incorporator, agents would need to collect the names of managers in order
to officially pass on the authority to conduct business to the new company
principals. A few agents said that even when they collected information on
conpany ownership and management, they might not keep records of it, in
part because company documents filed with the state are part of the public
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record. One agent said that he did not need to bear the additional cost of
storing such information.

According to our survey, states do not verify the identities of the
individuals listed on the formation documents or screen names using
federal criminal records or watch lists. Nearly all of the states reported
that they review filings for the required information, fees, and availability
of the proposed company name. Many states also reported that they
review filings to ensure compliance with state laws, and a few states
reported that they direct staff to look for suspicious activity or fraud in
company filings.’ However, most states reported they did not have the
investigative authority to take action if they identified suspicious
information. For example, if something appeared especially unusual, two
state officials said that they referred the issue to state or local law
enforcement or the Department of Homeland Security. While states do not
verify the identities of individuals listed on company formation
documents, 10 states reported having the authority to assess penaities for
providing false information on their company formation documents. One
state official provided an example of a case in which state law
enforcement officials charged two individuals with, among other things,
perjury for providing false information about an agent on articles of
incorporation.

In addition, our survey shows that states do not require agents to verify the
information collected from their clients. Most states have basic
requirements for agents for service of process, but overall states exercise
limited oversight of agents. Most states indicated on our survey that agents
for service of process must meet certain requirements, such as having a
physical address in the state or being a state resident. However, a couple
of states have registration requirernents for agents operating within their
boundaries. Under a law that was enacted after some agents gave false
addresses for their offices, Wyoming requires agents serving more than
five corporations to register with the state annually. California law
requires any corporation serving as an agent for service of process to file a
certificate with the Secretary of State’s office and to list the California
address where process can be served and the name of each employee
authorized to accept process. Delaware has a contractual relationship with
approximately 40 agents that allows them, for a fee and under set

*We do not have information on the extent of this legal review in all of the states that
responded that they conduct such a review.
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guidelines, access to the state’s database to enter or find company
information.

Agents we interviewed said that since states do not require them to, they
generally do not verify or screen names against watch lists or require
picture identification of company officials. One agent said that his firm
generally relied on the information that it received and in general did not
feel a need to question the information. However, we found a few
exceptions. One agent collected a federal tax identification number (TIN),
company ownership information, and individual identification and
citizenship status from clients from unfamiliar countries. Another agent
we interviewed required detailed information on company principals,
certified copies of their passports, proof of address, and a reference letter
from a bank from certain international clients. A few agents said that they
used the Office of Foreign Assets Control (OFAC) list to screen names on
formation documents or on other documents required for other services
provided by their company.”

The agents said they took these additional steps for different reasons. One
agent wanted to protect the agency, while other agents said that the
Delaware Secretary of State encouraged using the OFAC list to screen
names. One agent felt the additional requirements were not burdensome,
However, some agents found the OFAC list difficult to use and saw using it
as a potentially costly endeavor. OFAC officials told us that they had also
heard similar concerns from agents.

PORAC is an office within the U.S. Department of the Treasury that administers and
enforces economic and trade sanctions based on U.S. foreign policy and national security
goals, as well as a master list of “Specially Designated Nationals and Blocked Persons”
(SDN) that includes numerous foreign agents and front organizations, terrorists, terrorist
organizations, and narcotics traffickers. All U.S. persons, both individuals and entities, are
responsible for ensuring they do not do business with a person or entity listed on the SDN
list. Undertaking any type of business or financial transaction with a person or entity on
this list is illegal under federal law.
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Lack of Ownership
Information Can
Obstruct Law
Enforcement
Investigations

Law enforcement officials and others have indicated that shell companies
have become popular tools for facilitating criminal activity, particularly
laundering money. A December 2005 report issued by several federal
agencies, including the Departments of Homeland Security, Justice, and
the Treasury, analyzed the role shell companies may play in laundering
money in the United States, Shell companies can aid criminals in
conducting illegal activities by providing an appearance of legitimacy and
may provide access to the U.S. financial system through correspondent
bank accounts," For example, the Financial Crimes Enforcement Network
(FinCEN) found in a December 2005 enforcement action that the New
York branch of ABM AMRO, a banking institution, did not have an
adequate anti-money laundering program and had failed to monitor
approximately 20,000 funds transfers—with an aggregate value of
approximately $3.2 billion—involving the accounts of U.S. shell companies
and institutions in Russia or other former republics of the Soviet Union.
But determining the extent of the crirninal use of U.S. shell companies is
difficult. Shell companies are not tracked by law enforcement agencies
because simply forming them is not a crime. However, law enforcement
officials told us that information they had seen suggested that U.S. shell
companies were increasingly being used for illicit activities. For exarnple,
FinCEN officials told us they had seen many suspicious activity reports
(SAR) filed by financial institutions that potentially implicated U.S. shell
companies. One report cited hundreds of SARs filed between April 1996
and January 2006 that involved shell companies and resulted in almost $4
billion in activity.®

During investigations of suspicious activity, law enforcement officials may
obtain some company information from agents or states, either from
state’s Internet sites or by requesting copies of filings. According to some
law enforcement officials we spoke with, information on the forms, such
as the names and addresses of officers and directors, might provide
productive leads, even without explicit ownership information. Law
enforcement officials also sometimes obtain additional company
information, such as contact addresses and methods of payment, from

HA correspondent account is an account that a foreign bank opens at a U.S. bank to gain
access to the U.S. financial system and to avoid bearing the costs of licensing, staffing, and
operating its own offices in the United States. Many of the largest international banks serve
as correspondents for thousands of other banks.

B5ee 1.8, Departments of Treasury, Justice, Homeland Security, et al, U.S. Money

Laundering Threat Assessment Working Group, U.S. Money Laundering Threat
Assessment (Washington, D.C.: December 2005).
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agents, although one state law enforcement official said the agents might
tell their clients about the investigation. In some cases, the actual owners
may include their personal information on official documents. For
example, in an IRS case a man in Texas used numerous identities and
corporations formed in Delaware, Nevada, and Texas to sell or license a
new software program to investment groups. He received about $12.5
aillion from investors but never delivered the product to any of the
groups. The man used the corporations to hide his identity, provide a
legitimate face to his fraudulent activities, and open bank accounts to
launder the investors’ money. IRS investigators found from state
documents that he had incorporated the companies himself and often
included his coconspirators as officers or directors. The man was
sentenced to 40 years in prison.

In other eases, law enforcement officials may have evidence of a crime but
may not be able to connect an individual to the criminal action without
ownership information. For example, an Arizona law enforcement official
who was helping to investigate an environmental spill that caused $800,000
in damage said that investigators could not prove who was responsible for
the damage because the suspect had created a complicated corporate
structure involving multiple company formations."” This case was not
prosecuted because investigators could not identify critical ownership
information, Most of the officials we interviewed said they had also
worked on cases that reached dead ends because of the lack of ownership
information.

wDispersing assets among as many different types of entities and jurisdictions as possible
is also a way to protect assets. The goal of this approach is to create complex structures
that, in effect, provide multiple protective trenches around assets, making it challenging
and burdensome to pursue. See GAO, Environmental Liabilities: EPA Should Do More to
FEnsure That Liable Parties Meet Their Cleanup Obligations, GAO-05-658 (Washington,
D.C: Aug. 17, 2006)
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More Company
Ownership

Information Could Be

Useful to Law
Enforcement, but

Concerns Exist about

Collecting It

ol

States and agents recognized the positive impacts of collecting ownership
information when companies are formed. As previously noted, law
enforcement investigations could benefit by knowing who owns and
controls a company. In addition, a few state officials said that they could
be more responsive to consumer demands for this information if it were
on file. One agent suggested that requiring agents to collect more
ownership information could discourage dishonest individuals from using
agents and could reduce the number of unscruputous individuals in the
industry.

However, state officials and agents we surveyed and interviewed indicated
that collecting and verifying ownership information could have negative
effects. These could include:

Increased time, costs, and workloads for state offices and agents: Many
states reported that the time needed to review and approve company
formations would increase and said that states would incur costs for
modifying forrs and data systems. Further, officials said that states did
not have the resources and staff did not have the skills to verify the
information submitted on formation docurents.™

Derailed business dealings: A few state and some private sector officials
noted that an increase in the time and costs involved in forming a
company might reduce the number of companies formed, particularly
small businesses. One state official commented that such requirements
would create a burden for honest business people but would not deter
criminals.

Lost state revenue: Some state officials and others we interviewed felt that
if all state information requirements were not uniform, the states with the
most stringent requirements could lose business to other states or even
countries, reducing state revenues.

Lost business for agents: Individuals might be more likely to form their
own companies and serve as their own agents. Agents also indicated that it
might be difficult to collect and verify information on company owners
because they often were in contact only with law firras and not company
officials during the formation process.

State officials and others also noted that individuals could easily provide false names if
ownership information were required without being verified.
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In addition, some state officials noted that any change in requirements for
obtaining or verifying information, or the fees charged for company
formation, would require state legislatures to pass new legislation and
grant company formation offices new authority. Further, state and private
sector officials pointed out that ownership information collected at
formation or on periodic reports might not be complete or up to date
because it could change frequently. Finally, as noted, some states do not
require periodic reports, and law enforcement officials noted that a shell
company being used for illicit purposes might not file required periodic
reports in any case.” Law enforcement officials told us that many
companies under investigation for suspected criminal activities had been
dissolved by the states in which they were formed for failing to submit
periodic reports. In addition, since a company can be owned by another
company, the name provided may not be that of an individual, but another
company.

We also found that state officials, agents, and other industry experts felt
that the need to access information on companies must be weighed
against privacy issues. Company owners may want to maintain their
privacy, in part because state statutes have traditionally permitted this
privacy in part to avoid lawsuits against them in their personal capacity.
Some business owners may also seek to protect personal assets through
corporations and LLCs. One state law enforcement official also noted that
if more information were easily available, criminals and con artists could
take advantage of it and target companies for scams. Although business
owners might be more willing to provide ownership information if it would
not be disclosed in the public record, some state officials we interviewed
said that since all information filed with their office is a matter of public
record, keeping some information private would require new legislative
authority. The officials added that storing new information would be a
challenge because their data systems were not set up to maintain
confidential information. However, a few states described procedures in
which certain information could be redacted from the public record or
from online databases.

¥Our review of state statates indicated that 14 states do not require periodic reports for
LLCs and that 3 did not require them for corporations. In 3 states {Alabama, New Jersey,
and Oklahoma), the annual report is submitted to a different office, such as the department
of revenue, than the office that handles formation filings. In addition, biennial reports were
required to be filed by corporations in 7 states and by LLCs in 5 states.
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In our review, state officials, agents, and other experts in the field
identified three other potential sources of company ownership
information, but each of these sources also has drawbacks.

First, company ownership information may be available in internal
company documents. According to our review of state statutes, internal
company documents, such as lists of shareholders for corporations, are
required in all states for corporations.” Also, according to industry
experts, LLCs usually prepare and maintain operating agreements as well.”
These documents are generally not public records, but law enforcement
officials can subpoena them to obtain ownership information. However,
accessing these lists may be problematic, and the documents themselves
might not be accurate and might not reveal the true beneficial owners of a
company. In some cases, the documents may not even exist. For example,
law enforcement officials said that shell companies may not prepare these
documents and that U.S. officials may not have access to them if the
company is located in another country. In addition, the shareholder list
could include nominee shareholders and may not reflect any changes in
shareholders.” In states that allow bearer shares, companies may not even
list the names of the shareholders.” Finally, law enforcement officials may
not want to request these documents in order to avoid tipping off a
company about an investigation,

Second, we were told that financial institutions may have ownership
information on some companies. The Uniting and Strengthening America
by Providing Appropriate Tools Required to Intercept and Obstruct
Terrorism (USA PATRIOT ACT) Act of 2001 established minimum
standards for financial institutions to follow when verifying the identity of

*Del , Kansas, and Oklat statutes do not expressly state that a corporation is
required to maintain a list of shareholders, but shareholders must be able to extract
information on shareholders from corporate documents maintained by the corporation.

"Some states may not require written operating agreements. If there is no operating
agreement, the LLC follows default provisions of the LLC act of the state where the
company was formed.

PwWith publicly traded shares, nominees (e.g,, shares registered in the names of
stockbrokers) are commonly and legitimately used to facilitate the clearance and
settlement of trades. Nominee shareholders can also be used in privately held companies to
shield beneficial ownership information.

‘sAccording to the U.S. Money Laundering Threat Assessment, Nevada and Wyonaing atlow

the use of bearer shares, which accord ownership of a company to the person who
possesses the share certificate.
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their customers. For customers that are companies, this information
includes the name of the company, its physical address (for instance, its
principal place of business), and an identifying number such as the tax
identification number.” In addition, financial institutions must also
develop risk-based procedures for verifying the identity of each
customer.” However, according to financial services industry
representatives, conducting due diligence on a company absorbs time and
resources, could be an added burden to an industry that is already subject
to numerous regulations, and may result in losing a customer. Industry
representatives also noted that ownership information might change after
the account was opened and that not all companies open bank or
brokerage accounts. Finally, correspondent accounts could create
opportunities to hide the identities of the account holders from the banks
themselves.

Finally, the Internal Revenue Service was mentioned as another potential
source of company ownership information for law enforcement, but IRS
officials pointed to several limitations with their agency’s data. First, IRS
may not have information on all comparies formed. For example, not all
companies are required to submit tax forms that include company
ownership information. Second, IRS officials reported that the ownership
information the agency collects might not be complete or up to date and
the owner listed could be another company. Third, law enforcement
officials could have difficulty accessing IRS taxpayer information, since
access by federal and state law enforcement agencies outside of IRS
investigations is restricted by law. IRS officials commented that collecting
additional ownership and management information on IRS documents
would provide IRS investigators with more detail, but their ability to
collect and verify such information would depend on the availability of
resources.

*Pub. L. No. 107-56, 115 Stat. 272 (Oct. 26, 2001). Section 326 of the USA PATRIOT ACT
directs Treasury and the federal financial regulators to adopt customer identification
program requirements for all “financial institutions,” which is defined broadly to
encompass a variety of entities, including, among others, (1) banks that are subject to
regulation by one of the federal banking regulators, as well as credit urions that are not
federally insured, private banks, and trust companies; (2) securities broker dealers; (3)
futures commission merchants and introducing brokers; and (4) mutual funds. See 31
U.8.C. § 5312; 31 C.F.R. part 103.

*'See GAO, USA PATRIOT ACT: Additional Guidance Could, Fmprove Implementation of
Ry i Related to Cu Identification and Information Sharing Procedures,
GAQ-05-412 (Washington, D.C.: May 6, 2005).

Page 15 GAO-07-196T Company Formations



100

Concluding Remarks

In preparing our April 2006 report, we encountered a variety of legitimate
concerns about the merits of collecting ownership information on
companies formed in the United States. On the one hand, federal law
enforcement agencies were concerned about the existing lack of
information, because criminals can easily use shell companies to mask the
identities of those engaged in illegal activities. From a law enforcement
perspective, having more information on company ownership would make
using shell companies for illicit activities harder, give investigators more
information to use in pursuing the actual owners, and could improve the
integrity of the company formation process in the United States. On the
other hand, states and agents were concerned about increased costs,
potential revenue losses, and owners’ privacy if information requirements
were increased. Collecting more information and approving applications
would require more time and resources, possibly reducing the number of
business startups and could be considered a threat to the current system,
which values the protection of privacy and individuals' personal assets.
Any requirement that states, agents, or both collect more ownership
information would need to balance these conflicting concerns and be
uniformly applied in ail U.S. jurisdictions. Otherwise, those wanting to set
up shell companies for illicit activities could simply move to the
jurisdiction that presented the fewest obstacles, undermining the intent of
the requirement.

Mr. Chairman, this concludes my prepared statement. I would be happy to
respond to any questions that you or other members of the cormittee may
have at this time.
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Appendix I: The Number of Corporations and
LLCs Formed in the United States

Historically, the corporation has been the dominant business form, but
recently the limited liability company (LLC) has become increasingly
popular. According to our survey, 8,908,519 corporations and 3,781,875
LLCs were on file nationwide in 2004. That same year, a total of 869,693
corporations and 1,068,989 LLCs were formed. Figure 3 shows the number
of corporations and LLCs formed in each state in 2004. Five states—
California, Delaware, Florida, New York, and Texas—were responsible for
415,011 (47.7 percent) of the corporations and 310,904 (29.1 percent) of
the LLCs. Florida was the top formation state for both corporations
(170,207 formed) and LLCs (100,070) in 2004. New York had the largest
number of corporations on file in 2004 (862,647) and Delaware the largest
number of LLCs (273,252). Data from the International Association of
Commercial Administrators (TACA) show that from 2001 to 2004, the
number of LLCs formed increased rapidly—by 92.3 percent-—although the
number of corporations formed increased only 3.6 percent.!

'I